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1. Introduction

It is proposed to document in 23.917 how per-user authorization can be done for the MBMS service.

2. Illustrating rel6 policy control for MBMS usage

Note that this is shown to illustrate how other services than the IM Subsystem may benefit from a generic rel6 policy control that can be applied to other applications. It has not been decided at this stage that MBMS (Multimedia Broadcast Multicast Service) requires rel6 policy control.

In this example the PDF receives information from an MBMS application function, the BM-SC. This is shown below.











Figure 1 PDF connected to MBMS service

2.1 Authorization

A per-user authorization scenario is explained below.

GGSN gets service information from the PDF which interacts with the BM-SC for every service activation. A reference or “token” is required to identify the UE to the BM-SC, in order for the BM-SC to check that it has authorised this user to receive the service or not.
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Figure x PDF authorization for MBMS service with per-user authorization

1) As part of the initial service authorisation, the BM-SC contacts the PDF to get a token, then provides the token to the UE. The token identifies the PDF. The BM-SC also sends the session parameters (e.g. QoS, filter information) to the PDF.

2) The UE uses this token to join the service.

3) A COPS-PR REQ is received over the Go interface at the PDF, containing a token identifying a PDF.

4) The PDF authorizes the required QoS resources for the individual session and installs the IP bearer level policy in its internal database based on information from the BM-SC.

5) The PDF sends further Go messaging.

An alternative mode of operation in which the Application Function generates to the token to the UE and identifies the BM-SC address to the PDF has been proposed but is still FFS.

3. Proposal

It is proposed to include the contents of chapter 2 to the TR 23.917 inside a section called: “Example of rel6 policy control usage with an MBMS application”.
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