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1. Introduction

TR23.917 proposes decoupling of the PDF & P-CSCF and proposes a new interface (Gq-interface) between PDF and Application Functions. The MBMS could be one of the applications to utilize the new feature. This paper discusses and proposes the use of BM-SC and PDF to set up, release and modify the MBMS services.

2. Discussion

In MBMS applications the BM-SC will interact with the PDF on the Cq-interface.

A number of possible architectures/configurations can be contemplated for MBMS use of the PDF. The BM-SC must provide the PDF with service description information i.e. IP multicast address, QoS attributes, packet filtering etc. 

The following three possible scenarios regarding service authorization are considered (there may be others that are valid for consideration),

a) a service is authorized with a single token shared by all users,

b) a service is authorized with a different token for all users,

c) a service is authorized in the network, with no user interaction.

If a single authorization token is requested by the BM-SC for each broadcast/multicast service the same token will be supplied to each terminal requesting to join the service, option a) above. The UE would then use the token in the PDP context activation, with the GGSN getting authorization via the Go interface in exactly the same way as it does for IMS.

There is a possible issue in this case as there is nothing to prevent a token being shared between UE’s and the GGSN would have no way of knowing this, so an unauthorized user could join the service. It is possible that a token could be generated per terminal to overcome this issue, option b) above.

However, in either of these two cases it is questionable whether there is any added value to the process. The MBMS PDP context activation will not allow different users to select different QoS for the same broadcast/multicast service, or at least it will not be possible for the network to allocate different QoS to different users regardless of what was requested. Hence the network will impose a QoS for the MBMS service. Consequently there is no value to providing the terminal with a media authorization token if the network will impose the standard service QoS anyway.

There is however the need for the network to determine the QoS required for a service. This could be achieved by interaction between the BM-SC, PDF and GGSN. In this case the BM-SC can request authorization of a service to the PDF, with the GGSN closing the loop when the BM-SC indicates that data transmission is about to start. This is the solution illustrated in the flow diagrams shown below. The authorization and data transmission phases are divided in separate phases; service attribute provision, QoS authorization, service activation and finally service deactivation.

2.1 Providing service attributes

For QoS authorization the MBMS service attributes like IP multicast address, QoS attributes, service area, packet filtering etc. must be stored in PDF. There are two possible ways how PDF will get the service attributes.

1. The service attributes are transmitted in advance to PDF from BM-SC. This will happen before the MBMS Join message arrives to GGSN. The PDF to be contacted must be statically configured in the BM-SC to ensure that subsequently the GGSN can contact the same physical entity. The trigger for the transmission is FFS but it could be done e.g. when the BM-SC will get the service attributes from the service provider.
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Figure 1 Service attribute provision

1) BM-SC receives a trigger for providing the MBMS service attributes to PDF. 

2) Authorization Request message including the service attributes, is sent to PDF from BM-SC.

3) The PDF authorizes every component negotiated for the service. The authorization shall be expressed in terms of IP QoS parameters.

4) PDF sends Authorization Response message back to BM-SC.

2. The service attributes are configured in the PDF. No message exchange between PDF and BM-SC is needed.

2.2 QoS authorization

The QoS authorization is needed when the MBMS Join message initiates the MBMS context creation in GGSN. The QoS authorization procedure is done only once, i.e. when the first UE sends a Join message to GGSN.
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Figure 2 QoS authorization

1) The UE has discovered the MBMS multicast session and issues an IGMP join message. 

2) GGSN requests the PDF to authorize the resources. The PDF to be contacted must be statically configured in the GGSN to ensure that it can contact the same physical entity as authorized the session for the BM-SC. The IGMP session ID is used to identify the service to the PDF.
3) PDF authorizes the resources and sends COPS DEC message to the GGSN to transmit the MBMS service attributes.

4) GGSN will initiate a procedure to set up MBMS contexts for the service.
5) GGSN sends COPS RPT message back to the PDF

2.3 Start service notification

The Start notification is send by the BM-SC when the MBMS service data transmission is about to begin. The start notification message causes service information to be propagated through the PS domain and down to RAN.
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Figure 3 Service activation

1) The BM-SC sends a Start notification message to PDF including the same service identifier used with QoS authorization for the service.

2) PDF sends COPS DEC message to the GGSN to indicate the start of data transmission to CN. 

3) GGSN propagates the service information to SGSN(s) and further to RAN. GGSN receives the acknowledge message of the notification.
4) After GGSN has received acknowledge message that MBMS RABs are active the GGSN sends COPS RPT message back to the PDF.

5) The PDF confirms to the BM-SC that the resources are allocated and active.

The authorized QoS resources are enabled, i.e. the gates are opened, after the GGSN has received the acknowledge message back indicating that the tunnels and RABs have been successfully created. This can happen either in step 4 or with a separate COPS signaling right after the start notification procedure. This is left for FFS. 

2.4 Stop service notification

The Stop notification message is sent by the BM-SC to indicate the end of the service and to deactivate the MBMS bearer.
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Figure 4 Service deactivation

1) The BM-SC requests the PDF to release the resources and terminate authorization. It must include the same service identifier as it did with the original start notification message. The PDF removes the authorization for the media component(s) of this session. 

2) PDF sends COPS DEC message(s) to the GGSN, which identifies the MBMS PDP context(s) to be deactivated.

3) GGSN initiates deactivation of the MBMS PDP context(s) used for the user plane part of the MBMS session. GGSN receives the acknowledge message of the deactivation.

4) GGSN sends COPS DRQ message(s) back to the PDF. PDF may release the MBMS service attributes or leave them in PDF based on the operator decision.

5) The PDF confirms the release of the network resources to the BM-SC.

3. Proposal

It is proposed to include the contents of chapter 2 to the TS 23.246 and TS 23.917.
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