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5.4 
Watcher Applications

5.4.1
Communication between Watcher and Presentity Proxy

Communications between the Presentity Presence Proxy and the Watcher Presence Proxy shall be based on SIP as shown in figure 5.4.1-1 below. Other IP-based mechanisms may also be needed to support the delivery of large amount of presence information. Support for non-SIP based Watchers may be provided by the use of an interworking functions co-located with the Watcher Presence Proxy. In this case the Watcher Presence Proxy interworking function needs to be able to support routing to the non-SIP based watcher.
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Figure 5.4.1-1. Communications between the Presentity Presence Proxy and the Watcher Presence Proxy for Watchers

5.4.2
Watcher application in an IMS UE

The Watcher application can be located within a UE registered in the IMS network, it is registered to a S-CSCF via a P-CSCF according to standard IMS procedures as specified in 3GPP TS 23.228 [9]. 

5.4.3
Network based Watcher Application Server located in the IMS
The Watcher application can be located within an Application Server behind the ISC reference point. This entity is the Network Based Watcher Application Server.
If a Watcher Application is located in the IMS, the functionalities of the Watcher Presence Proxy shall be as described in subclause 5.3.2. 

If a Watcher application is located in the external Internet, then the Watcher Presence Proxy shall reside in a network capable of executing security functionalities as per procedures defined in 3GPP TS 33.210 [8]. If the Watcher Application is located in the external Internet, but within the trusted domain as per RFC 3325[17a], the Watcher Presence Proxy shall be as described in subclause 5.3.2.  Depending on the mechanisms and protocols supported by the external Watcher Application Server, the Watcher Presence Proxy may implement additional functionalities, e.g. protocol mapping.
The interworking with Watcher Applications located in the external Internet not supporting the standard Pw reference point is out of the scope of the present document.  

5.4.4
Presence Server located in the external Internet

If the Presence Server is located in the external Internet, but within the trusted domain as per RFC 3325[17a], the Presentity Presence Proxy shall be as described in subclause 5.3.3.  Depending on the mechanisms and protocols supported by the external Presence Server, the Presentity Presence Proxy may implement additional functionalities, e.g. protocol mapping.
The interworking with Presence Servers located in the external Internet not supporting the standard Pw reference point is out of the scope of the present document. 

5.5
Presence List Server

The Presence List Server stores grouped lists of watched presentities and enables a Watcher Application to subscribe to the presence of multiple presentities using a single SUBSCRIBE transaction. Presence List Server also stores and enables the management of filters associated to presentities in the presence list. Presence list server shall attach associated filter to each individual SUBSCRIBE transaction. The Presence List Server is implemented as a SIP Application Server function as defined in 3GPP TS 23.228 [9].

Editor’s Note: Additional interfaces may be required for any non SIP functionality between watcher and the Presence List Server.
End of second change
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