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1. Introduction

During the last meeting of 3GPP SA1#19 after a discussion triggered by S2-030058 [1] – LS from SA2 to SA1 asking for guidance on “Network Selection” procedure for WLAN Interworking in Release 6, SA1 decided to assign a high priority to the “Network Selection” procedure and responded in LS S2-030436 [2] providing also guidance on important aspects of the required functionality.

The present paper proposes a solution to the “Network (PLMN) Selection” procedure for a Mobile Terminal accessing a 3GPP system over WLAN, taking into account the requirements listed in the response from SA1 to SA2 S2-030436 [2] and the limitations of existing mechanisms provided by other standards (IEEE 802.11 and IETF).

2. Discussion

Problem Statement:

The 3GPP standard requires that shared WLAN Access Points support simultaneously multiple 3GPP networks (PLMNs). Subsequently a 3GPP subscriber using a mobile terminal outside his home network coverage area and accessing the system over a WLAN can dynamically choose the visited network (VPLMN) operator when connecting to an Access Point. The choice is based on factors like pre-configured preference list of visited networks or user decision based e.g. on type of service or cost [5]. 

Requirements:

a. Requirement on backwards compatibility of Network Selection procedure for 3GPP UEs

· Existing Network Selection procedures [5] should be used

· Both automatic and manual selection need to be supported

· All system information available for Network Selection in a 3GPP system needs to be available over WLAN

· Information needs to be available before the already standardized authentication step to allow for the selection of the AAA server of the chosen network

b. Operational Requirements for the Network Selection procedure

· Minimize Network Selection procedure related delay and power consumption of the UE

· Minimize OAMP related to Network Selection

· Possibly define limits of number of supported networks

c. Commonality of requirements with other SDO

· Network Selection procedure is likely to be useful for further wireless networks accessed over WLAN. Targeted SDO handling specific Network Selection would probably be looking at generic solutions.  

Specified solution as referred to in TS 23.234 [4]

Assuming that the Access Point (AP) broadcasts only a single (primary) SSID in its beacon, the mobile node would report only that SSID based on passive scanning. Alternately, the mobile node can do active scanning wherein the mobile node would send a probe request with a specific SSID and the Access Point would respond if it supports that SSID.  This could potentially lead to large number of Probe Requests depending on SSIDs supported by the AP. 

 This is undesirable because of the large number of message traffic created, and large WLAN connection delay.

This 802.11 specified method implies a number of message exchanges with the AP directly related with the number of candidate VPLM in the “preferred PLMN list” of the Mobile Terminal. The result is a delay exceeding service continuity requirements for e.g. VoIP [7]. Power consumption requirements are also likely to be violated by the required number of message exchanges with the AP (evaluation in progress…). 

Improvements proposed to the use of the 802.11 standard in [8] are not likely to meet the operational requirements on delay and power consumption. 

Proposed solution

We are proposing a new EAP Method - EAP-Info. The new method would allow an AP to support multiple overlayed networks (VPLMN). The Access Point is configured with a list of supported VPLMNs. The Access Point uses the new EAP-Info Request message to convey information to an associated WLAN Mobile Terminal. (The information should comprise all the supported networks (i.e. PLMN), the type of services supported, but also possible supported Enterprise Networks, cost of services etc. The details of the Information Element will be specified later in IETF taking .) The WLAN node may choose to accept or correspondingly reject service from the AP by responding the EAP-Info message with a EAP-Info Request/Ack or EAP-Info Request/Nak message.  The Ack/NAK is used by the AP to determine whether an EAP Request Identity is to be sent to the Mobile Node. 

Proposed Signaling Flow
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Figure 1 - EAP-Info Message Sequence

The details are provided using a typical message sequence shown in Figure 1.

· The WLAN node associates with an AP using typical 802.11 procedures. Once associated, it starts the authentication process with an EAPOL start message.  

· The AP responds with a EAP-Request/EAP-Info message.

· The WLAN Mobile receives the information and responds with an EAP-Info Ack or EAP-Info depending on whether it wishes to authenticate with the AP. 

· On receiving an ACK the AP initiates an EAP-Request/Identity message. The Mobile responds with an identity messages assigned by the network that it wishes to connect to. This initiates the typical EAP procedure as is specified today.

3. Recommendation

Consider an extension of EAP to accommodate “Network Selection’ over WLAN prior to authentication. The proposed solution meets the requirements identified by SA1 regarding backwards compatibility and operations. The proposed solution can also be used to solve similar problems in different environments.
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