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1. Introduction

TR 23.846 says the MBMS shall be able to authenticate and authorize the user before joining to a multicast groups. Furthermore the TR proposes to use new interface Gmb for per-user authorization. In this paper we discuss how we can use existing Gi interface for MBMS user authorization.

2. Discussion

The MBMS user authorization is done in BM-SC to which the service provider can feed the user service subscriber information of the MBMS service. The new Gmb interface between GGSN and BM-SC has been proposed to be used for authorizing the UEs. The protocol to be used for this purpose has not been decided. We propose that we use the RADIUS protocol for user authorization procedure. RADIUS is part of the existing Gi interface [TS 29.061] so no new interface is needed for user authorization.

2.1 User authorization

The RADIUS protocol is used to authorize user before joining to a multicast group, hence maintaining a standard Gi interface between the BM-SC and GGSN.
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Figure 1 MBMS user authorization using RADIUS
1) The UE has discovered the MBMS multicast session and issues an IGMP join message.
2) GGSN sends Access-Request message to BM-SC using RADIUS protocol. The message includes user identifier and MBMS service identifier, e.g. IMSI and IP multicast address. BM-SC takes decision if the UE is authorized to have the MBMS service based on the user service subscription information for UEs.
3) BM-SC sends response message back to GGSN either accepting or denying the sevice for the UE.

4) If this was the first joining to the MBSM service and the user was successfully authrorized the MBMS context creation procedure takes place. 

3. Proposal

It is proposed to include the contents of chapter 2 to the TS 23.246.

























