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Architectural requirements for the roaming case

In view of recent discussions on architecture for providing PS domain 3GPP services over WLAN, two possible paths for bearer traffic have been identified in the roaming case. These have been shown in Figure 1. While making a decision on this topic, the following concerns should be taken into consideration. 
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Figure 1: Two possible paths for bearer traffic between the home 3GPP network and WLAN. Signaling traffic has not been shown.

Charging -“The roaming architecture shall not preclude collection of CDRs (byte count) by the visited network”
In the roaming scenario, WLAN ISP can be a separate business entity than the visited 3GPP network. The charging information collected by the visited 3GPP network via the AAA proxy server will be RADIUS/DIAMTER based accounting information sent by the WLAN ISP. The visited network will only be able to collect bearer charging (byte count) information (and create CDRs) if the bearer path is going through the visited network. If the bearer path does not go through the visited network, it can,

· Preclude some types of billing models that roaming partners may want to use

· Create settlement issues if the charging information provided by the home 3GPP network to the visited network does not match with the WLAN ISP’s information. The visited 3GPP network in that case will not be able to check the accuracy of the charging information since it is now relying on only RADIUS/DIAMETER accounting information from its business partners.

Security - “The roaming architecture shall not mandate creation of tunnels between two entities that do not have a business relationship”
In the case of network based tunneling, tunnels can be setup, directly between WLAN ISP network and the home network. These tunnels will be terminating inside the 3GPP home network. This potentially will have security implications since the home network will now be setting up tunnels with another entity with which it has no business relationship.  

QoS and SLAs - “The roaming architecture shall not preclude the application of QoS on the bearer path in the WLAN to 3GPP home network part of the network”
When two operators sign a roaming agreement, they agree on a certain SLA and therefore the packets between the two operators travel over managed IP networks that guarantee that SLA. In the case of roaming of WLAN user, the visited 3GPP network will have such SLAs that guarantee a certain level of QoS both with the WLAN ISP and as well as with the home 3GPP operator.  So all packets going through the visited network will adhere to these SLAs and QoS guarantees thus providing the user a consistent experience and to the operator a smooth service roll out. However no such agreement would exist between the WLAN ISP and the home network operator. If a direct bearer path is established between WLAN ISP and home 3GPP network, user traffic will traverse an unmanaged IP network (what we call the internet) to reach the home network. Such limiting of service delivery to best effort IP traffic will be major problem in scenario 3 and beyond and can not be ignored.  It should be noted that IMS does not simply include non real time services - it includes real time services as well. Also other home network PS domain services like PSS (streaming service), MBMS etc. will also need better than best effort IP networks. The inconsistent user experience on these services can create customer care issues. It will be very difficult for the home 3GPP operator to enforce any QoS/SLA since it does not have any business relationship with the WLAN ISP. Also architectural entities that provide SBLP, QoS type of functionality in inter working architecture will not be of much use if QoS can not be guaranteed on the bearer path between home network and WLAN.

Service Control - “The roaming architecture shall not preclude providing 3GPP services from the visited 3GPP network”
For the roaming case, depending upon the roaming agreements between the partners, it is possible that the visited network will provide certain PS domain services. The architectural solutions should not preclude such possibility of having visited network the ability to provide PS domain services. This would imply that the user traffic will be routed through the visited network in that case.

Service Control  - “The roaming architecture shall not preclude the visted 3GPP network providing a subset of services from the home 3GPP network”

For the roaming case, depending upon the roaming agreements between the partners, it is possible that the visited network will only provide certain services from the home 3GPP network.  Take the situation where roaming agreement has been set-up between visited 3GPP network and home 3GPP network.  That roaming agreement may include a list of home network services that can be used via the visited network.  Subsequently the home network roles out some new services.  These new services may either not work in a roaming situation or the business relationship between visited and home 3GPP networks has not been put in place e.g. Visited 3GPP network does not yet having its billing system in place to support these services.  Therefore the architectural solutions should not preclude such possibility of having visited network the ability to provide a subset of the home 3GPP networks services. This would imply that the user traffic will be routed through the visited network in that case.

Summary

The following table summarizes the discussion:

	Architectural Options
	Charging
	QoS & SLAs
	Security network based tunneling
	Service control in the visited network

	Option 1 – Bearer path through the visited 3GPP Network
	Visited network can count bytes and enable certain charging models based on it.
	Visited network has SLAs with both WLAN ISP and the 3GPP home network. Bearer traffic therefore goes over a managed IP Network.
	Implications unclear since an architecture the where endpoint of a network based tunnel is in the visited network has not been discussed. 
	Service control in the visited network is possible since bearer traffic is being routed through it.

	Option 2 – Direct bearer connection between WLAN and the 3GPP home network
	Visited network relies on WLAN ISP’s RADIUS/DIAMETER messages for byte count information. Therefore some charging models may not be considered feasible.
	Since the two entities i.e. the WLAN ISP and 3GPP home network, do not have a business relationship, bearer traffic will potentially be routed through unmanaged IP network, creating problems with consistent service delivery
	Potential security risk since a tunnel from an entity with which 3GPP home network does not have a relationship will terminate in the home network infrastructure.
	Service control in the visited network will be difficult since bearer traffic is not going through the visited network.


Conclusion

In the light of these concerns, we suggest the following

· Any architectural solutions in regard to delivery of 3GPP PS domain services in a roaming scenario should address the above mentioned concerns. It is suggested that a new section 6.1.2.1 be created in the TS with the following information.

· If solution to all these concerns can not be found in R6 timeframe, an interim architectural solution should be found that will allow these concerns to be addressed in R7 timeframe.

· If necessary, the opinions of BARG, SA5 on billing/charging issues and of SA3 on security issues should be sought.

It is proposed to add 6.1.2.1 to the TS 

**********START OF CHANGE***********

6.1.2.1 WLAN Roaming Architecture Principles 

For the delivery of 3GPP PS domain services in a roaming scenario;

· The roaming architecture shall not preclude collection of CDRs (byte count usage) by the visited network

· The roaming architecture shall not mandate creation of tunnels between two entities that do not have a business relationship

· The roaming architecture shall not preclude the application of QoS on the bearer path in the WLAN to 3GPP home network part of the network

· The roaming architecture shall not preclude providing 3GPP services from the visited 3GPP network

· The roaming architecture shall not preclude providing a sub-set of the 3GPP services from the home 3GPP network.

************END OF CHANGE***********
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