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*****First Modified Section*****
3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

2G-
Second Generation

3G-
Third Generation

AC
Admission Control

AI
Application Interface (prefix to interface class method)

ANM
Answer Message (ISUP)

APN
Access Point Name

APN-NI               APN Network Identifier
ARIB
Association of Radio Industries and Business

ATD
Absolute Time Difference

BCCH
Broadcast Control Channel

BER
Bit Error Rate

BSS
Base Station Subsystem 

BTS
Base Transceiver Station

CAMEL
Customised Application For Mobile Network Enhanced Logic

CAP
CAMEL Application Part

CM
Connection Management

CN
Core Network

CSE
Camel Service Environment

DL
Downlink

DRNC
Drift RNC

E-OTD
Enhanced Observed Time Difference

FER
Frame Error Rate

GERAN
GSM EDGE Radio Access Network

GGSN
Gateway GPRS Support Node

GMLC
Gateway MLC

GPRS
General Packet Radio Service

GPS
Global Positioning System 

HE
Home Environment

H-GMLC
Home-GMLC

HSS

Home Subscriber Server

HLR
Home Location Register

HPLMN
Home Public Land Mobile Network

IMEI
International Mobile Equipment Identity

IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

IPDL
Idle Period Downlink

LA
Location Application

LAF
Location Application Function

LBS
Location Based Services

LCAF
Location Client Authorization Function

LCCF
Location Client Control Function

LCCTF
Location Client Co-ordinate Transformation Function

LCF
Location Client Function

LCS
LoCation Services

LDR
Location Deferred Request

LIR
Location Immediate Request, 

LMU
Location Measurement Unit

LSAF
Location Subscriber Authorization Function

LSBcF
Location System Broadcast Function

LSBF
Location System Billing Function

LSCF
Location System Control Function
LSCTF
Location System Co-ordinate Transformation Function
LSOF
Location System Operation Function

LSPF
Location Subscriber Privacy Function

MAP
Mobile Application Part

ME
Mobile Equipment

MExE
Mobile Execution Environment

MLC
Mobile Location Center

MLP
Mobile Location Protocol

MM
Mobility Management

MO-LR
Mobile Originated Location Request

MS
Mobile Station 

MSC
Mobile services Switching Centre

MSISDN
Mobile Station Integrated Services Data Network

MT-LR
Mobile Terminated Location Request

NA-ESRD
North American Emergency Service Routing Digits

NA-ESRK
North American Emergency Service Routing Key

NI-LR
Network Induced Location Request

OSA
Open Service Architecture

OTDOA
Observed Time Difference Of Arrival 

PC
Power Control

PCF
Power Calculation Function

PLMN
Public Land Mobile Network

POI
Privacy Override Indicator

PPR 



Privacy Profile Register 

PRCF
Positioning Radio Co-ordination Function

PRRM
Positioning Radio Resource Management

PSE
Personal Service Environment

PSMF
Positioning Signal Measurement Function

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RA
Routing Area

RACH
Random Access Channel

RAN
Radio Access Network

RANAP
Radio Access Network Application Part

R-GMLC
Requesting-GMLC

RIS
Radio Interface Synchronization

RNC
Radio Network Controller

RRM
Radio Resource Management

RTD
Real Time Difference

SAT
SIM Application Tool-Kit

SCCP

Signalling Connection Control Part 

SCS
Service Capability Server

SGSN
Serving GPRS Support Node

SI
Service Interface (prefix to interface class method)

SIM
Subscriber Identity Module


SIR
Signal Interference Ratio

SLPP
Subscriber LCS Privacy Profile

SMLC

Serving Mobile Location Center

SMS
Short Message Service

SP
Service Point

SRNC
Serving RNC

SS7
Signaling System No 7

TA
Timing Advance

TMSI
Temporary Mobile Subscriber Identity

TOA
Time Of Arrival

UDT
SCCP Unitdata message

UE
User Equipment

UL
Uplink

UMTS
Universal Mobile Telecommunication System

USIM
Universal Subscriber Identity Module

UTRAN
Universal Terrestrial Radio Access Network

VASP
Value Added Service Provider

V-GMLC
Visited -GMLC

VHE
Virtual Home Environment

WCDMA
Wideband Code Division Multiple Access

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are given in 3G TS 21.905 [3].

*****NEXT MODIFIED SECTION*****
4.4.2
Deferred Location Request

Request for location contingent on some current or future events where the response from the LCS Server to the LCS Client may occur some time after the request was sent.

4.4.2.1
Types of event

a)
UE available: Any event in which the MSC/SGSN has established a contact with the UE. Note, this event is considered to be applicable when the UE is temporarily unavailable due to inaction by the UE user, temporarily loss of radio connectivity or IMSI detach and so on. Note that IMSI detach is only applicable in the case UE has previously been registered and information is still kept in the node.  

b)
Change of Area: An event where the target UE enters or leaves a pre-defined geographical area. The designated area may be translated and be defined as one or more of radio cells, location areas, routeing areas, or Geographical Area Definition (GAD) shapes.

c)
Other events are FFS 
*****NEXT MODIFIED SECTION*****
5.2
LCS Functional diagram, high level functions

TS 22.071 [4] describes LCS services from the LCS client point of view. In the present document, a more detailed description of LCS is given. The LCS functional diagram shown in figure 5.2 depicts the interaction of the LCS client and the LCS server within the PLMN. The PLMN uses the various LCS components within the LCS server to provide the target UE Location Information to the LCS client.
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Figure 5.2: LCS capability server Functional Diagram

The following list gives the logical functional entities for the LCS. Two main functional groupings are defined which encompass a number of smaller functions.

The LCS Functional entities are grouped as follows:

-
the LCS Client functional group;

-
the LCS Server functional group consists of functions in the UMTS PLMN supporting LCS:

-
client handling component;

-
system handling component;

-
subscriber handling component;

-
positioning component.

The functions of the LCS Client and the LCS Server in the PLMN are described in more detail in this clause.

The allocation of LCS functions to network elements is specified in clause 6.

*****NEXT MODIFIED SECTION*****
5.4
LCS Server functional group

The LCS server functional group consists of the functions that are needed for GSM and UMTS to support Location Services.

5.4.1
Client handling component

5.4.1.1
Location Client Control Function (LCCF)

The Location Client Control Function (LCCF) manages the external interface towards LCF. The LCCF identifies the LCS client by requesting client verification and authorization (i.e. verifies that the LCS client is allowed to position the subscriber) through interaction with the Location Client Authorization Function (LCAF). The LCCF handles mobility management for location services (LCS) e.g., forwarding of positioning requests to VMSC or SGSN. The LCCF determines if the final positioning estimate satisfies the QoS for the purpose of retry/reject. The LCCF provides flow control of positioning requests between simultaneous positioning requests. It may order the Location Client Co-ordinate Transformation Function (LCCTF) to perform a transformation to local co-ordinates. It may also order a transformation of local co-ordinates to network identities via the Location System Co-ordinate Transformation Function (LSCTF). It also generates charging and billing related data for LCS via the Location System Billing Function (LSBF).

*****NEXT MODIFIED SECTION*****

5.4.1.3
Location Client Co-ordinate Transformation Function (LCCTF) 

The Location Client Co-ordinate Transformation Function (LCCTF) provides conversion of a location estimate expressed according to a universal latitude and longitude system into an estimate expressed according to a local geographic system understood by the LCF and known as location information. The local system required for a particular LCF will be either known from subscription information or explicitly indicated by the LCF. The LCCTF also provides the conversion of a geographical area expressed in the local geographic system to a universal latitude and longitude system. This is performed only if geographic area information is received from the LCS Client.

*****ADDITIONAL SECTION*****
5.4.2.5
Location System Co-ordinate Transformation Function (LSCTF)

The Location System Co-ordinate Transformation Function (LSCTF) provides the conversion of an area definition, expressed in a universal latitude and longitude system, to network identities recognised only within a PLMN (such as Cell Identity, Location Area Identity). The area definition may convert to more than one network identity such as a collection of Cell Global Identities. The LSCTF also provides a reverse conversion from network identities to a universal latitude and longitude system.
*****NEXT MODIFIED SECTION*****
5.5.1
Location Service Request

Via the Location Service Request, the LCS client communicates with the LCS server to request for the location information of one or more than one UE within a specified quality of service. There exist two types of location service requests:

-
Location Immediate Request (LIR); and

-
Location Deferred Request (LDR).

The attributes for the information exchange between the LCS Client and the LCS Server have been standardized by LIF based on requirements set by TS 22.071 and TS 23.271.

The following attributes are identified for Location Service Request information flow:

-
Target UE identity;

-
LCS Client identity;

-
Service identity, if needed;

· Codeword, if needed;

· Requestor identity, if needed (and type of Requestor identity if available);

· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;

· Type of Event, applicable to deferred location requests only;

· Start time, stop time and interval, applicable to periodical and deferred requests only;

· Requested Quality of Service information, if needed;

· Type of location, i.e. current location or last known location, applicable to LIR only (current location is available only for LDR);

· Priority, if needed;

-
Local coordinate reference system, if needed;

· 
Geographical area, if needed.

Some of the information may be stored in GMLC and the LCS client does not need to include such information in the location service request.

5.6
Information Flows between LCS Servers

Other types of national specific information flows may be supported in addition to the information flow specified here.

Any of the information flows here indicated may not be externally realized if the information does not flow over an open interface. On the other hand, if a flow goes over an open interface, it shall abide to a well-defined protocol, which will be further specified in other relevant specifications. 

When the LCS server’s associated GMLC uses the Lr interface then this interface shall conform to the protocol as specified in (reference to be added) and the procedures defined in clause 9 of the current specification.

5.6.1
Location Service Request

Via the Location Service Request, the source LCS server communicates with the destination LCS server to request for the location information of one UE within a specified quality of service. There exist two types of location service requests:

-
Location Immediate Request (LIR); and

-
Location Deferred Request (LDR).

The following attributes are identified for Location Service Request information flow:

-
Target UE identity, (one or both of MSISDN and IMSI);

-
LCS Client identity, i.e. LCS client external identity or internal identity;

-
LCS Client type, (i.e. Value added, Emergency, PLMN operator or Lawful interception);

-
LCS Client name, if needed (and type of LCS client name if available);

-
Service type, if needed;

· Codeword, if needed;

· Requestor identity, if needed (and type of Requestor identity if available);

· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;

· Type of Event, applicable to deferred location requests only;

· Start time, stop time and interval, applicable to periodical and deferred requests only;

· Requested Quality of Service information, if needed;

· Type of location, i.e. “current location”, “current or last known location” or “initial location”, applicable to LIR only (current location is available only for LDR);

· Priority, if needed;

· Privacy override indicator, if needed;
· Indicator of privacy check related actions, if needed;

· Supported GAD shapes, if needed;
· Identity of the source LCS server of the Location Service Request;
· VPLMN LCS server address , if needed ; 

· Network address of Privacy Profile Register, if needed; 

· Network numbers of serving nodes; 
· LCS capability sets of serving nodes, if needed;
· Geographical Area, if needed, expressed as a shape as defined in TS 23.032 or local co-ordinate system.

5.6.2
Location Service Response

The Location Service Response is sent to the source LCS server as the result of the Location Service Request by the destination LCS Server:
-
Immediate Response; or a 

-
Deferred Response, these deferred responses can be either single or periodic.

The following attributes are identified for the Location Service Response information flow:

· Location indication of UE in geographical co-ordinates expressed as a shape as defined in TS 23.032 or local co-ordinate system;

· Indication when UE enters or leaves the Geographical area, if needed

· Acknowledgement for a deferred location request, if needed.

In addition the information attributes of the location service request may be used also in the location service response.

*****NEXT MODIFIED SECTION*****
6.2
Allocation of LCS functions to network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these entities should be allocated to the UE.

LCS is logically implemented on the network structure through the addition of one network node, the Mobile Location Center (MLC). It is necessary to name a number of new interfaces. The LCS generic architecture can be combined to produce LCS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services

Funct.
Group
Functional component
Full name of Functional Block
Abbrev.

Loc. Client
Location Client 

Component
(External) Location Client Function
LCF



Internal Location Client Function
LCF 

-internal






LCS Server in PLMN
Client handling component
Location Client Control Function
LCCF



Location Client Authorization Function
LCAF



Location Client Co-ordinate Transformation Function
LCCTF


System handling component
Location System Control Function
LSCF



Location System Billing Function
LSBF



Location System Operations Function
LSOF



Location System Co-ordinate Transformation Function
LSCTF


Subscr. handling component
Location Subscriber Authorization Function
LSAF



Location Subscriber Privacy function
LSPF


Positioning component
Positioning Radio Control Function
PRCF



Positioning Calculation Function
PCF



Positioning Signal Measurement Function
PSMF



Positioning Radio Resource Management
PRRM

Table 6.2 and figure 6.2 illustrate the allocation of functional entities in the reference configuration of LCS. It is assumed that the CS and PS have either their own independent mobility management or use the joint mobility management through the optional Gs interface.

It is also seen that LCS may take benefit of the Iur interface between RNCs, when uplink radio information and measurement results are collected.

The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted, and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.

Table 6.2: Allocation of LCS functional entities to network elements
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Figure 6.2: Generic LCS Logical Architecture

7
Signaling and Interfaces

7.1
LCS signaling between Access and Core Networks

The core network sends location requests to the access network, which then sends the corresponding responses back to the core network.

Communication between access and core networks is accomplished through Iu interface in UMTS whereas the A, Gb and Iu interfaces are used for the purpose in GSM (see TS 25.305 [1] and TS 43.059 [16]).
7.1.1
Core network Location Request

The core network request for a location estimate of a target UE shall contain sufficient information to enable location of the Target UE according to the required QoS using any positioning method supported by the PLMN and, where necessary, UE. For location services the core network may request the geographical co-ordinates of the Target UE.

In UMTS the core network may also request in which Service Area the Target UE is located. The Service Area information may be used for routing of corresponding Emergency calls, or for CAMEL services. (The MSC Server or SGSN shall not send the Service Area Identity to GMLC in this case only).

In GSM this corresponds to the usage of Cell ID in the core network.

It should be noted that the Service Area concept is different from the Localized Service Area concept used for SoLSA services.

When the location of a Target UE in Idle Mode is requested, the core network shall determine which RAN entity is associated with the Target UE.

*****NEXT MODIFIED SECTION*****
9.1.8 Mobile Terminating Deferred Location Request

9.1.8.1 Type of Event – UE Available

Figure 9.6a illustrates the procedures for a Deferred Location Request, where the Location Report is returned based on the UE Available event. 
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Figure 9.6a: General Network Positioning for a Deferred MT-LR (UE Available)
9.1.8.1.1
Location Preparation Procedure

1)
GMLC assigns a reference number to Provide Subscriber Location. Provide Subscriber Location is received in SGSN/MSC as described in 9.1.2/9.1.6. In addition, the Deferred Location Request includes the reference number and the event that shall trigger the sending of Location Report. 

Note: The GMLC shall send the Provide Subscriber Location for the UE regardless of the ongoing previous MT-LR for the same UE.

2)
If the SGSN/MSC cannot support the deferred location request for the specified event (for temporary or permanent reasons), a Provide Subscriber Location return error shall be returned with a suitable cause.  If the SGSN/MSC can support the deferred location request for the specified event, a Provide Subscriber Location ack. shall be returned to the GMLC without a location estimate.

3)
The GMLC then returns the LCS Service Response to the LCS Client via H-GMLC and R-GMLC to notify whether the request was successfully accepted or not.
9.1.8.1.2
Positioning Measurement Establishment Procedure

4)
Immediately following step 3, the SGSN/MSC shall verify if the requested event is already satisfied (e.g. UE available inferred from a current transaction) or can be invoked immediately  (e.g. by paging the UE and receiving a page response). If requested event is not existing the SGSN/MSC waits until it has occurred or until some maximum time has expired. 

=> In case the SGSN/MSC receives an indication that the UE has moved to another SGSN/MSC while it is waiting for the requested event to happen, a Subscriber Location Report is directly sent to the GMLC with the reference number that was included in the Provide Subscriber Location and the information that MT-LR must be re-initiated against the new SGSN/MSC. The address of the new SGSN/MSC is included in Subscriber Location Report if available. (If new SGSN/MSC address was included, the GMLC continues at step 1 above, otherwise it continues with an interrogation against HLR as described in 9.1.1.) 
If V-GMLC is noticed that the UE has moved to another PLMN while it is waiting for the requested event to happen, a location report message shall be sent to the H-GMLC from V-GMLC with the information that MT-LR must be re-initiated against the new VPLMN. The H-GMLC continues with an interrogation against HLR/HSS as described in 9.1.1.
5)
When the requested event is detected, the SGSN/MSC will proceed with the location request as described in 9.1.2/9.1.6. 

If either security or privacy check related action  fails, a Subscriber Location Report with the reference number that was included in the Provide Subscriber Location is returned with appropriate error cause indicating termination of the deferred location request.
*****ADDITIONAL SECTION*****
9.1.8.1.3
Location Calculation and Release Procedure

6)
When location information has been obtained from the RAN, the SGSN/MSC returns the Subscriber Location Report. The report shall indluced the reference number that was included in the Provide Subscriber Location and an indication that this is a response to a previously sent deferred location request.

If the location information could not be obtained, or the SGSN/MSC for some other reason decides to not wait any longer for the requested event to occur (ex. timer expires), the Subscriber Location Report with the reference number that was included in the Provide Subscriber Location will be returned with an appropriate error cause indicating termination of the deferred location request.

7)
GMLC then returns the LCS Service Response to the LCS Client via H-GMLC and R-GMLC as in 9.1.1.

*****ADDITIONAL SECTIONS*****
9.1.8.2 Type of Event – Change of Area

Figure 9.6b illustrates the procedures for a Deferred Location Request, where a Location Report is returned based on the UE Available event. This assumes a mobile based detection mechanism.
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Figure 9.6b. General Network Positioning for Deferred MT-LR (Change of Area)

9.1.8.2.1 Location Preparation Procedure

1)
GMLC assigns a reference number to Provide Subscriber Location. The GMLC sends a Provide Subscriber Location message to the MSC / SGSN indicated by the HLR/HSS. This message carries the type of location information requested (current location only), UE subscriber's IMSI, LCS QoS information (e.g. accuracy, response time) and an indication of whether the LCS client has the override capability. For a value added LCS client, the message shall carry the client name, the external identity of the LCS client and the Requestor Identity (if that is both supported and available), optionally the message may also carry the Service Type. Also the message may carry the type of the LCS client name and also the type of the Requestor identity if the requestor identity was included. If the result of the privacy check at H-GMLC/PPR indicated that the codeword shall be sent to the UE user, the message may carry also the codeword received from the LCS client. For a PLMN operator LCS client, the message shall carry the internal identity of the LCS client. If the Requestor Identity is provided, the GMLC shall send it as separate information. In addition, in order to display the requestor identity in case of pre rel-5 network elements (i.e. SGSN and/or UE), the requestor identity may be also added to the LCS client name by the GMLC. The message also shall carry the indication of the requested privacy related action (i.e. checking the on-going call/session and/or notification/verification procedures) in the SGSN, which is provided by H-GMLC. In addition, the Deferred Location Request includes the reference number, the type of event, and optionally information about the event that shall trigger the sending of a location report.

2)
If the location request comes from a value added LCS client and the requested privacy action or the UE subscription profile indicates that the UE must either be notified or notified with privacy verification and the UE supports notification of LCS (according to the UE Capability information), an LCS Location Notification Invoke message is sent to the target UE indicating the identity of the LCS client, the Requestor Identity (if that is both supported and available) and whether privacy verification is required. Also the message may indicate the type of the LCS client name and also the type of the Requestor identity if the requestor identity was included. Moreover, the message shall carry the reference number that was received in the Provide Subscriber Location and may also carry the service type and the codeword.

3) The target UE notifies the UE user of the location request. If privacy verification was requested, the target UE indicates to the UE user whether the location request will be allowed or not allowed in the absence of a response and waits for the user to grant or withhold permission. The UE then returns an LCS Location Notification Return Result to the MSC/SGSN indicating, if privacy verification was requested, whether permission is granted or denied. The message shall also include the reference number received in the LCS Location Notification Invoke. If the UE user does not respond after a predetermined time period, the MSC/SGSN shall infer a "no response" condition. The MSC/SGSN shall return an error response to the GMLC if privacy verification was requested and either the UE user denies permission or there is no response with the UE subscription profile indicating barring of the location request in the absence of a response. In these cases, the remaining steps are skipped and the LCS Client is notified.

4) If the SGSN/MSC cannot support the deferred location request for the specified event (for temporary or permanent reasons), a Provide Subscriber Location return error shall be returned with a suitable cause.  If the SGSN/MSC can support the deferred location request for the specified event, a Provide Subscriber Location ack. shall be returned to the GMLC without a location estimate and shall include the reference number for the deferred location request.

5) The GMLC then returns the LCS Service Response to the LCS Client via H-GMLC and R-GMLC to notify whether the request was successfully accepted or not, without a location estimate.

9.1.8.2.2 Positioning Measurement Establishment Procedure

6)
The procedure for the transfer of information to the UE about the event that shall trigger the sending of the Location Report will be operator dependent. LCS QoS information shall be sent to the UE alongside the details of the event. Also the mechanism by which the trigger detection is performed will be operator dependent.

9.1.8.2.3 Location Calculation and Release Procedure

7)
GMLC performs a privacy check to ensure that the privacy settings have not changed while waiting for the event to occur.

8)
GMLC then returns the LCS Service Response to the LCS Client via H-GMLC and R-GMLC, if applicable, as in 9.1.1. If the location information could not be obtained, or the GMLC for some other reason decides to not wait any longer for the requested event to occur (e.g. timer expires), the Subscriber Location Report will be returned with an appropriate error cause indicating termination of the deferred location request.

NEXT MODIFIED SECTION

9.1.8.4
Cancellation of a Deferred Location Request
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Figure 9.6c: Cancellation of a Deferred MT-LR procedure

1)
The LCS Client requests the cancellation of a previously requested Deferred Location Request. The cancellation could be initiated by the GMLC itself for some reasons (e.g. implementation dependent timer in the GMLC expired). If the UE’s privacy profile stored in the H-GMLC or in the PPR was changed, any outstanding Deferred Location Request, which would not have been authorized with the new profile, shall be cancelled or the requested action for the VPLMN shall be changed. The H-GMLC initiates the cancellation and may send a new Deferred Location Request to the VPLMN. The event type to cancel must be indicated in the Cancellation procedure.


If the previously requested Deferred Location Request was forwarded to other GMLC (H-GMLC or V-GMLC), the cancellation request from the LCS client shall be forwarded to the other GMLC.

Note: 
The GMLC shall know that the UE subscribers privacy profile has been changed in the PPR when the LCS Privacy Profile Update has been send from PPR to GMLC as described in 9.1.1.2.

2) The GMLC will indicate this cancellation request in the Provide Subscriber Location toward the SGSN/MSC. The Provide Subscriber Location shall include the reference number that was included in the previously sent Provide Subscriber Location.
3)
On receipt of the cancellation request at the SGSN/MSC and if the type of event is Change of Area, the SGSN/MSC shall notify the UE of the cancellation by SS – LCS Location Notification. The SS – LCS Location Notification shall include the reference number that was included in the Provide Subscriber Location. Otherwise this step and step 4 may be skipped.
4)
The UE shall acknowledge the cancellation by SS – LCS Location Notification Ack. (with no event information included)
5)
When the SGSN/MSC completes the cancellation procedure, it notifies it to the GMLC in the Provide Subscriber Location Ack (with no location estimate included).


If the cancellation request was forwarded to other GMLC (H-GMLC or V-GMLC), the GMLC (H-GMLC or V-GMLC) informs the GMLC (R-GMLC or H-GMLC) that the cancellation procedure has been successfully completed.

6)
The GMLC informs the LCS Client that the cancellation procedure has been successfully completed.

9.2
Mobile Originating Location Request

9.2.1
Mobile Originating Location Request, Circuit Switched (CS-MO-LR)

The following procedure shown in figure 9.7 allows an UE to request either its own location, location assistance data or broadcast assistance data message ciphering keys from the network. Location assistance data may be used subsequently by the UE to compute its own location throughout an extended interval using a mobile based position method. The ciphering key enables the UE to decipher other location assistance data broadcast periodically by the network. The MO‑LR after location update request may be used to request ciphering keys or GPS assistance data using the follow-on procedure described in TS 24.008 [24]. The procedure may also be used to enable an UE to request that its own location be sent to an external LCS client.
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Figure 9.7: General Network Positioning for CS-MO-LR

9.2.1.1
Location Preparation Procedure

1)
If the UE is in idle mode, the UE requests a radio connection setup and sends a CM service request indicating a request for a call independent supplementary services to the VMSC/MSC server via RAN.

2)
RAN shall convey the CM service request to the core network. If the UE is in dedicated mode, the UE sends a CM Service Request on the already established radio connection.

3)
The VMSC/MSC server instigates authentication and ciphering if the UE was in idle mode or returns a Direct Transfer CM Service Accept if the UE was in dedicated mode. The UE will inform the network about its LCS capabilities, as described in chapter 6.3.4. 

4)
The UE sends a LCS CS-MO-LR Location Services invoke to the VMSC/MSC server. Different types of location services can be requested: location of the UE, location of the UE to be sent to an external LCS client, location assistance data or broadcast assistance data message ciphering keys. If the UE is requesting its own location or that its own location be sent to an external LCS client, this message carries LCS requested QoS information (e.g. accuracy, response time). If the UE is requesting that its location be sent to an external LCS client, the message shall include the identity of the LCS client and may include the address of the GMLC through which the LCS client should be accessed and also a reference number if this MO-LR is resulting from an existing deferred MT-LR. If a GMLC address is not included, the VMSC/MSC server may assign  a GMLC address stored in the VMSC/MSC server. If a GMLC address is not available for this case, the VMSC/MSC server shall reject the location request. If the UE is instead requesting location assistance data or ciphering keys, the message specifies the type of assistance data or deciphering keys and the positioning method for which the assistance data or ciphering applies. The VMSC/MSC server verifies in the UE's subscription profile that the UE has permission to request its own location, request that its location be sent to an external LCS client or request location assistance data or deciphering keys (whichever applies). If the UE is requesting positioning and has an established call, the VMSC/MSC server may reject the request for certain non-speech call types.

5)
The VMSC/MSC server sends a Location Request message to RAN associated with the Target UE. The message indicates whether a location estimate or location assistance data is requested and, in GSM, includes the UE's location capabilities. If the UE's location is requested, the message also includes the requested QoS. If location assistance data is requested, the message carries the requested types of location assistance data.

9.2.1.2
Positioning Measurement Establishment Procedure

6)
If the UE is requesting its own location, RAN determines the positioning method and instigates the particular message sequence for this method, as specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS 43.059 [16]. If the UE is instead requesting location assistance data, RAN transfers this data to the UE as described in subsequent clauses in TS 25.305 [1] and TS 43.059 [16] UE.

9.2.1.3
Location Calculation and Release Procedure

7)
When a location estimate best satisfying the requested QoS has been obtained or when the requested location assistance data has been transferred to the UE, RAN returns a Location Report to the VMSC/MSC server. This message carries the location estimate or ciphering keys if this was obtained. If a location estimate or deciphering keys were not successfully obtained or if the requested location assistance data could not be transferred successfully to the UE, a failure cause is included in the Location Report.

8)
If the UE requested transfer of its location to an external LCS client and a location estimate was successfully obtained, the VMSC/MSC server shall send a MAP Subscriber Location Report to the GMLC obtained in step 4 carrying the MSISDN of the UE, the identity of the LCS client, the event causing the location estimate (CS‑MO-LR) and the location estimate and its age. If the MO-LR was caused by a deferred location request, the MAP Subscriber Location Report shall also include its associated reference number.

9)
The GMLC shall acknowledge receipt of the location estimate provided that is serves the identified LCS client and the client is accessible.

10)
The GMLC transfers the location information to the LCS client.

11)
The VMSC/MSC server returns an CS-MO-LR Return Result to the UE carrying any location estimate requested by the UE, ciphering keys or a confirmation that a location estimate was successfully transferred to the GMLC serving an LCS client.

12)
The VMSC/MSC server may release the CM, MM and radio connections to the UE, if the UE was previously idle, and the VMSC/MSC server may record billing information.

9.2.2
Mobile Originating Location Request, Packet Switched (PS-MO-LR)

The following procedure shown in figure 9.8 allows an UE to request either its own location; location assistance data or broadcast assistance data message ciphering keys from the network. Location assistance data may be used subsequently by the UE to compute its own location throughout an extended interval using a mobile based position method. A ciphering key enables the UE to decipher other location assistance data broadcast periodically by the network. The PS‑MO‑LR may be used to request ciphering keys or GPS assistance data. The procedure may also be used to enable an UE to request that its own location be sent to an external LCS client.
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Figure 9.8: General Network Positioning for packet switched MO-LR

9.2.2.1
Location Preparation Procedure

1)
In UMTS, if the UE is in idle mode, the UE requests a PS signaling connection and sends a Service request indicating signaling to the SGSN via the RAN. If the UE already has PS signaling connection, the UE does not need to send Service request. Security functions may be executed. These procedures are described in TS 23.060 [15]. In GSM this signaling step is not needed.
2)
The UE sends a LCS PS-MO-LR Location Services invoke message to the SGSN. Different types of location services can be requested: location of the UE, location of the UE to be sent to an external LCS client, location assistance data or broadcast assistance data message ciphering keys. If the UE is requesting its own location or that its own location be sent to an external LCS client, this message carries LCS requested QoS information (e.g. accuracy, response time). If the UE is requesting that its location be sent to an external LCS client, the message shall include the identity of the LCS client and may include the address of the GMLC through which the LCS client should be accessed and also a reference number if this MO-LR is resulting from an existing deferred MT-LR. If a GMLC address is not included, the SGSN may assign a GMLC address stored in the SGSN. If a GMLC address is not available for this case, the SGSN shall reject the location request. If the UE is instead requesting location assistance data or ciphering keys, the message specifies the type of assistance data or deciphering keys and the positioning method for which the assistance data or ciphering applies. The SGSN verifies the subscription profile of the UE and decides if the requested service is allowed or not.
3)
The SGSN sends a Location Request message to the RAN associated with the Target UE's location. The message indicates whether a location estimate or location assistance data is requested. If the UE's location is requested, the message also includes the requested QoS. If location assistance data is requested, the message carries the requested types of location assistance data. The message carries also location parameters received in the Service Invoke message.

9.2.2.2
Positioning Measurement Establishment Procedure

4)
If the UE is requesting its own location, the actions described in UTRAN Stage 2, TS 25.305 [1] or GERAN stage 2 TS 43.059 [16] are performed. If the UE is instead requesting location assistance data, the RAN transfers this data to the UE as described in subsequent clauses. The RAN determines the exact location assistance data to transfer according to the type of data specified by the UE, the UE location capabilities and the current cell.

9.2.2.3
Location Calculation and Release Procedure

5)
When a location estimate best satisfying the requested QoS has been obtained or when the requested location assistance data has been transferred to the UE, the RAN returns a Location Report to the SGSN. This message carries the location estimate or ciphering keys if this was obtained. If a location estimate or deciphering keys were not successfully obtained or if the requested location assistance data could not be transferred successfully to the UE, a failure cause is included in the Location Report.

6)
If the UE requested transfer of its location to an external LCS client and a location estimate was successfully obtained, the SGSN shall send a MAP Subscriber Location Report to the GMLC obtained in step 2 carrying the MSISDN of the UE, the identity of the LCS client, the event causing the location estimate (MO‑LR-PS) and the location estimate and its age. If the MO-LR was caused by a deferred location request, the MAP Subscriber Location Report shall also include its associated reference number.

7)
The GMLC shall acknowledge receipt of the location estimate provided that it serves the identified LCS client and the client is accessible.

8)
The GMLC transfers the location information to the LCS client.

9)
The SGSN returns a Service Response message to the UE carrying any location estimate requested by the UE, ciphering keys or a confirmation that a location estimate was successfully transferred to the GMLC serving an LCS client.

NOTE:
Steps 2 - 9 may be repeated a number of times in case of periodic location request.

*****NEXT MODIFIED SECTION*****
11
Operational Aspects

11.1
Charging

Charging Information collected by the PLMN serving the LCS Client.

The following charging information shall be collected by the PLMN serving the LCS Client:

-
type and identity of the LCS Client;

-
identity of the target UE;

-
results (e.g. success/failure, method used if known, response time, accuracy) - to be repeated for each instance of positioning for a deferred location request;

-
identity of the visited PLMN;

-
LCS request type (i.e. LDR or LIR);

-
state;

-
type of event (applicable to LDR requests only);

-
time stamp;

-
type of co-ordinate system used.

11.2
Charging Information Collected by the Visited PLMN

The following charging information shall be collected by the visited PLMN:

-
date and time;

-
type and identity of the LCS Client (if known);

-
identity of the target UE;

-
location of the target UE (e.g., MSC, MSC Server, SGSN, location area ID, cell ID, location co-ordinates);

-
which location services were requested;

-
results (e.g. success/failure, positioning method used, response time, accuracy) - to be repeated for each instance of positioning for a batch location request;

-
identity of the GMLC or PLMN serving the LCS Client;

-
state;

-
type of event (applicable to LDR requests only).

*****ADDITIONAL SECTION*****

ANNEX E: Mechanism for performing Change of Area Event Detection.

The mechanisms described within this Annex will constitute part of step 6 in section 9.1.8.2.

E.1 USIM Application Toolkit (USAT) Based Solution

In this USAT based solution, the area event detection mechanism relies on the proactive control of the UE by the USIM using the USAT commands controlled by a specific Change of Area Deferred Location application. Figure E1 illustrates one possible method for downloading a change of area event application to the UE, but does not detail the operation of the application. SMS-PP (point-to-point) is the only method for downloading the event application. These event applications are designed specifically to trigger on the desired change of area events only. The use of the USAT Based solution requires the UE to monitor the System Information blocks for the serving cell’s Cell ID and Location/Routing Area at all times and has the capability to report these to the USIM (e.g. via USAT command ENVELOPE(EVENT DOWNLOAD – LOCATION STATUS) or PROVIDE LOCATION INFORMATION)
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Figure E.1: USAT Application Download and Change of Area Event Detection Procedure
Once the event is detected, the application may then send the details of the coverage area that triggered the event (cell coverage based location) via a SMS (as shown in step 4) or instead perform a MO-LR depending on the desired LCS QoS (section 9.2).

The origination point of the SMS-DELIVER of the USAT Application will be operator dependant and may occur from the GMLC or MSC/SGSN.
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