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1. Introduction

The IMS commonality and harmonization should yield a consistant interface for the QoS control and Service Based Local Policy control. Although there might be need to extend the interface to suit new IP Connectivity Network identified by 3GPP, the interface should not be tied down to the specific access technologies. Otherwise, there would be possibility that a new Go interface be developed for each of the new identitied IP Connectivity Network.

IMS commonality work is targeting to facilitate the deployment of IMS in a much broader scope than GPRS, e.g. 3GPP2, WLAN, etc. We could expect more networks to be identitied soon. These new identified IP Connectivity Networks all have different access technologies and network architecture. If the policy control interface depends on the access technologies, it is hard to stablise and achieve interoperability. 

Therefore, it is proposed here to add in requirement in the TR to state that the interaction for the policy control should be carried out independent of the bearer layer, and the PEF to conseal the bearer layer information. 

2. Modification to the text on QoS and SBLP

4.5.3
Policy Enforcement Function

This is a logical function, which is required to exist within any IP Connectivity Network that supports Service Based Local Policy. The location of the Policy Enforcement Function within the IP Connectivity Network is out of scope of this document.

The Policy Enforcement Function interacts with the IMS over the Go reference point. The capabilities of a Policy Enforcement Function are specified along with the specification of a particular IP Connectivity Network.

When a new IP Connectivity Network is identified for IMS, if there is new functionality required for this IP connectivity network, then the Go reference point and protocol may need to be extended to support the Policy Enforcement Function capabilities of that network. The Policy Decision Function in the IMS shall be able to determine the capabilities available at a Policy Enforcement Function without requiring prior knowledge of the particular IP Connectivity Network technology (e.g. by negotiation with that PEF).
The policy control interaction between the PDF and PEF shall be at a harmonized layer and independent of the access technologies of the IP Connectivity Network. The bearer layer information shall be transparent to the PDF. The PEF is responsible for translating the corresponding policy control to the bearer layer specific control.
Note: IP Connectivity Networks defined outside 3GPP may support different interfaces for the purpose of policy control. Interaction between the PDF and such networks is out of scope of 3GPP.

The relationship between PDF and PEF is illustrated in the following diagram:
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Figure 4.1 - The relationship between PDF and PEF

3GPP IP connectivity networks in this picture encompass those networks where the PEF is specified by 3GPP. 

Note: For example in the case of Wireless LAN, the ‘IP Connectivity Network’ includes the Packet Data Gateway and the 3GPP AAA server, which are specified by 3GPP. If interaction between IMS and a WLAN IP Connectivity Network is between the PDF and one of these entities, then this is clearly within scope of 3GPP.

3. Proposed text

Apply modification shown in section 2 to TR 23.864
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