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1 Introduction

SA2 has identified he need to provide… a service by using a SIP URI that identifies a service and not a user. The approved version of Tdoc S2-030275 states that the IM CN Subsystem shall provide capability of routing IMS messages using a Public Service Identity (PSI). 

Tdoc S2-023371 mentions two cases for the Public Service Identity. One method reuses the triggering information defined for Release 5 to route the messages from the S-CSCF to the SIP AS & uses some of existing mechanisms to define the Public Service Identity. The S2-023371 also mentions another way of using the Public Service Identity as an independent entry. It is not possible to route a message using the Public Service Identity in this way without adaptations or clarifications of the current standards.
A Public Service Identity definition should also apply to identify  & create local services.

2 Discussion

The UE has a route set that decides the SIP routing to the originating S-CSCF. The question is what happens next. There are two basic alternatives to decide the route to the host (typically the SIP application server) that runs the application defined by the Public Service Identity. There are ways to achieve most out of IMS service architecture by using DNS and by using the HSS & filter criteria mechanism. 

2.1 DNS based approach

The DNS based approach requires minimal standards changes.  Though it requires I-CSCF to be able to make some distinctions for terminating/incoming sessions towards the public service identity.

2.1.1 Direct Route

The originating S-CSCF simply queries the DNS to find the host. The principles defined in RFC 3263 “Session Initiation Protocol (SIP): Locating SIP Servers” are used. A NAPTR query and then a SRV query is used to get the IP address of the destination host.

The domain name has to be defined in the DNS.
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2.1.2 Indirect Route

In some cases the host may be located in another domain. Then an intermediate node (i.e. an I-CSCF) may be used to hide the destination host. A split DNS solution can then be used. An external name server can resolve the Public Service Identity to the I-CSCF and an internal name server can resolve the same Public Service Identity to the actual destination host.
In this case, I-CSCF is acting as a terminating session handler.

The I-CSCF can know that it should query the DNS instead of HSS in any of the following ways:

· I-CSCF role is separated as HSS routing option & DNS routing option:

· The Public Service Identity can be resolved to a different I-CSCF as opposed to the one that normally queries HSS;

· The Public Service Identity can be resolved to a different IP address/port on the I-CSCF – when the I-CSCF receives requests on this interface it queries DNS instead of HSS;

· The domain name of the Public Service Identity can be different – the I-CSCF notices this difference and queries the DNS instead of HSS.
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3 HSS based approach

The other alternative is to reuse the concept of defining the Public Service Identity in the HSS as motivated in S2-023371.  In order for the Public Service Identity to be reachable from external to the home operator’s domain, the external DNS system must be used.

3.1 Statically pre-configured

The Public Service identity needs to be created by the operator via O&M mechanism and made available to the users. Where applicable, Public Service Identity will be used in IMS by modifying the user’s filtering information in the user's subscription information. The service requests are directed to the corresponding application server hosting the service according to the filtering rules in the S-CSCF allocated to the user who created the service.

3.2 Dynamically pre-configured

 The Public Service Identity is created as an independent entry to a database. The application server is able to create, update and remove the entry and the relevant data associated to the entry in the database, e.g. HSS. The service requests are directed to the corresponding application server hosting the service according to the IMS routing principles where the database, e.g. HSS, is queried to locate the S-CSCF allocated to the Public Service Identity and the filtering rules in the S-CSCF.   This requires understanding and relationship of the Public Service Identity in IMS on a similar basis as an IMS user in relation to use of iFC, the implications of this approach within IMS routing principles need further studies. The data model must be redefined since the data is for a service and not for a user. There is no associated user for this Public Service Identity.
4 Proposal

The IMS service creation environment benefit from both filter & DNS based approaches.  

Ericsson recommendation for continuation is that SA2 includes all architecture possibilities in the standards for flexible and dynamic service creation.
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