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Introduction

Use of GUP for SuM, UEM, and MMS are essential for the 3G Operators. However, individual solutions for user service profile data management can be cost prohibitive. AWS proposes that Operators can leverage the close relevance and examine them in parallel in order to come up common sharable solution to optimise the network resources. 

Background

SA2 has agreed that SA5 and T2 can help progress on GUP leveraging SuM, UEM, and MMS work activities.

SA5 has achieved a common user service profile data management solution for the Operators. This was approved as the TS32.140  (Subscription Management Requirement) Section 6.3.2.

T2 has also reviewed (T2-030033) and willing to endorse the SA5 solution. 

Since SA2 is the official owner of GUP at 3GPP, T2 wish to receive SA2’s endorsement before proceed further. 

Proposal
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Overview

A common profile data management requirement is needed from the operators for enabling various applications and services. Such requirement comprises:

· Input for receiving a plurality of external service requests, issued by subscriber, app. service, or user equipment (UE).

· Forwarding all service request to an integrated service registration and customer care utility wherein each the service request is distinguished to be requested for the UEM, MMS, or SuM related services. 

Each of the service requests is then further correlated with user service profile (SP) information that includes common object and data description framework (DDF): 

· The Common object is to extract a common set of data or program element that can be shared with different application services (e.g., QoS); 

· DDF defines data fields for each service request, and determine rules condition, and relationships among the data fields.

Once the user profile data information (i.e., DDF and Common Object) is established: 

· The user service profile information is updated into the user service profile master database;

· the user service profile log is created to track each new subscription; 

· The corresponding user service profile information is distributed among the various network elements that requires such user service profile information for facilitating the service delivery. 

· A back up copy of said user service profile information is created.

Once the user service profile information is updated and distributed, they are forwarded to user service profile storage, and access control mechanism is established to allow accessing such user service profile information with a designated and legal identifier: 

· Once the identifier is authenticated. The SuM system authorize the transaction and further download the user service profile information to the authorized external entity in order to facilitate service delivery.

Move Forward

For Rel-6, external entities are intra-operator domain network entities; minimum requirement is set for the access control.

For Rel-7 and beyond, external entities include 3rd party service provider, visiting operator networks, etc., and sufficient access control is needed to ensure security.

Scope  

The scope of GUP (Generic User Profile) is much broader (i.e., beyond SuM), SP (User Service Profile) is more specific to the service profile for a subscribed user (i.e., in scope with SuM).

For SuM stage 2 or 3, SP can expand from the current definition of subscriber data (23.008), charging data, GUP data (23.240), etc. when appropriate.

SP supports:



Preference management,



Service customization,



Terminal management,



Information sharing



Permit access via a unique key identifier.

To facilitate service request and delivery for a subscribed user, a unique SP profile key may be assigned. This enables a set of SP data to be defined and referenced.

The data will be distributed (using the profile download capability) to configure the necessary architectural entities (UE, Home network / HLR, etc.).

The support of roaming (within the same network in Rel-6) may be achieved using the profile synchronization capabilities.

In Rel-6, SP will conceptually have a master repository of data, and handle the distribution, and synchronization of the data as needed for the UE and Home Network to make the configuration and support of services easier. 

Subsequent releases (i.e., Rel-7, etc.) will include the SP support for VASP.
We request SA2 to discuss and approve the material in the Proposal (above), and propose a new section  (i.e. Section 6) entitled “GUP Usage Framework” for the inclusion of the change into TS 23.240:

***Start of Change ***

6.    GUP Usage Framework

6.1 Overview
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A common profile data management requirement is needed from the operators for enabling various applications and services. Such requirement comprises:

· Input for receiving a plurality of external service requests, issued by subscriber, app. service, or user equipment (UE).

· Forwarding all service request to an integrated service registration and customer care utility wherein each the service request is distinguished to be requested for the UEM, MMS, or SuM related services. 

Each of the service requests is then further correlated with user service profile (SP) information that includes common object and data description framework (DDF): 

· The Common object is to extract a common set of data or program element that can be shared with different application services (e.g., QoS); 

· DDF defines data fields for each service request, and determine rules condition, and relationships among the data fields.

Once the user profile data information (i.e., DDF and Common Object) is established: 

· The user service profile information is updated into the user service profile master database;

· the user service profile log is created to track each new subscription; 

· The corresponding user service profile information is distributed among the various network elements that requires such user service profile information for facilitating the service delivery. 

· A back up copy of said user service profile information is created.

Once the user service profile information is updated and distributed, they are forwarded to user service profile storage, and access control mechanism is established to allow accessing such user service profile information with a designated and legal identifier: 

· Once the identifier is authenticated. The SuM system authorize the transaction and further download the user service profile information to the authorized external entity in order to facilitate service delivery.

6.2 Move Forward

For Rel-6, external entities are intra-operator domain network entities; minimum requirement is set for the access control.

For Rel-7 and beyond, external entities include 3rd party service provider, visiting operator networks, etc., and sufficient access control is needed to ensure security.

6.3 Scope  

The scope of GUP (Generic User Profile) is much broader (i.e., beyond SuM), SP (User Service Profile) is more specific to the service profile for a subscribed user (i.e., in scope with SuM).

For SuM stage 2 or 3, SP can expand from the current definition of subscriber data (23.008), charging data, GUP data (23.240), etc. when appropriate.

SP supports:



Preference management,



Service customization,



Terminal management,



Information sharing



Permit access via a unique key identifier.

To facilitate service request and delivery for a subscribed user, a unique SP profile key may be assigned. This enables a set of SP data to be defined and referenced.

The data will be distributed (using the profile download capability) to configure the necessary architectural entities (UE, Home network / HLR, etc.).

The support of roaming (within the same network in Rel-6) may be achieved using the profile synchronization capabilities.

In Rel-6, SP will conceptually have a master repository of data, and handle the distribution, and synchronization of the data as needed for the UE and Home Network to make the configuration and support of services easier. 

Subsequent releases (i.e., Rel-7, etc.) will include the SP support for VASP.
***End of Change***

~ ~ ~
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