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1 Introduction 
At the last meeting there was a long discussion on Policy Control. Although no decision was made it was decided to progress the work at the Milan meeting (time permitting). Two documents were presented one the Alcatel document (S2-030212) and the Fujitsu document (S2-030092). The two documents agree on the main principle that is Service Based Local Policy should be applied to MBMS. The difference is how it will be applied. This document re-enforces the case in support of Policy control for MBMS and also presents Fujitsu proposal for supported.

Case for Policy Control

MBMS is for R6, same release as when other R6 network with policy control will be available. Consider the following scenario shown in Fig 1





Figure 1: Examples of Services using PDF

As shown in the diagram, GGSN has to guarantee QoS for Service A, P-CSCF supported Service B and MBMS Service C.  With two PDFs (possibly in different networks) it becomes difficult to allocate and monitor the QoS for all services. With a single PDF there is a central decision point to guarantee the QoS value and enforce it within the GGSN. 

Proposal for support of Policy Control

As presented in the last Fujitsu paper S2-03092, separate Policy Control means that there is an interface between BM-SC and PDF and this interface should which is functionally equivalent to the derived Gq interface within the R6 network. The proposal is also that the Gmb interface should be functionally equivalent to the Go interface between the PDF and GGSN or where Policy Enforcement is located. This means that service parameters between BM-SC and GGSN can be transferred using the Gi interface rather than the Gmb interface.

The following flow diagram shows how policy control could be supported for MBMS. The assumption on Gmb interface is that it’s based on COPS.


1) UE sends an IGMP join message over a default PDP context (not shown here) to indicate its interest in receiving a particular multicast service.

2) There is a signaling message between GGSN and BM-SC to obtain per service or per user authentication. If IGMP join is terminated at BM-SC then this message between GGSN and BM-SC may not be necessary. Otherwise IGMP terminate at GGSN requires some form of authentication from BM-SC maybe over the Gi reference point. This issue is open for discussion.

3) BM-SC requests authorization token from PDF. The authorization token includes the PDF identifier, which ensures that the GGSN knows which PDF to contact.

4) PDF sends an acknowledgement message to BM-SC, which includes the authorization token.

5) BM-SC returns per service/per user authentication response to GGSN.

6) GGSN upon receiving service or user/service authentication sends an MBMS notification request to SGSN.

7) SGSN request the UE to activate an MBMS context.

8) UE creates an MBMS PDP context and sends activate MBMS context request to the SGSN. In this case an APN may indicate a specific GGSN. Also this PDP context contains MBMS QoS parameters and authorization token.

9) The radio access bearer (RAB) set-up procedure is performed.

10) The SGSN creates a UE specific MBMS PDP context and sends create MBMS context request to GGSN.

11) GGSN sends a COPS REQ message with binding information to the PDF in order to obtain relevant policy information.

12) BM-SC trigger is generated either by timer or at user join

13) BM-SC sends a message to PDF to open gate.

14) PDF sends a COPS DEC message GGSN to enable the use of authorized QoS resources

15) The GGSN receives the COPS DEC message and open the ‘gate’ and sends a COPS RPT message back to PDF

16) PDF inform the BM-SC that the gate was successfully open

17) GGSN sends a create PDP context response message back to SGSN

18) SGSN sends an activate PDP context accept message to UE.

2 pROPOSAL

The following are proposal from this study:

a) Change to the MBMS architecture model in Fig 4.2 to include PDF and Gq interface.

b) Addition of new text in 4.3.2 on Gq interface and addition of new text in section 5.7.4 to support PDF.

c) Addition of new text in section 4.3.1 as requirement for Gmb Reference Point.

Start of change in section 4
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4.3
MBMS Specific Reference points

Editors note: Probably only important to identify new reference points.
4.3.1
Gmb

Gmb reference point is used to transfer service based policy decision information to the policy enforcement function located in the Gateway (GGSN). 

The protocol within this reference point shall be able to support authorization token transfer.

The protocol within this reference point shall support QoS authorization prior to start of service but not mid session QoS authorization. 

The protocol used on the Gmb reference point should reuse the protocol used on the Go interface for R5 GPP architecture.  

4.3.2
Gq

The Gxx reference point is the interface between the application BM-SC and the Policy Decision Function. This interface enables the transfer of service parameters used by the PDF to determine authorization token. 

End of change in section 4

Start of change in section 5

5.7
Optional Functional Element

Note: The following are FFS 

5.7.1

 CSE

The SGSN may use CAMEL to handle pre-paid services, e.g. credit checking for on-line charging. 

5.7.2
 
CBC

The Cell Broadcast Centre (CBC) may be used to announce MBMS services to the users. 

5.7.3
  
OSA-SCS

The BM-SC might use OSA-SCS to interact with third parties.

5.7.4

Policy Decision Function

The policy decision point is an entity that enables co-ordination between events in the application layer (BM-SC) and Resource Management in the network (GGSN). The policy decision function generates authorization token used to reserve and maintain resources within the network. Decision made in the PDF is based on service parameters and rules from BM-SC. 

End of change in section 5
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