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1. Introduction

This contribution makes a new proposal for the MBMS Activation mechanism, based on a combination of the approaches proposed to date (Transparent IGMP based activation & MBMS PDP Context based activation). Overall, the proposal has more in common with the PDP Context approach (yes, we admit it), but it is hoped that the principle advantages of the transparent IGMP approach are realised also.

This new proposal is based on the observation that with existing multicast support, and indeed unicast, Layer 3 signalling and Layer 2 signalling are carried out independently. That is to say, the mechanisms used at Layer 3 (for example joining a multicast group) are entirely independent from any mechanisms used to trigger Layer 2 capabilities (for example establishing a PDP Context to carry the multicast data). This is also the case for other link layers under IP (e.g. Ethernet).

Both of the existing proposals violate this ‘Layer Independence’: in the Transparent IGMP case the Layer 3 IGMP Join operation triggers an automatic Layer 2 procedure. In the MBMS PDP Context case a Layer 2 resource reservation triggers a layer 3 group joining action.

This new proposal applies the Layer Independence principle to MBMS Activation.

2. Overview

In summary, the proposal is as follows:

· Establishment of Layer 2 capabilities for MBMS is achieved using an enhanced PDP Context procedure initiated by the UE in the usual way.

· Joining of the MBMS multicast group at Layer 3 is achieved using IGMP, as for the non-MBMS case and as in the Internet. The IGMP is carried transparently to the GGSN.

The two procedures are independent. Establishment of the Layer 2 capabilities does not necessarily result in delivery of data to the UE – the UE must join the multicast group at Layer 3.

The first procedure may incorporate a ‘fall-back’ case. If the network does not support MBMS, and if the UE has provided sufficient information in the form of QoS IE and TFT, then a normal PDP Context is established.

The second procedure is essentially the same as the existing (pre-R6) multicast procedure, and so backwards compatibility is obtained.

3. Analysis

This section analyses the new proposal against the various criteria which have been applied to date:

3.1 Compatibility

We consider an MBMS capable UE using non-MBMS network. There are several sub-cases:

1. The application on the UE is itself MBMS (and GPRS) aware:

The application will attempt the MBMS PDP Context establishment, including the appropriate QoS and TFT for the multicast data. This will cause a nomal PDP Context to be established. The IGMP will then be sent and R99 multicast behaviour will result.

2. The application on the UE is only GPRS aware, but the OS/GPRS driver supports MBMS:

The application will attempt to establish a normal PDP Context, including appropriate QoS and TFT for the multicast data. The IGMP will then be sent and R99 multicast behaviour will result.

3. The application on the UE is not GPRS aware, but the OS/GPRS driver supports MBMS:

The IGMP is sent on a general-purpose PDP Context and R99 multicast behaviour will result.

3.2 Functional split

We consider the above sub-cases for an MBMS capable UE using an MBMS capable network:

1. The application on the UE is itself MBMS (and GPRS) aware:

The application will attempt the MBMS PDP Context establishment, including the appropriate QoS and TFT for the multicast data. This will cause an MBMS PDP Context to be established. The IGMP will then be sent and MBMS data distribution will result.

2. The application on the UE is only GPRS aware, but the OS/GPRS driver supports MBMS:

The application will attempt to establish a normal PDP Context, including appropriate QoS and TFT for the multicast data. The IGMP will then be sent and R99 multicast behaviour will result. The MBMS network optimisations are therefore not realised because the application was not designed with MBMS in mind.

As with the existing proposals, there is no means by which the MBMS-capable systems in the UE could identify the normal PDP context in order to replace it with an MBMS one. Both of the other proposals do allow MBMS optimisations to be realised in this case, but at the price of a redundant PDP Context being left in place.

3. The application on the UE is not GPRS aware, but the OS/GPRS driver supports MBMS:

The IGMP is sent on a general-purpose PDP Context and R99 multicast behaviour will result.

As with the original PDP Context proposal, the Layer 2 systems in the UE could monitor the IP traffic for IGMP messages and use the IGMP message to trigger an MBMS PDP Context establishment. Note that the IGMP would not be stopped since it is required to establish Layer 3 membership of the multicast group.

However, in case 2 above, this would result in a redundant PDP Context as described for the existing proposals.

It is proposed, therefore, that in cases 2 and 3, MBMS should not be supported – i.e. they will operate using R99 multicast as described above.

An analogy can be made with GPRS Quality of Service. Applications requiring QoS support over GPRS are expected to be QoS-aware – either they establish PDP Contexts directly, or they use a QoS enabled IP stack which does this for them. There is no requirement for the UMTS layers of the system to snoop on user traffic, guess the QoS requirements and establish PDP Contexts automatically – the same approach should be taken for MBMS.

[[Note that there is one final alternative, if it is decided that cases 2 and 3 are important, and that the redundant PDP Context in case 2 is not an issue. This would be for the GGSN to use a mechanism similar to the existing Network Initiated PDP Context to cause the UE to establish the MBMS PDP Context. The GGSN would do this if an IGMP is received and no MBMS PDP Context has been established. Note that this is a minority case – usually the UE will establish the MBMS PDP Context itself.]]

3.3 Implementation

Any comparison based on implementation is liable to be slightly subjective. However…

This mechanisms primary implementation advantage is re-use of existing procedures. The existing PDP Context procedures/protocol can be extended. Release 5 or earlier SGSNs or GGSNs will simply ignore the new parameters, providing simple backwards compatibility for applications which are desgined to operate over both MBMS and dedicated PDP Contexts.

The transparent carriage of IGMP to the GGSN is already supported by existing procedures. Therefore the implementation effort for this proposal could be said to be approximately equal to the original MBMS PDP Context proposal.

This compares favourably with the transparent IGMP proposal which required implementation of  a completely new network initiated MBMS PDP Context extablishment procedure at GGSN, SGSN and UE. At the very least, new procedures are required to manage the control plane connection in this case.

3.4 MBMS Subscription handling

All three MBMS activation proposals require per subscriber processing at the SGSN and at the GGSN, providing an opportunity for interaction with GPRS subscription information and also with the service layer at the GGSN.

In all cases this can be characterised as a GPRS subscription based authorisation for use of the Layer 2 MBMS capability and a application layer based authorisation for the particular service.

There is therefore no difference between any of the options in this respect.

3.5 Access to the service from non-mobile terminals

This proposal and the Transparent IGMP proposal have the advantage that the procedures in the case of a fixed network terminal (e.g. Ethernet) simply involve removal of the GPRS-specific Layer 2 procedures.

3.6 Forwards compatibility

This proposal and the Transparent IGMP proposal have the advantage that future extensions to IGMP can be accomodated without modification to the non-Layer 3 nodes. This is because in both cases the IGMP message is carried transparently to the first hop router (GGSN) at which it performs its intended function of adding the user to the multicast group.

4. Conclusion

This paper proposes a potential compromise mechanism for the MBSM Activation Procedure based on the Layer Independence principle:

· IGMP/MLD is used at Layer 3 to join the multicast tree

This has the advantage of compatibility with IETF and with existing pre-R6 procedures for IP multicast in GPRS. Future extentions to IGMP/MLD can be used without upgrade to the Layer 2 (GPRS).

· An enhanced PDP Context mechanism is used to invoke the Layer 2 MBMS capabilities in the GPRS network

This has the advantage of backwards compatibility with the pre-R6 case, where a normal PDP Context is established for the multicast data.

It is proposed that the enhanced MBMS PDP Context should be established by explicit action, either by the application itself (e.g. using AT commands or a GPRS API), or by a GPRS-aware IP stack. There would be no requirement for ‘trapping’ IGMP messages in the MT/GPRS driver. This is the same approach as is already followed for GPRS QoS – normal PDP Contexts are established by explicit action by the application itself, or by a GPRS-aware IP stack – there is no requirement for the MT/GPRS driver to ‘trap’ user packets and establish appropriate PDP Contexts.

































































































