Page 3
Draft prETS 300 ???: Month YYYY

	3GPP TSG-SA Working Group 2 Meeting #29

January 20, 2003

San Francisco, CA
	1
	S2-030124



Source:
Lucent Technologies*

Title:
PDF – AF Relationship and Binding

For: 
Approval

	*Contact: 
	Thomas Towle

	
	ttowle@lucent.com


Introduction

This contribution clarifies the relationship between the PDF and the GGSN and between the PDF and the AF. It also proposes a binding mechanism between the PDF and the AF.

Discussion

Given the R5 specifications, the PDF and GGSN must be in the same domain. However, as indicated in Figure 2 in TR 23.915, this is not necessarily the same domain as that of the Application Function. The PDF and AF can be in separate domains. We must allow for the case where the PDF is in the visited access network (UMTS, WLAN, etc.) and the Application Function is in the Home network. It may also be the case that the PDF is in the Home network while the Application Function is in a 3rd party network.

In Release 5, the PDF and Application Function (P-CSCF) were co-located. Thus it was sufficient for the UE to “discover” a P-CSCF that would then interact with the co-located PDF. The PDF address would be passed to the GGSN via the UE in the authorization token allowing the GGSN to identify which PDF was being used for authorization of a particular bearer request. 

In a somewhat more general case, where an AF and a PDF are in the same domain, it is possible for the AF to be configured with the address of the PDF that it should use for Service Based Local Policy (SBLP} control. However in the more general case where there are multiple PDFs and they may be located in a separate domain from the AFs, it will be necessary to pass the address of the PDF that the AF should use. In fact it is most appropriate that the GGSN be the entity that selects the PDF to use for a given user since it is the only entity that has a central view of the allocation of the PDFs with which it can communicate. Application Functions cannot, in general, find an appropriate PDF since they do not have knowledge of the usage of that PDF by other Application Functions.

This being the case we need to establish a mechanism by which the Application Function can be passed the address of a PDF for it to use for a particular user and his/her transactions with a given GGSN.

The process would be as follows:

1. For the case where the GGSN does not support SBLP, no PDF address would be passed. In this case SBLP is not supported.

2. For the case where the GGSN supports SBLP and is conformant to R5, no PDF address would be passed. In this case it is assumed that the PDF is also R5 (since it must be part of the same network and thus can be identified by the P-CSCF which is the only Application Function supported).

3. For the case where the GGSN supports SBLP and is conformant to R6, but where the configuration is simple enough that the relevant PDFs and AFs are in the same network and are provisioned to know about each other, no PDF address would be passed.

4. For the case where the GGSN supports SBLP and is conformant to R6, and which supports SBLP for a more general configuration, the GGSN would return a PDF address in the response to the first PDP context creation. This returned address would be an indicator to the UE to pass this address on its first interaction with the AF. For the IMS case, this would result in the UE passing the PDF address to the P-CSCF in the SIP Registration request. This will allow the AF to contact the assigned PDF when it needs to initiate an SBLP authorization interaction. The PDF address would still be passed in the authorization token to allow for the case where there are multiple PDFs available to a GGSN.

Recommendation

It is proposed to make the following changes to TR 23.915

********** First Change **********
1.1
Relationship between functional entities

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:

There are multiple instances of the Application Functions, GGSNs and PDFs.

The GGSN, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the GGSN and the PDF.
The GGSN and the associated PDFs exist within the same operator’s network and may be provisioned to know about each other.

The AF and the PDF need not exist within the same operator’s network and need not know about each other.
Further, the following rules apply:

· One GGSN may get policy information from multiple PDFs. Different PDFs do not take decisions on the same resources of a single GGSN.

· A given PDF may give policy information to a number of GGSNs

· One PDF shall be able to serve more than one Application Function

· For IMS services which PDF the GGSN needs to go to is identified by the authorization token

· The GGSN knows which PDFs are part of its network. This is for security reasons. The GGSN must have a list of valid PDFs to prevent a UE from tampering with the token in order to redirect the GGSN to a fake PDF.

For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

· A given PDF may interact with a number of P-CSCFs

For service based policy control, the AF does not interact with the GGSN directly; instead, it interacts with the PDF and the PDF acts on certain events as instructed by the AF.

********** Next Change **********

7.6 Binding mechanism handling

This refers to the binding between any session information that may be provided by the Application Function, and the authorisation of QoS resources usage for that application, by the PDF. 
The binding mechanism between the PDF, the GGSN, and the user bearer, uses an authorisation token.  This token is generated by the PDF and is passed to the AF in response to a request for bearer authorisation. This token contains the address of the PDF that has assigned the token. This Authorization Token is passed by the AF to the UE which then uses the token when requesting a bearer from the GGSN. The GGSN then has the address of the PDF responsible for this particular bearer authorization. 
The binding mechanism between the AF and th PDF uses another address token which is passed from the GGSN via the UE to the AF. For a GGSN that supports SBLP and is conformant to R6, and which supports SBLP for a AFs in other networks, the GGSN returns a PDF address in the response to the first PDP context creation. This returned address is an indicator to the UE to pass this address on its first interaction with the AF. For the IMS case, this results in the UE passing the PDF address to the P-CSCF in the SIP Registration request. This allows the AF to contact the assigned PDF when it needs to initiate a SBLP authorization interaction. 
For some configurations it is not necessary for the GGSN to return the PDF address token.
For the case where the GGSN does not support SBLP, no PDF address is passed. In this case SBLP is not available to the UE.

For the case where the GGSN supports SBLP and is conformant to R5, no PDF address is passed. In this case it is assumed that the PDF is also R5 (since it must be part of the same network and thus can be identified by the P-CSCF which is the only Application Function supported).

For the case where the GGSN supports SBLP and is conformant to R6, but where the configuration is simple enough that the relevant PDFs and AFs are in the same network and are provisioned to know about each other, no PDF address is passed.







