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Introduction

A companion Tdoc, S2-030111 has introduced a proposed architecture supporting IMS Access Independence. Here changes to the relevant sections of the TS are proposed.

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions given in TS 21.905 and the following apply.

Interworking: allows communication between users of different networks and systems.

Interworking of the IMS with other networks: allows an IMS user to communicate with users of non-IMS networks. For example, interworking of the IMS with the PSTN allows IMS users to communicate with PSTN users. 

Interoperability between IP Multimedia Systems: means interworking between IP Multimedia Systems without (or with minimal) restrictions on the services, which can be used by users of the different IP Multimedia Systems.

IMS Boundary Point: an entity which performs both IMS specific functionalities and non-IMS specific functionalities.
IMS IP Gateway: an entity which performs access independent gateway functionality, allowing IMS access from different IP Connectivity Networks.
IMS specific function: A function that is specified only for IMS usage and depends on IMS specific characteristics 

Non IMS specific function: A function that is not required by IMS or a function that is not exclusive for IMS.
UMTS BS Gateway: an entity which performs the UMTS access dependent gateway functionality. The UMTS BS Gateway works in combination with an IMS IP Gateway to provide IMS access using the 3GPP defined  IP connectivity network.
Next Proposed Change

4.1.1
Requirements for Service Based Local Policy

The following capabilities may be supported by the IP Connectivity network in order to enable Service Based Local Policy. (The exact capabilities that are required depend on the mode in which Service Based Local Policy is used as described below.)

1a.
The ability to inform the IMS when a resource reservation is requested in the IP Connectivity Network

1b.
The ability to act on an authorisation decision received from the IMS in response to the indication in 1a. The decision contains an upper bound on the QoS for the resource reservation.

2. The ability to provide the IMS with correlation information identifying the charging information associated with the resource reservation identified in 1a above.

3. The ability act on revocations of the authorisations sent by the IMS

4. The ability to inform the IMS when a resource reservation is removed in the IP connectivity network

The capabilities 1 to 4 exist in Release 5 for GPRS. The following capabilities are speculative: they do not exist for any 3GPP-specified IP connectivity network and are dependent on the outcome of investigations in Release 6.

5. The ability to provide Diffserv Edge Functions for individual IP flows configured based on the policy information from the IMS.

6. The ability to provide the IMS with correlation information identifying the charging information associated with an individual IP flow

Service Based Local Policy, if supported at all, may operate in several modes:

A) Authorisation & Charging Correlation
SBLP operates essentially as described in Release 5, performing resource authorisation and correlation of charging information.

B) Authorisation Only

SBLP allows resource authorisation in the IP Connectivity Network to be controlled by the IMS, but there is no support for charging correlation.
C) Charging correlation only

SBLP allows correlation of charging for IP Connectivity Network resources with the IMS session, but does not support any control of resource authorisation.

In each of these modes, the operation of SBLP could be either:

· Reservation-based, in which the granularity of authorisation and charging correlation is a single resource reservation in the IP connectivitiy network 
· IP flow based, in which the granularity of authorisation and charging correlation is a single IP flow identified by the IMS

Reservation-based Authorisation requires capabilities (1), (3) and (4) 
Reservation-based Charging Correlation required capabilities (1a) and (2) 
IP flow based Authorisation requires capability (5)

IP flow based Charging Correlation requires capability (6)

Combinations of these SBLP functions require the appropriate combination of IP connectivity network capabilities.

Where Service Based Local Policy is used in reservation-based modes, then resource reservation signalling in the IP-connectivity network must support either:

· Complete specification of the IP flows which will use the resource (uplink and downlink) in terms of standard IP flow classifiers, or

· Carriage of Flow Ids as defined for IMS Release 5, or
· Carriage of layer 2 Flow Ids
Where Service Based Local Policy is used in reservation-based modes, the IP connectivity network must support carriage of a media authorisation token (see RFC3313) in association with signalling for resource reservation/allocation.

Next proposed Change
4.3

General architectural considerations

Editor's note: This clause is planned to identify the access specific "parts" and the possible split of access-specific and access independent "parts" of IMS functional elements, where applicable.
3GPP Release 5 Architecture combines Layer 2 Quality of Service (UMTS BS Management) together with Layer 3 Class and Quality of Service (IP BS manager) in a single network entity. In order to support IMS access independence, the existing 3GPP Release 5 Architecture is decomposed into that which is access independent (e.g., IP BS manager) and that which is access dependent (e.g., Layer 2 BS Manager).
The functional decomposition is supported by allowing QoS policy to be applied to layer 2 flows. Layer 2 flows are identified using enhanced functionality above that which exists in 3GPP Release 5 IMS. Layer 2 flows are identified across the Gm interface [using SIP P-hearders]..
Splitting access specific functionality and access independent functionality is achieved by defining a new interface point, Go’, between the IP BS manager function and Translation function within the existing 3GPP R5 Gateway.
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Figure 1: Enhancements to 3GPP Release 5 to support IMS Access Independence
Editor’s note: It is FFS whether Admission Control is required in the IMS IP Gateway.
Editor’s note: it is TBD whether Go’ interface is between UMTS BS Gateway and IMS IP gateway or directly between UMTS BS gateway and PDF.
Next proposed change

4.5.2 IP Connectivity Network QoS and Cos 
Within an IP connectivity network, the layer 2 access networks may be used to implement QoS. Examples of layer 2 implementation of QoS include the 3GPP Radio Access Bearer and the IEEE 802.11e Hybrid Control Function (HCF) Controlled Channel Access.
Layer 2 Access Networks can be used to implement Class of Service (CoS). Examples of layer 2 implementation of CoS include IEEE 802.1p and the IEEE 802.11e Enhanced Distributed Control Function (EDCF)
Editor’s Note: At the time of writing IEEE 802.11e is still work in progress.
3GPP Release 6 IMS Access independence decouples Access Network based QoS/CoS implemented in the IP connectivity network from access independent QoS. 
For Access Network based QoS implemented in the IP Connectivity network, identification of layer 2 flows is required. With 3GPP Release 5 functionality, the GGSN collapsed access specific and access agnostic functionality allows flows to be uniquely identified by IP address. For 3GPP Release 6 IMS Access Independence, the entity implementing layer 2 QoS is allowed to be decoupled from layer 3 functionality.  Hence, access dependent techniques are used to identify layer 2 flows for the purpose of Quality of Service and Policy Control.
Examples of layer 2 flow identification include:

· {IMSI, APN, NSAPI, GGSN identifier} for  3GPP Radio Access Bearer
· {IEEE MAC Address, IEEE 802.11e Traffic Stream Identity, WLAN Access Point Identifier} for IEEE 802.11e controlled channel access
· {3GPP2 Mobile Station ID and Service Reference ID, PDSN identifier} for 3GPP2 Radio Access Bearer
Proposal
It is proposed to include the above changes in the TS..
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