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1. Introduction

During the SA1 meeting in Beijing, the GUP WID was modified to support Device Management and the last SA plenary meeting approved this. Therefore, it is time to discuss how SA2 GUP 23.240 interworks with SA5 device management 32.802 work. 
Device manager is used to manage the data transaction between wireless devices. Such as handset provisioning for a user (if you have a grps handset and you want your handset to be 3G enabled). 
A proposal for interworking between GUP and device management is described below in section 2. 

2. Proposal

In device management 32.802, there are four entities, i.e. UEM Client, UEM Server, UEM Gateway and UE Manager. The functionality of each entity is defined in the current 32.802 that is attached at the end of the document. 

Particularly, the section 6.1.1.3 defines the UEM gateway as “UE Managers use the UEM Gateway to provide transparent access to the UE client from various UE Managers. In this example, the UEM Gateway controls the access available to the UE Managers.

It is assumed that the network operator will own the UEM Gateway.”

From the definition of the UEM Gateway, it can be seen that is the aim is to provide access control for any requests from a user. This is exactly what the GUP server can do. I.e., apart from GUP server providing a single access with authentication and authorisation in a secure manner for UEM, GUP server also finds the right data repository for device managers via Rg interface by having registration information of all data repositories.  The example of the interworking interface diagram is shown in Fig.1.

Fig.1 An Example of Interworking Diagram between GUP server and Device Manger   

The summary of the interworking steps between GUP and Device management is described as follow:

Step 1: GUP Server allows any requests from UE to be accessed in a secured manner.

Step 2: GUP Server routes the request from UE to the appropriate data repository.

Step 3: UEM manager will be triggered (how to trigger is FFS) and manage the appropriate data repository for the request from UE.

Step 4: Data transactions take place.

3. Text in Annex A
GUP Interworking with Device Management

As the device management specification 32.802 requests, the UEM Gateway controls the access available to the UE managers. The GUP server will perform gateway functionality for device management. The example of the interworking interface diagram is shown in Fig.1.


Fig.1 An Example of the Interworking Diagram between GUP and Device Management

The interworking steps between GUP and Device management are summarised below:

Step 1: GUP Server allows any requests from UE to be accessed in a secured manner.

Step 2: GUP Server routes the request from UE to the appropriate data repository.

Step 3: UEM manager will be triggered (how to trigger is FFS) and manages the appropriate data repository for the request from UE.

Step 4: Data transactions take place.

4. Conclusion

This paper describes the interworking process between GUP and device management. We would like to have a discussion on this aspect. Ideally, the text in section 3, above, should be added in to the current 23.240 as a new Annex A GUP Interworking with Device Management.  
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