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4.2.3
Support of roaming users 

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming subscriber is in the Home network, e.g., the Serving-CSCF is located in the Home network. 
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Figure 4-1: Service Platform in Home Network


[image: image2.wmf] 

UE

 

P

-

CSCF

 

Serving 

CSCF

 

Home 

Network

 

Home/Visited

 

Network

 

External 

Service 

Platform

 

 

Gm

 

Mw

 


Figure 4-2: External Service Platform

There are two possible scenarios to provide services:

- via the service platform in the Home Network

- via an external service platform (e.g. third party or visited network)

The  external service platform entity could be located in either the visited network or in the 3rd party platform. The standardised way for secure 3rd party access to IMS services is via the OSA framework, see section 4.2.4. 

The roles that the CSCF plays are described below. 

-
The Proxy-CSCF is located in the same network as the GGSN. The Proxy-CSCF shall enable the session control to be passed to the Serving-CSCF.

-
The Serving-CSCF is located in the home network. The Serving-CSCF shall invoke service logic.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the Serving-CSCF is located in the same IM CN Subsystem.

Reassigning the Proxy-CSCF assigned during CSCF discovery is not a requirement in this release. Procedures to allow registration time Proxy-CSCF reassignment may be considered in future releases.

Procedures shall be supported to allow assigning different  Proxy-CSCFs when a user registers from multiple IMS terminal(s) simultaneously.
Network initiated Proxy-CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating-CSCF (THIG)s, to be included in the SIP signalling path is optional. Such additional CSCFs may be used to shield the internal structure of a network from other networks. See also sub-clauses 4.4 and 4.6.2.1. 

****** Next change ******

4.2.7
Support of SIP forking

SIP forking is the ability of a SIP proxy server to fork SIP request messages to multiple destinations according to [12].. The IM CN subsystem shall have the capability to fork requests to multiple destinations to support forking for users that have a Public User Identifier simultaneously registered from multiple terminals.
Other networks outside the IM CN Subsystem are able to perform SIP forking. Hence, 3GPP UEs shall be ready to receive responses generated due to a forked request and behave according to the procedures specified in [12] and in this section.

The UE may accept or reject early dialogues from different terminations as described in [12], for example if the UE is only capable of supporting a limited number of simultaneous dialogs.

Upon the reception of a first final 200 OK (for INVITE), the UE shall acknowledge the 200 OK and cancel other early dialogues that may have been established. The UE may require updating the allocated resources according to the resources needed. In case the UE receives a subsequent 200 OK, the UE shall acknowledge the dialogue and immediately send a BYE to drop the dialog. 

The UE shall be able to include preferences, in INVITE's, indicating that proxies should not fork the INVITE request.
On the terminating side, a UE shall be able to receive, as specified in [12], several requests for the same dialog that were forked by a previous SIP entity.

****** Next change ******

4.3.3.1
Private user identities

Every IM CN subsystem user shall have one or more private user identities. The private identity is assigned by the home network operator, and used, for example, for Registration, Authorisation, Administration, and Accounting purposes. This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC 2486 [14]. It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

-
The Private User Identity is not used for routing of SIP messages.

-
The Private User Identity shall be contained in all Registration requests, (including Re-registration and De-registration requests) passed from the UE to the home network.

-
An ISIM application shall securely store one Private User Identity. It shall not be possible for the UE to modify the UICC’s Private User Identity information.

-
The Private User Identity is a unique global identity defined by the Home Network Operator, which may be used within the home network to uniquely identify the user from a network perspective.

-
The Private User Identity shall be permanently allocated to a user (it is not a dynamic identity), and is valid for the duration of the user’s subscription with the home network.

-
The Private User Identity is used to identify the user’s information (for example authentication information) stored within the HSS (for use for example during Registration). 

-
The Private User Identity may be present in charging records based on operator policies. 

-
The Private User Identity identifies the subscription (e.g. IM service capability) not the user.

-
The Private User Identity is authenticated only during registration of the user, (including re-registration and de-registration).

-
The HSS needs to store the Private User Identity.

- 
The S-CSCF needs to obtain and store the Private User Identity upon registration and unregistered termination.

-
If the UICC does not contain an ISIM application, then the private user identity shall be derived from the USIM’s IMSI, which allows for uniquely identifying the user within the 3GPP operator’s network. The format of the private user identity derived from the IMSI is specified in 3GPP TS 23.003 [24].

4.3.3.2
Public user identities

****** Next change ******

4.3.3.4
Relationship of private and public user identities

The home network operator is responsible for the assignment of the private user identifier, and public user identifiers; other identities that are not defined by the operator may also exist. 
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Figure 4.5: Relationship of the private user identity and public user identities

The IMS Service Profile is a collection of service and user related data as defined in 3GPP TS 29.228 [30]. The Service Profile is independent from the Implicit Registration Set, e.g. IMPUs with different Service Profiles may belong to the same Implicit Registration Set. Initial filter criteria in the service profile provide a simple service logic comprising of user / operator preferences that are of static nature i.e. they do not get changed on a frequent basis.  

Application servers will provide more complex and dynamic service logic that can potentially make use of additional  information not available directly via SIP messages (e.g. location, time, day etc.). 

The IMS Service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. The service profile is downloaded from the HSS to the S-CSCF.Only one service profile per Public user identity is downloaded to the S-CSCF at a given time (such as at registration, update of a profile etc.) based on the  Public user identities being served by the S-CSCF. Nothing precludes that multiple service profiles can be defined in the HSS for a subscription. Each Public user identity is associated with one and only one Service Profile. Each service profile is associated with one or more Public user identities.

All Service Profiles that share the same IMS user are associated to the same S-CSCF. Later releases may allow different Service Profiles that share the same Private user identity to be associated with different S-CSCFs. 

An ISIM application shall securely store the home domain name of the subscriber. It shall not be possible for the UE to modify the information from which the home domain name is derived. 

If the UICC does not have an ISIM application, then, the home domain name shall be derived from the Mobile Country Code and Mobile Network Code fields of the USIM’s IMSI. The format of the home domain name is specified in 3GPP TS 23.003 [24].

It is not a requirement for a user to be able to register on behalf of another user or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.  

4.3.3.4.1 Public User Identities shared across multiple IMS UEs

Public User Identities may be shared across multiple IMS UEs. Hence, a particular Public User Identity may be simultaneously registered from multiple IMS UEs that use different Private User Identifiers. The relationship for such a shared Public User Identifier with Private User Identifiers is depicted in Figure 4.x below.
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Figure 4.x – The relation of a shared Public User Identity (Public-ID-2) and Private User Identities

****** Next change ******

5.2.1
Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1. The architecture shall allow for the Serving-CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.

2. The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator’s network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.

3. A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).

4. It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.

5. It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.

6. The Serving-CSCF understands a service profile and the address of the functionality of the Proxy-CSCF.

7. The HSS shall support the possibility to bar a public user identity from being used for IMS non-registration procedures.  The S-CSCF shall enforce these barring rules for IMS.  Examples of use for the barring function are as follows:

-Currently it is required that at least one public user identity shall be stored in the ISIM application.  In case the user/operator wants to prevent this public user identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application directly.

-In order to support pre-Rel 5 UICC accessing IMS services, a temporary public user identity is generated using IMSI. It is strongly recommended that the temporary public user identity be set to barred for IMS non-registration procedures.

8. 
When a Temporary Public Identity has been used to register an IMS user, the implicit registration will ensure that the UE, P-CSCF & S-CSCF have public user Identity(s) for all IMS procedures after the initial registration has been completed

9. It shall be possible to register multiple public identities via single IMS registration procedure from the UE.

10. It shall be possible to register a Public User Identity that is simultaneously shared across multiple IMS UEs via IMS registration procedures.
5.2.1a  Implicit Registration

When an user has a set of public user identities defined to be implicitly registered via single IMS registration of one of the public user identity’s in that set, it is considered to be an Implicit Registration. No single public identity shall be considered as a master to the other public user identities.  Figure 5.2.1a shows a simple diagram of implicit registration and public user identities.  In order to support this function, it is required that:

· HSS has the set of public user identities that are part of implicit registration.

· Cx reference point between S-CSCF and HSS shall support download of all public user identities associated with the implicit registration, during registration of any of the single public user identities within the set.

· When one of the public user identities within the set is registered, all Public user identities associated with the implicit registration are registered at the same time for the UE (i.e. Private user identity) that initiated the registration.  Subsequent registration with a different Private user identity will cause the whole implicit registration set, to also be registered for that Private user identity.

· When one of the public user identities within the set is de-registered, all public user identities that have been implicitly registered are de-registered at the same time for the UE (i.e. Private user identity) that initiated the de-registration. Public user identities that have been registered (including implicitly registered) using a different Private User Identity are still registered in relation to that Private user identity.

· Public user identities belonging to an implicit registration set may point to different service profiles; or some of these public user identities may point to the same service profile.

· When a public user identity belongs to an implicit registration set, it can not be registered or de-registered individually without the public user identity being removed from the implicit registration list.

· All IMS related registration timers should apply to the set of implicitly registered public user identities

· S-CSCF, P-CSCF and UE shall be notified of the set of public user identities belonging to the implicitly registered function.  Session set up shall not be allowed for the implicitly registered public user identities until the entities are updated, except for the explicitly registered public user identity.

· When a public user identity is barred from IMS communications, only  the HSS and S-CSCF shall have access to this public user identity,
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Figure 5.2.1a Relationship of public user identities when implicitly registered 
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