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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Anonymous target mobile user: the true idenity of the target mobile user is not known by the LCS client, the LCS client only knows and uses the pseudonym of the target mobile user.

CAMEL: CAMEL is a network functionality, which provides the mechanisms of Intelligent Network to a mobile user

Call Related: any LCS related operation which is associated with an established call in CS domain and a session via an active PDP context in PS domain.

Codeword: access code, which is used by a Requestor or LCS Client in order to gain acceptance of a location request for a Target UE.  The codeword is part of the privacy information that may be registered by a Target UE user.
Current Location: after a location attempt has successfully delivered a location estimate and its associated time stamp, the location estimate and time stamp is referred to as the "current location" at that point in time

Deferred location request: location request where the location response (responses) is (are) not required immediately

Global Positioning System: Global Positioning System (GPS) consists of three functional elements: Space Segment (satellites), User Segment (receivers), and Control Segment (maintenance etc.). The GPS receiver calculates its own position based on the received time differences for several satellites

Immediate location request: location request where a single location response only is required immediately

Initial Location: in the context of an originating emergency call the location estimate and the associated time stamp at the commencement of the call set-up is referred to as "initial location"

Last Known Location: current location estimate and its associated time stamp for Target UE stored in the LCS Server is referred to as the "last known location" and until replaced by a later location estimate and a new time stamp is referred to as the "last known location"

LCS (LoCation Services): LCS is a service concept in system (e.g. GSM or UMTS) standardization. LCS specifies all the necessary network elements and entities, their functionalities, interfaces, as well as communication messages, due to implement the positioning functionality in a cellular network. Note that LCS does not specify any location based (value added) services except locating of emergency calls

LCS Client: software and/or hardware entity that interacts with a LCS Server for the purpose of obtaining location information for one or more Mobile Stations. LCS Clients subscribe to LCS in order to obtain location information. LCS Clients may or may not interact with human users. The LCS Client is responsible for formatting and presenting data and managing the user interface (dialogue). The LCS Client may reside in the Mobile Station (UE)

LCS Client Access barring list: optional list of MSISDNs per LCS Client where the LCS Client is not allowed to locate any MSISDN therein

LCS Client Subscription Profile: collection of subscription attributes of LCS related parameters that have been agreed for a contractual period of time between the LCS client and the service provider

LCS Feature: capability of a PLMN to support LCS Client/server interactions for locating Target UEs

LCS Server: software and/or hardware entity offering LCS capabilities. The LCS Server accepts requests, services requests, and sends back responses to the received requests. The LCS server consists of LCS components, which are distributed to one or more PLMN and/or service provider

Local Service: service, which can be exclusively provided in the current serving network by a Value added Service Provider
Local Information: information related to a given location, or general information, which is made available in a given location

Location (Based) Application: location application is an application software processing location information or utilizing it in some way. The location information can be input by a user or detected by network or UE. Navigation is one location application example
Location Based Service (LBS): service provided either by teleoperator or a 3rd party service provider that utilizes the available location information of the terminal. Location Application offers the User Interface for the service. LBS is either a pull or a push type of service (see Location Dependent Services and Location Independent Services). In ETSI/GSM documentation of SoLSA, LBS is called "Location Related Service". ETSI and/or 3GPP -wide terminology harmonization is expected here

Location Dependent Service: service provided either by teleoperator or a 3rd party service provider that is available (pull type) or is activated (push type) when the user arrives to a certain area. It doesn't require any subscription in advance, but the push type activation shall be confirmed by the user. The offered service itself can be any kind of service (e.g. a public Xerox machine or the discount list in a store)

Location Estimate: geographic location of an UE and/or a valid Mobile Equipment (ME), expressed in latitude and longitude data. The Location Estimate shall be represented in a well-defined universal format. Translation from this universal format to another geographic location system may be supported, although the details are considered outside the scope of the primitive services

Location Independent Service: service provided either by teleoperator or a 3rd party service provider that is available and therefore can be activated anywhere in the network coverage. It is activated by the user's request or by other user's activated service, and therefore it requires a subscription in advance (pull type). The offered service itself can be any kind of service (e.g. MMS, SWDL, or LBS!)

Mobile Assisted positioning: any mobile centric positioning method (e.g. IPDL-OTDOA, E-OTD, GPS) in which the UE provides position measurements to the network for computation of a location estimate by the network. The network may provide assistance data to the UE to enable position measurements and/or improve measurement performance
Mobile Based positioning: any mobile centric positioning method (e.g. IPDL-OTDOA, E-OTD, GPS) in which the UE performs both position measurements and computation of a location estimate and where assistance data useful or essential to one or both of these functions is provided to the UE by the network. Position methods where an UE performs measurements and location computation without network assistance data are not considered within this category
Mobile Station: mobile station (MS) consists of Mobile or User Equipment (ME or UE) with a valid SIM or USIM attached. The abbreviation "UE" in this specification refers both to MS and User Equipment, see below. 

PLMN Access barring list: optional list of MSISDN per PLMN where any LCS Client is not allowed to locate any MSISDN therein except for certain exceptional cases

Positioning (/location detecting): positioning is a functionality, which detects a geographical location (of e.g. a mobile terminal)

Positioning method (/locating method): principle and/or algorithm which the estimation of geographical location is based on, e.g. AOA, TOA, TDOA. For example, GPS is based on TOA, whilst OTDOA and E-OTD (on GSM) are based on TDOA

Positioning technology (/locating technology): technology or system concept including the specifications of RF interfaces, data types, etc. to process the estimation of a geographical location, e.g. GPS, E-OTD (GSM), and OTDOA (WCDMA)

Predefined area: geographical area, which is not related to cell or radio coverage. The mobile may take special action when it recognises it has entered or left a predefined area

Privacy Class: list of LCS Clients defined within a privacy exception class to which permission may be granted to locate the target UE. The permission shall be granted either on activation by the target UE or permanently for a contractual period of time agreed between the target UE and the service provider

Privacy Exception List: list consisting of various types of privacy classes (i.e. operator related, personal etc.). Certain types of classes may require agreement between the service provider and the target UE

Prohibited area: area where the mobile must not activate its transmitter. The Prohibited area may be a Predefined area described above or related to radio cell(s)

Pseudonym: A fictitious identity used to conceal the true identity of a target UE from the requestor and the LCS client.

Pseudonym mediation device: functionality that generates pseudonyms and verifies pseudonyms to verinyms 

Requestor: the originating entity which has requested the location of the target UE from the LCS client. 

Requestor Identity: This identifier is identifying the Requestor and can be e.g. MSISDN or logical name. 

Service Type: attribute of specific location based service provided by the LCS client, as defined in TS 22.071.
Subscription Profile: profile detailing the subscription to various types of privacy classes

Target UE: UE being positioned

User Equipment: term 'User Equipment', or 'UE', should for GSM be interpreted as 'MS', as defined in GSM TS 04.02 [19]. UE in this specification may also refer to a Mobile Equipment or User Equipment used for emergency calls, that do not have valid SIM or USIM

Privacy Profile Register, PPR: The PPR stores privacy information of the target mobile. The PPR also executes privacy checks and sends the privacy check results to other network elements using the Lpp interface. PPR may be a standalone network entity or the PPR functionality may be integrated in H-GMLC.

Pseudo-external identity: The pseudo-external identity is not the identity of real external LCS client but the identity, which is used for notifying the result of the enhanced privacy check. The pseudo-external identity shall keep the compatibility with pre Rel-5 privacy mechanisms, which does not understand privacy check result made by H-GMLC/PPR. Each operator defines its own the pseudo-external identities. 
Verinym: True identity, i.e. MSISDN or IMSI, of the target UE
Further UMTS related definitions are given in 3G TS 22.101.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Gb
Interface between 2G-SGSN and BSS

Gs
Interface between MSC and SGSN

Lc
Interface between gateway MLC and gsmSCF (CAMEL interface)

Le
Interface between External User and MLC (external interface)

Lg
Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN (gateway MLC interface)

Lh
Interface between Gateway MLC and HLR (HLR interface)

Lpp

Interface between GMLC(H-GMLC) and PPR entity.

Lr
Interface between Gateway MLCs

Um
GERAN Air Interface

Uu
UTRAN Air Interface

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

2G-
Second Generation

3G-
Third Generation

AC
Admission Control

AI
Application Interface (prefix to interface class method)

ANM
Answer Message (ISUP)

APN
Access Point Name

APN-NI               APN Network Identifier
ARIB
Association of Radio Industries and Business

ATD
Absolute Time Difference

BCCH
Broadcast Control Channel

BER
Bit Error Rate

BSS
Base Station Subsystem 

BTS
Base Transceiver Station

CAMEL
Customised Application For Mobile Network Enhanced Logic

CAP
CAMEL Application Part

CM
Connection Management

CN
Core Network

CSE
Camel Service Environment

DL
Downlink

DRNC
Drift RNC

E-OTD
Enhanced Observed Time Difference

FER
Frame Error Rate

GERAN
GSM EDGE Radio Access Network

GGSN
Gateway GPRS Support Node

GMLC
Gateway MLC

GPRS
General Packet Radio Service

GPS
Global Positioning System 

HE
Home Environment

H-GMLC
Home-GMLC

HSS

Home Subscriber Server

HLR
Home Location Register

HPLMN
Home Public Land Mobile Network

IMEI
International Mobile Equipment Identity

IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

IPDL
Idle Period Downlink

LA
Location Application

LAF
Location Application Function

LBS
Location Based Services

LCAF
Location Client Authorization Function

LCCF
Location Client Control Function

LCCTF
Location Client Co-ordinate Transformation Function

LCF
Location Client Function

LCS
LoCation Services

LDR
Location Deferred Request

LIR
Location Immediate Request, 

LMU
Location Measurement Unit

LSAF
Location Subscriber Authorization Function

LSBcF
Location System Broadcast Function

LSBF
Location System Billing Function

LSCF
Location System Control Function

LSOF
Location System Operation Function

LSPF
Location Subscriber Privacy Function

MAP
Mobile Application Part

ME
Mobile Equipment

MExE
Mobile Execution Environment

MLC
Mobile Location Center

MLP
Mobile Location Protocol

MM
Mobility Management

MO-LR
Mobile Originated Location Request

MS
Mobile Station 

MSC
Mobile services Switching Centre

MSISDN
Mobile Station Integrated Services Data Network

MT-LR
Mobile Terminated Location Request

NA-ESRD
North American Emergency Service Routing Digits

NA-ESRK
North American Emergency Service Routing Key

NI-LR
Network Induced Location Request

OSA
Open Service Architecture

OTDOA
Observed Time Difference Of Arrival 

PC
Power Control

PCF
Power Calculation Function

PLMN
Public Land Mobile Network
PMD
Pseudonym mediation device functionality
POI
Privacy Override Indicator

PPR 

Privacy Profile Register 

PRCF
Positioning Radio Co-ordination Function

PRRM
Positioning Radio Resource Management

PSE
Personal Service Environment

PSMF
Positioning Signal Measurement Function

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RA
Routing Area

RACH
Random Access Channel

RAN
Radio Access Network

RANAP
Radio Access Network Application Part

R-GMLC
Requesting-GMLC

RIS
Radio Interface Synchronization

RNC
Radio Network Controller

RRM
Radio Resource Management

RTD
Real Time Difference

SAT
SIM Application Tool-Kit

SCCP

Signalling Connection Control Part 

SCS
Service Capability Server

SGSN
Serving GPRS Support Node

SI
Service Interface (prefix to interface class method)

SIM
Subscriber Identity Module


SIR
Signal Interference Ratio

SLPP
Subscriber LCS Privacy Profile

SMLC

Serving Mobile Location Center

SMS
Short Message Service

SP
Service Point

SRNC
Serving RNC

SS7
Signaling System No 7

TA
Timing Advance

TMSI
Temporary Mobile Subscriber Identity

TOA
Time Of Arrival

UDT
SCCP Unitdata message

UE
User Equipment

UL
Uplink

UMTS
Universal Mobile Telecommunication System

USIM
Universal Subscriber Identity Module

UTRAN
Universal Terrestrial Radio Access Network

VASP
Value Added Service Provider

V-GMLC
Visited -GMLC

VHE
Virtual Home Environment

WCDMA
Wideband Code Division Multiple Access

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are given in 3G TS 21.905 [3].

***** Next modified clause *****
4
Main concepts

A general description of location services and service requirements are given in the specification TS 22.071 [4]. The positioning of the UE is a service provided by the Access Network. In particular, all Access Networks (e.g. UTRAN, GERAN), that facilitate determination of the locations of User Equipments, shall be able to exchange location information with the core network as defined in the present document (when connected to a Core Network). Optionally, location information may also be communicated between GMLCs, located in the same or a different PLMN, via the specified GMLC to GMLC interface.

By making use of the radio signals the capability to determine the (geographic) location of the user equipment (UE) or mobile station (UE) shall be provided. The location information may be requested by and reported to a client (application) associated with the UE, or by a client within or attached to the Core Network. The location information may also be utilised internally in the system; for example, for location assisted handover or to support other features such as home location billing. The position information shall be reported in standard, i.e. geographical co-ordinates, together with the time-of-day and the estimated errors (uncertainty) of the location of the UE according to specification TS 23.032 [11].

It shall be possible for the majority of the UE (active or idle) within a network to use the feature without compromising the radio transmission or signaling capabilities of the GSM/UMTS networks.

The UE and the network may support a number of different positioning methods and the UE may support or not support privacy invocation request and response. The UE informs the core network and radio access network about its LCS capabilities in this respect as defined in TS 24.008 [24] and TS 25.331 [25].

The uncertainty of the location measurement shall be network design (implementation) dependent at the choice of the network operator, this is further described in TS 25.305 [1] and TS 43.059 [16].

There are many different possible uses for the location information. The positioning feature may be used internally by the GSM/UMTS network (or attached networks), by value-added network services, by the UE itself or through the network, and by "third party" services. The positioning feature may also be used by an emergency service (which may be mandated or "value-added"), but the position service is not exclusively for emergencies.
There are new regulatory requirements to support anonymity in location services in some countries.
***** Next modified clause *****
5.5
Information Flows between Client and Server

Other types of national specific information flows may be supported in addition to the information flow specified here.

Any of the information flows here indicated may not be externally realized if the information does not flow over an open interface. On the other hand, if a flow goes over an open interface, it shall abide to a well-defined protocol, e.g. LIF TS 101 [31], Location Inter-Operability Forum 2001.

5.5.1
Location Service Request

Via the Location Service Request, the LCS client communicates with the LCS server to request for the location information of one or more than one UE within a specified quality of service. There exist two types of location service requests:

-
Location Immediate Request (LIR); and

-
Location Deferred Request (LDR).

The attributes for the information exchange between the LCS Client and the LCS Server have been standardized by LIF based on requirements set by TS 22.071 and TS 23.271.

The following attributes are identified for Location Service Request information flow:

-
Target UE identity or the pseudonym of the target UE;

-
LCS Client identity;

-
Service identity, if needed;

· Codeword, if needed;

· Requestor identity, if needed (and type of Requestor identity if available);

· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;

· Event, applicable to deferred location requests only;

· Start time, stop time and interval, applicable to periodical and deferred requests only;

· Requested Quality of Service information, if needed;

· Type of location, i.e. current location or last known location;

· Priority, if needed;

-
Local coordinate reference system, if needed;

-
Geographical area, if needed.

Some of the information may be stored in GMLC and the LCS client does not need to include such information in the location service request.

***** Next modified clause *****
5.6.1
Location Service Request

Via the Location Service Request, the source LCS server communicates with the destination LCS server to request for the location information of one UE within a specified quality of service. There exist two types of location service requests:

-
Location Immediate Request (LIR); and

-
Location Deferred Request (LDR).

The following attributes are identified for Location Service Request information flow:

-
Target UE identity, (one or both of MSISDN and IMSI) or the pseudonym of the target UE;

-
LCS Client identity, i.e. LCS client external identity or internal identity;

-
LCS Client type, (i.e. Value added, Emergency, PLMN operator or Lawful interception);

-
LCS Client name, if needed (and type of LCS client name if available);

-
Service type, if needed;

· Codeword, if needed;

· Requestor identity, if needed (and type of Requestor identity if available);

· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;

· Event, applicable to deferred location requests only;

· Requested Quality of Service information, if needed;

· Type of location, i.e. “current location”, “current or last known location” or “initial location”;

· Priority, if needed;

· Privacy override indicator, if needed;
· Indicator of privacy check related actions, if needed;

· Supported GAD shapes, if needed;
· Identity of the source LCS server of the Location Service Request;
· VPLMN LCS server address , if needed ; 

· Network address of Privacy Profile Register, if needed; 

· Network numbers of serving nodes; 
· LCS capability sets of serving nodes, if needed.
***** Next modified clause *****
6.2
Allocation of LCS functions to network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these entities should be allocated to the UE.

LCS is logically implemented on the network structure through the addition of one network node, the Mobile Location Center (MLC). It is necessary to name a number of new interfaces. The LCS generic architecture can be combined to produce LCS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services

	Funct.
Group
	Functional component
	Full name of Functional Block
	Abbrev.

	Loc. Client
	Location Client 

Component
	(External) Location Client Function
	LCF

	
	
	Internal Location Client Function
	LCF 

-internal

	
	
	
	

	LCS Server in PLMN
	Client handling component
	Location Client Control Function
	LCCF

	
	
	Location Client Authorization Function
	LCAF

	
	System handling component
	Location System Control Function
	LSCF

	
	
	Location System Billing Function
	LSBF

	
	
	Location System Operations Function
	LSOF

	
	Subscr. handling component
	Location Subscriber verification and Authorization Function
	LSAF

	
	
	Location Subscriber Privacy function
	LSPF

	
	Positioning component
	Positioning Radio Control Function
	PRCF

	
	
	Positioning Calculation Function
	PCF

	
	
	Positioning Signal Measurement Function
	PSMF

	
	
	Positioning Radio Resource Management
	PRRM


***** Next modified clause *****
6.3.11
Privacy Profile Register, PPR

Privacy check may be done in the privacy profile register. The HLR or HSS contains the address to the PPR. The PPR is accessible from the H-GMLC via the Lpp interface. PPR may contain the pseudonym mediation device functionality (PMD) to map or encrypt the target UE’s verinym IMSI and /or MSISDN into to the corresponding pseudonym and to map or decrypt the pseudonym into the corresponding verinym. PPR and PMD may be a standalone network entities or the PPR and PMD functionalities may be integrated in H-GMLC.

***** Next modified clause *****
6.4
Addressing the target UE and requestor for LCS purposes

It shall be possible to address and indicate the target UE using MSISDN. It may be possible in certain cases to address the target UE using IP address when a static or dynamic IP address (IPv4 or IPv6) has been allocated for the UE. 

In the mobile terminated location request procedures in the PS domain (as well as in the CS domain), the target UE is always identified using MSISDN.

NOTE: 
It is recognized that IP-addressing of the target UE is only possible when there is an active PDP context established between the target UE and the external LCS client. Using the established PDP context, the LCS client can request the target UE, as identified with the IP address it currently uses, to initiate a Mobile originated location request. The actual signaling exchange between the LCS Client/server and the target UE or the user of the target UE is outside the scope of this specification. The resulting MO-LR is performed as specified in this document.

6.4.1 Anonymous target UE
National regulations require support for the anonymity of the target mobile user in some countries. It shall therefore be possible to address and indicate the target UE using a pseudonym. The pseudonym may be the IMSI or MSISDN of the target UE encrypted e.g. using the public key of the home operator. The pseudonym may contain the address of the network element that issued the pseudonym and also the H-GMLC address or it shall be possible to deduce this information from the pseudonym. It is outside the scope of this specification how the requestor and the LCS client will receive and handle the pseudonym, but some examples are described in the informative Annex D.
6.4.2 Anonymous requestor

The support for anonymous requestor is for further study.
***** Next modified clause *****
9.1.1
MT-LR routing procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR

1)
An external LCS client requests the current location of a target UE from a GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or pseudonym or PDP address, (NOTE: IP addressing in this context is FFS, one reason is the dynamic IP addressing used in IPv4.) of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related location request, the R-GMLC obtains and authenticates the called party number of the LCS client. For a session related location request, the R-GMLC obtains and authenticates the APN-NI of the LCS client. 
The LCS request may carry also the Service Identity and the Codeword. The R-GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request.  Otherwise, the R-GMLC can map the received service identity in a corresponding service type. 
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. The LCS service request may also contain the type of the Requestor identity if the requestor identity was included. 
The R-GMLC verifies whether it stores the privacy profile of the target UE. If the R-GMLC stores the UE’s privacy profile, (this means the R-GMLC is the H-GMLC of the target UE), then step 2, 3, 4 and 12 are skipped.
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.

Editor’s note: 
This means that R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain. s
2)
If the R-GMLC already knows, (e.g. from a previous location request or an internal lookup table), or is able to determine, (e.g. it is possible to use a DNS lookup mechanism similar to IETF RFC 2916), the network address of H-GMLC of the target UE, or in case the location service request contains the pseudonym for the target UE, which includes the target UE’s Home-GMLC address, then this step and step 3 may be skipped.
Otherwise, the R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE.  
The details of the alternative methods of retrieving H-GMLC address other than the sending SEND_ROUTING_INFO_FOR_LCS message to the HLR/HSS, (e.g. internal lookup table, DNS lookup mechanism), are not in the scope of this specification.
Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.
Editor´s note: 
The support for number portability with these alternative solutions of retrieving H-GMLC address still needs further study and should be in line with the general solution to support number portability in Rel-6.
3)
 The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If not, an error response is returned. 
Otherwise the HLR/HSS returns one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS core network signalling capabilities of the serving nodes if available and whichever of the IMSI and MSISDN was not provided in step 2. The HLR/HSS returns the address of the H-GMLC. The HLR/HSS also returns the address of the PPR and V-GMLC, if available. 

Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.
4)
If R-GMLC finds out that it is the H-GMLC, the signalling steps 4 and 12 are skipped.
 If the R-GMLC did not receive the H-GMLC address in step 3 and can not retrieve the H-GMLC address by other way (e.g. DNS lookup), then steps 4, 5, 6, 7, 8, 10, 11 and 12 are skipped and the R-GMLC directly sends the PSL message to the serving node.
Otherwise, the R-GMLC sends the location request to the H-GMLC. If one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS core network signalling capabilities of the serving nodes, IMSI and MSISDN for the target UE and the address of the V-GMLC and the PPR have been retrieved in Step 3, the R-GMLC shall pass the information with the location request to the H-GMLC.

5)
The H-GMLC verifies whether the R-GMLC is authorized to request UE location information. If the R-GMLC is not authorized, an error response is returned. 
Otherwise the H-GMLC performs privacy check on the basis of the UE user’s privacy profile stored in the H-GMLC and the capabilities of the serving nodes (MSC/VLR and/or SGSN) if available. The H-GMLC may ask the PPR to perform the privacy check as described in the 9.1.1.1. If the key of the UE user’s privacy profile (i.e. MSISDN or IMSI) is not available, the privacy check in this step shall be performed after the step 7. The H-GMLC/PPR verifies LCS barring restrictions in the UE user's privacy profile in the H-GMLC/PPR. If the LCS service request contains the pseudonym of the target UE, H-GMLC shall map or decrypt (e.g. using the private key of the operator) the pseudonym to either MSISDN or IMSI of the target UE, or the H-GMLC may request PPR to this, see clause 9.1.1.1. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If the location service request is to be barred, an error response is returned to the R-GMLC or the LCS client. As a result of the privacy check, the H-GMLC/PPR selects an indicator of the privacy check related action and/or a pseudo-external identity. (The details of the indicator of the privacy check related action and the pseudo-external identity are described in Annex C).
6)
If the H-GMLC already knows both the VMSC/MSC server or SGSN location or the network address of V-GMLC and IMSI for the particular MSISDN or PDP address, (e.g. from a previous location request),  the rest of this step and step 7 may be skipped. Otherwise, the H-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI, PDP address or MSISDN of this UE. 
Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.
7)
The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information. The HLR/HSS then returns one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS core network signalling capabilities of the serving nodes and whichever of the IMSI and MSISDN was not provided in step (6) for the particular UE. The HLR/HSS may also return the address of the PPR and the V-GMLC, if available.
Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study. 
8)
If step 6 and step 7 were performed, the H-GMLC/PPR may do a new privacy check. 
In the cases when the H-GMLC did not receive the address of the V-GMLC, or when the V-GMLC address is the same with the H-GMLC address, or when both PLMN operators agree not to use Lr interface, the H-GMLC does not send the location request to the V-GMLC and step 10 is skipped. In this case, the H-GMLC sends the location service request message to the serving node.
If the H-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the H-GMLC address, the H-GMLC may send the location request to the V-GMLC. The location request shall contain, one or several of the network addresses of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN for the target UE. The location request may also carry the requested action of the VPLMN as the result of the privacy check in the H-GMLC (e.g. by using the pseudo-external identity as described in Annex C). The V-GMLC first authenticates that the location request is allowed from this PLMN or from this country. If not, an error response is returned.
Editor’s note: The case when the V-GMLC is the same as the R-GMLC may need further elaboration.

9)
In case the GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (e.g. UE available) in requested PS/CS-MT-LR, see 9.1.8.

NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).

10)
The V-GMLC sends the location service response to the H-GMLC. 

11)
 If the privacy check in step 5 indicates that further privacy checks are needed, or on the basis of the privacy profile, the H-GMLC shall perform an additional privacy check or the GMLC may ask the PPR to perform the privacy check as described in the 9.1.1.1. 
12)
The H-GMLC sends the location service response to the R-GMLC.

13)
R-GMLC sends the location service response to the LCS client. If the LCS client requires it, the R-GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.

The detailed CS-MT-LR and PS-MT-LR procedures in step 4 of figure 9.1 are described in 9.1.2 and 9.1.6.The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.

***** Next modified clause *****
9.1.1.1 LCS Authorisation request

If the UE subscribers LCS privacy information is kept in the PPR the GMLC (H-GMLC) shall send a LCS Authorisation request. 
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1) The GMLC sends the LCS authorisation request to the PPR. The LCS authorisation request carries the type of location information requested (e.g. current location), the UE subscriber's IMSI, MSISDN or pseudonym and indication whether the request is call/session related or call/session unrelated. In case GMLC received the LCS client’s called party number or the APN-NI of the target mobile’s session, GMLC shall request both call/session related and call/session unrelated privacy check in PPR. In case GMLC did not receive the LCS client's called party number or the APN-NI of the target mobile’s session, GMLC requests only call/session unrelated privacy check in PPR. For a value added LCS client, the message shall carry the client name, the external identity of the LCS client and the Requestor Identity (if that is both supported and available). Moreover the message may also carry the Service Type and the Codeword. This message shall also carry the LCS capabilities of the SGSN or VMSC/MSC server.

In case the additional privacy check was requested to be performed after the positioning procedure the LCS Authorisation Request shall also include the location estimate. 

2) PPR performs the privacy check based on the target UE’s privacy profile. The result of that privacy check is send to GMLC in the LCS Authorisation response. If requested by the GMLC the PPR shall include two privacy check results for the LCS Authorisation response, both call/session related and call/session unrelated privacy check results. The response may also contain information is an additional privacy check needed when the GMLC has received the location information of the target UE (e.g. if target UE allows its location information to LCS clients when it is located in certain areas).
If the LCS authorisation request contains the pseudonym of the target UE, then the PPR, or an associated pseudonym mediation device (PMD), shall map or decrypt (e.g. using the private key of the operator) the target UE’s pseudonym to the corresponding IMSI and /or MSISDN to be included to the LCS authorisation response.
If PPR received information that the visited MSC/SGSN is pre Rel-6 it shall convert the external LCS client ID in to a pseudo external ID which shall carry the response of the privacy check. More information on pseudo-external Ids see Annex C.

In case the subscriber changed his privacy information, the LCS authorisation response shall be also used to indicate this to the GMLC.

***** New clause *****
9.1.1.3 Handling of generic pseduonyms in mobile terminated location requests

The LCS client may use a pseudonym as the identifier of the target UE in the LCS service request sent to the R-GMLC. The handling of pseudonyms containing the H-GMLC address is described in chapter 9.1.1. Some other pseudonyms, which also may be used for location services, may contain the address of the network element that issued the pseudonym. In such cases the GMLC (R-, H-, V-) may retrieve the verinym, i.e. MSISDN of the target UE, from the network element that issued the pseudonym; the further details of such functionality is for further study and could involve e.g. the Lpp interface. 
***** NEW INFORMATIVE ANNEX to 23.271 ***** Annex D (Informative):
Handling of pseudonyms in location services

There is a requirement in place on anonymity for both the requestor and the target in the LCS Stage 1, TS22.071, and there are or will be new regulatory requirements to support anonymity in location services in some countries. It is seen as a basic service requirement that the user should be able to request anonymity at will.
There are various methods available for providing anonymity-support for LCS. One model has been described by the GSM Association in the LS in tdoc S2-021104 to 3GPP. In short, GSMA’s model introduces the following logical architecture.
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Figure Annex D.1; GSMA logical model to support anonymity

In this PUSH model the pseudonym of the target UE is always generated for certain LCS clients on behalf of the terminal’s subscriber without a specific request.
The PUSH model describes the case when the target UE requests its own location using e.g. SMS or WAP. SMS and WAP functions currently have problems in supporting anonymity, because the SMS/WAP gateways forward the originating MSISDN to the receiver. This weakness may be resolved in practise e.g. such that the SMS or WAP Gateway requests pseudonyms from a common device (PMD), as shown in Figure D.1. This solution is not LCS specific and is characterized by the following:

· The SMS/WAP gateway inserts pseudonyms in all SMS/WAP messages, which the gateway forwards to the receivers (LCS clients) defined by the operator in advance. It is noted that the target UE cannot refrain from using pseudonyms in this case.

· The solution only supports the case when the target UE is requesting its own location.

It was found that gateway solution described above does not support all use cases and service requirements. There is a need to support the anonymous target UE also in the case when an LCS client or the requestor is someone else than the target UE itself. 
An alternative approach to support pseudonyms is shown below. This approach is being studied in the Liberty Alliance Project, see http://www.projectliberty.org/.
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Figure Annex D.2; Logical model to support anonymity

In this PULL model the LCS client requests the pseudonym from the Gateway before accepting the service request from the terminal. The pseudomym is generated in the IDP /PPR and forwarded by the Gateway to the LCS client. The LCS client includes the pseudonym in the location service request to GMLC. Step 6 is not needed in case GMLC decrypts the pseudonym itself.

For roaming cases there is a need to include the address of the target UE’s Home-GMLC in the pseudonym, so that the Requesting-GMLC can forward the location request to H-GMLC. 
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