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1. Introduction

In the current 23.240 v0.9.1, we do not have any sections discussing charging aspects. From current GUP reference architecture, it shows that GUP server will do lots of transactions by providing information for users.  The following section proposes that a charging record should be able to be generated in the GUP server and by the Data Repositories.

2. Proposal

As we know that GUP server is used for user who can have a single access with authentication and authorisation to any services provided by home network. Current SA 2 work on charging is clearly moving from the R’97 ‘volume’ based charging to more sophisticated charging methods. In general, operators prefer that charging records are raised at places where they can contain as much useful information as possible.

Therefore, the GUP server should have the capability to generate charging record for any transaction made for a user. This is particularly necessary for the handling of legacy data bases which are unable to generate their own CDRs.

In contrast, some more modern data repositories may have the capability to generate charging records. These data repositories would be able to generate more accurate CDRs than the GUP sever. Hence the architecture should allow for CDR generation at the data repository.

The need to handle both old and new data repositories leads to the need for the architecture to support CDR generation at both GUP Server and Data Repository, and, for the means to correlate these CDRs.

For example, when a user wants a data synchronisation between his/her all terminals (such as handset, PDA and laptop), he/she needs to access the GUP server first for the signal authenticated and authorised access. Then a device manager will do the synchronisation for the user. Therefore, as a completed procedure, the GUP server provide the transition for the user, the transition should be charged either in GUP server or individual application server. 

In terms of different data repository for storing different data, some data storage does not have any charging mechanisms and charging records. In order to guarantee that charging information is collected for all transactions, a CDR should be generated for every transaction/event in GUP server. 

3. Actual Context in Section 4.1.9

4.1 GUP Functionalities

Editor’s Note: 

[This clause is to highlight the initial functionalities to be included in the specification. This also provides a logical architecture of GUP whereby physical architectures are expected for further study.]

4.1.1 Harmonised access interface

The GUP harmonized access interface is the interface which can be used by the GUP suppliers and GUP consumers to access, manage and transfer the profile data. This application layer interface is independent of the profile structure. 

4.1.2 Single Point of Access

There exists for each Profile a single point of access, which knows the location of the various components of the Profile. 

4.1.3 Authentication of profile access

A GUP functionality exists that is responsible to authenticate applications. Authentication is a vital function to be passed before any kind of access to GUP data is granted. GUP shall adopt a generic mechanisms such as used for the OSA framework approach.

4.1.4 Authorisation of profile access

A GUP functionality exists that is responsible to authorise applications to access GUP data based on User specific privacy rules. All attempts to access the GUP data are to be authorised according to the defined policies.

The GUP data structures need to satisfy the requirement to provide the authorisation information on the different levels: profile, component or data element. In addition to the generic authorisation data, additional service specific data may be defined (e.g. for LCS). The same applies for the authorisation decision logic. How the generic decision logic is defined and provided is FFS.

4.1.5 Privacy Control 

The tight connection of Authentication, Authorisation and subscriber specific privacy requirements results in Privacy control. Privacy control implies a centralized management for access rights including the subscriber’s privacy requirements.

Editor’s note: results are expected from the investigation on the feasibility study considering “Generalised privacy capability” (WI agreed at SA#17).

4.1.6 Synchronisation of data storage

Editor’s note: this issue is under further investigations. Either an application is notified and requests the modified GUP data or the data modification is pushed to the application.
4.1.7 Access of profile from visited network

Access to GUP from a visited network shall follow the single point of access principle.

4.1.8 Location of Profile Components

A GUP functionality exists that keeps information where GUP data are located.

Editor’s note: Further details are expected.
4.1.9 Charging Components
A CDR should be provided in GUP server for transaction event charging.
A CDR should be provided in GUP data repository for transaction event charging.

Means shall be provided to correlate these CDRs and/or to “zero rate” one of them.
4. Conclusion

This paper proposed that a CDR should be generated in GUP server and Data repository for every transaction made by a user. 

We would like to have the above revision marked text added to 23.240. 

