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Introduction

This contribution analyses the current IMS architecture and proposes decomposition of functionality into that which is access specific and that which is access independent. This allows common elements with 3GPP Release 5 IMS (specifically related to SBLP) to be highlighted and interfaces proposed between the various different access networks and IMS to allow access independent IMS services.
Review of 3GPP QoS Mechanisms

3GPP Release 5 IMS includes optional SBLP which provides the coupling between a native IP application and the access network, see Figure 1. Hence, it is prudent to first examine the assumptions made by SBLP:

i) it assumes a Layer 2 session establishment capable of transporting application based authorization tokens

ii) it assumes the Layer 3 address in the access network is identical to that in the application domain, i.e., tunnel encapsulation/decapsulation cannot exist between the client and a gateway located between the access network and the application server

iii) it assumes a Layer 3 host address uniquely identifies a user for the application of QoS policy at both layer 2 and layer 3, i.e., a collapsed Layer 2 and Layer 3 gateway
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Figure 1: 3GPP R5 Collapsed Layer2/layer 3 functionality for SBLP
It is evident that there are cases when the above assumptions are no-longer valid when examining access independence to IMS, for example:
· When mobile IP is used to provide IP service continuity, e.g., CDMA2000
· When IMS services are offered via a remote access VPN service using an IPSec client initiated tunnel

· When Layer 2 QoS is implemented on an Access Point and Layer 3 QoS/CoS is implemented on a last hop router.
Hence, it is proposed that for 3GPP Release 6 IMS Access Independence, the 3GPP Release 5 architecture be generalised to allow for the functional decoupling of layer 2 QoS and layer 3 QoS/Cos, hence supporting all the above scenarios. This splitting of access dependent Layer 2 QoS from access independent Layer 3 QoS/Cos will allow the latter to be re-used irrespective of the access techniques used.
Access Independent Scenarios
Figure 2 indicates three different scenarios and how layered decomposition applies. The first shows the 3GPP Release 5 functionality where a single collapsed functional entity is used to control the layer 2 RAB QoS and the layer 3 access control gating functionality. The second scenario shows a 3GPP2 service using Mobile IP and where layer 3 CoS/QoS is implemented on a separate network entity. Finally, the third example shows a QoS aware WLAN Access Point (e.g., compliant to 802.11e HCF controlled channel access), an Access Zone Router (AZR), a Packet Data Gateway (e.g., see 23.234) providing mobile IP home agent functionality to support session continuity between different subnets and policy enforcement to the Wi interface.

[image: image2]
Figure 2: Example decomposition of layered functionality
Hence, it is proposed that IMS Access Independence should allow for the above scenarios by allowing for the functional decomposition between layer 2 and layer 3 domains, such that:

1) The ability of the IMS is enhanced to enable the definition of a layer 2 resource on any network used to access IMS

2) The ability of the IMS to enable the definition of a layer 3 resource on any network used to access IMS
Architecture of decomposed layer 2 and layer 3 QoS
Figure 3 describes the information flows necessary to implement layer 2 QoS independently from Layer 3 QoS/Cos. Since the IMS access independence mechanism needs to allow QoS to be implemented on a pure layer 2 device (e.g., an 802.11 Access Point) then there needs to be an additional procedure whereby the individual layer 2 flows can be identified. In this example, this information is provided by additional information elements, e.g., using a SIP P-header.

[image: image3]
Figure 3: Decoupled Layer2 and Layer 3 functionality for IMS Access independence
Comparison with existing Release 5 Architecture
When examining 23.107/23.207, it is evident that when dealing with IMS Access Independence, new terminology is required. In 3GPP Release 5, the “gateway” functionality is responsible for both layer 2 specific UMTS BS management and also layer 3 QoS, see Figure 4. 
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Figure 4: Existing Management Functions for end-to-end IP QoS

For IMS Access independence, it is proposed that the existing R5 gateway functionality is decomposed between the “UMTS BS Gateway” and an “IMS IP Gateway”, as shown in Figure 5. Two new interfaces are required to be defined to the UMTS BS gateway. Here the control interface has been termed Go’ and the user plane interface termed Gu. Furthermore, the existing Gm interface is augmented to transport layer 2 flow identifiers, here termed Gm’.
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Figure 5: Management Functions for Access Independent End-to-End QoS
It is FFS whether Admission Control functionality is required in the IMS IP Gateway.

The Go’ Interface requirements include:

· Transporting Layer 2 flow identification

· Transporting QoS information per layer 2 flow (in an access independent way)
· Indication of layer 2 context release
· Indication of layer 2 context modification

Whilst Figure 5 shows the Go’ interface being between the UMTS BS Gateway and the IMS IP gateway, logically this interface may be directly between the UMTS BS Gateway and the PDF.
Application Layer Identification of Layer 2 flows at Gm’
It has been shown that in order to allow access independence to IMS services, it is necessary to be able to implement layer 2 QoS independently from layer 3 Cos/QoS. Each individual layer 2 technique will implement flow identification independently, e.g.:

· IMSI, NSAPI and APN used to identify UMTS layer 2 flows together with the identity of the UMTS BS Gateway; 
· IEEE 802.11 MAC address and Traffic Stream Identifier (TSID) used to identify 802.11e layer 2 flows together with the identity of the WLAN 802.11e Access Point;
· Mobile Station ID (MSID) and Service Reference ID (SRIS) used to identify 3GPP2 layer 2 flows together with the identity of the PDSN.
Techniques for transporting such layer 2 flow identities needs to be defined, e.g., using SIP P-headers. 
Proposal
This contribution proposes an architecture for IMS access independence. Fundamentally recognising that other access techniques do not provide a collapsed layer 2 QoS and layer 3 QoS/Cos entity, this contribution proposes a decomposition of existing defined 3GPP functionality into that which is access independent (corresponding to the IP BS manager) and that which is access dependent (corresponding to the Layer 2 access BS manager). 
Such an architecture requires 3GPP to define the bearer and control interfaces between the layer 2 and layer 3 elements as well as augmenting the definition of the current Gm interface to allow the identification of layer 2 flows.
Such an approach is then compatible with a number of scenarios which can occur when considering access independence to IMS, including:

· The use of Mobile IP for session continuity whereby the IP BS Manager needs to be implemented between the MIP HA and the Correspondent Node

· The use of WLAN access where WLAN 802.11e QoS is implemented on a pure layer 2 device

· The use of Client Initiated Tunnels (E.g., IPSec, MIP) for accessing IMS when roaming on WLAN.

A companion Change Request to the TS on “Commonality and Interoperability between IMS CNs” is proposed in TDOC S2-030112.
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