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1. Introduction

This contribution proposes new clause of WLAN interworking  procedure from the point of  the current WLAN architecture of TS 23.234 V1.3.0.

2. Discussion

The current TS 23.234 v1.3.0 does not include the WLAN interworking procedure for scenario2 or scenario3. This contribution proposes typical two WLAN interworking procedures in new clause 8.

3. Proposal

It is proposed that the new chapter as shown below should be incorporated into TS23.234.

------------Start of Change--------------------

8 WLAN Interworking Procedure

This section describes typical two WLAN interworking procedures for scenario2 or scnario3.

8.1 Access to an Intranet or ISP for scenario2 or scenario3

(1) The UE is given an address belonging to the Intranet/ISP addressing space. The address is given either at subscription in which case it is a static address or at authentication phase in which case it is a dynamic address. This address is used for packet forwarding between UE, WLAN AN and IP network for scenario2 or between UE, WLAN, 3GPP network and IP network for scenario3. 
(2) The UE shall send an authentication request to 3GPP AAA server at authentication phase (EAP-SIM or EAP-AKA) and the AAA server may allocate IP address or request the allocation of IP address to a server like DHCP belonging to the Intranet/ISP for scenario2 or scenario3;
(3) APN is communicated between UE and 3GPP AAA server by extension of EAP etc. APN is used also for scenario2 for consistency of authentication/authorization procedure.3GPP AAA server verifies APN information and authorizes the user to use the requested IP based service for scenario2 or scenario 3.
 Service capability parameter such as direct access from WLAN AN to IP network without passing 3GPP network for scenario3 may be also communicated between UE, WLAN AN and 3GPP server.
(4) the protocol configuration parameters are retrieved (if requested by the UE at authentication phase) from 3GPP AAA server and/or DHCP server belonging to the Intranet/ISP for scenario2 or scenario3. The tunnelling parameters are also retrieved from 3GPP AAA server if required. Theses parameters are sent to WLAN AN and UE over DIAMETER for scenario2 or scenario3. Also, these parameters are sent to Packet data GW for scenario 3.;
(5) With Ipv4, The 3GPP AAA server deduces from the APN:

-
The server(s) to be used for address allocation, authentication and protocol configuration parameters retrieval;

-
The protocol like DHCP to be used with this server

-
the communication and security feature needed to dialogue with this / those server(s) e.g. tunnel, IPSec security association.
As an example the AAA server may use one of the following options:

-
3GPP AAA server for authentication by DIAMETER and IP-address allocation. The AAA server responds with either an Access-Accept or an Access-Reject to the DIAMETER client in the WLAN AN;

-  3GPP AAA server for authentication by DIAMETER and DHCP for host configuration and address allocation. The AAA server responds with either an Access-Accept or an Access-Reject to the DIAMETER client in the WLAN AN. After a successful authentication, the DHCP client discovers the DHCP server(s) in the ISP/Intranet and receives host configuration data.
(6) When using IPv6 Address Autoconfiguration (either Stateless or Stateful), whether to use stateless or stateful address autoconfiguration procedure is configured per APN in the AAA server. For APNs configured as stateless, the AAA server shall only use the Prefix part of the IPv6 address for forwarding of IP packets. The size of the prefix shall be according to the maximum prefix length for a global IPv6 address as specified in the IPv6 Addressing Architecture( RFC 2373 ).

The AAA server deduces from local configuration data associated with the APN:

-
IPv6 address allocation type (stateless or stateful);

-
the source of IPv6 Prefixes in the stateless case (3GPPnetworks internal prefix pool, or external address allocation server);

-
any server(s) to be used for address allocation and protocol configuration parameters retrieval (e.g. IMS related configuration);

-
the protocol e.g. DIAMETER, to be used with the server(s);

-
the communication and security feature needed to communicate with the server(s);


As an example the 3GPP AAA server may use one of the following options:
-
3GPP AAA server for authentication by DIAMETER and 3 GPP networks Prefix pool for IPv6 prefix allocation. The 3 GPP AAA server responds with either an Access-Accept or an Access-Reject to the DIAMETER client in the WLAN AN;

· 3GPP AAA server for authentication by DIAMETER and DHCP for IPv6 prefix allocation. The 3GPP AAA server responds with either an Access-Accept or an Access-Reject to the DIAMETER client in the WLAN AN.

(7) WLAN AN sets up appropriate tunnels (i.e. IP in IP, GRE, L2TP, etc) with the remote tunnel end point for scenario2 or scenario3.

8.2 Interworking with IMS for scenario3

(1) When the UE connects to the IP Multimedia Core Network Subsystem (IMS), specific parameters may be handled by 3GPP AAA server, Packet data GW and UE. The IMS specific parameters are: IMS signalling flag, P-CSCF address request, returned P-CSCF address (es), media authorization token(s) and flow identifier(s). 
For interworking with the IMS, the Wp interface is used to policy control and correlation of the session (SIP/SDP) and the IP bearer. Wp interface should be the same as Go interface over PS domain.

The mechanisms in 3GPP AAA Server and Packet data GW to support IMS shall be:

-  P-CSCF discovery and PDF determination
- Dedicated signalling bearers; with associated static packet filters to permit signalling to/from  designated servers

· Wp  interface for charging correlation and policy control of bearers for IMS session.
     (2)  In the case when WLAN AN is an IP based network and Packet data GW is not provided within 3GPP network, WLAN AN may be connected directly to the entry point of IM CN subsystem, i.e. P-CSCF.

PDF shall also be determined  using DNS access or locally preconfigued list after discovery procedure of P-CSCF. The WLAN AN may have the same functionality as Packe data GW to exchange the information with 3GPP AAA server .

(3) Prior to communication with the IM CN subsystem, the UE 

a) performs step (1) to (6) in subclause 8.1. Note that UE is currently allocated Ipv6 address only for IMS access.
b) P-CSCF discovery procedure between UE, WLAN AN and 3GPP AAA server

To acquires a P-CSCF address (es) by 3GPP AAA server
The methods for P-CSCF discovery are:

I.  employ Dynamic Host Configuration Protocol for IPv6 (DHCPv6) draft-ietf-dhc-dhcpv6, the DHCPv6 options for SIP servers draft-ietf-sip-dhcpv6 and if needed DNS.



The 3GPP AAA server shall either:

-
in the DHCP query, request a list of SIP server domain names of P-CSCF(s) and the list of Domain Name Servers (DNS); or

-
request a list of SIP server IPv6 addresses of P-CSCF(s).

II.  transfer P-CSCF address (es) as locally preconfigured list during P-CSCF discovery procedure between UE, WLAN AN and 3GPP AAA server.


The UE or WLAN AN shall indicate the request for a P-CSCF address to the 3GPP AAA server over EAP.

The 3GPP AAA server can freely select method I or II for P-CSCF discovery. In case several P-CSCF addresses are provided to the 3GPP AAA server, the selection of P-CSCF address shall be performed according to the resolution of host name.  If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the 3GPP AAA server is implementation specific.
c) IM CN Subsystem Signalling Flag exchange between UE, WLAN AN and 3GPP Server over EAP.　 


The UE or WLAN AN indicates the IM CN Subsystem Signalling Flag to the 3GPP AAA Server. Upon successful IP connectivity network bearer establishment, the WLAN receives an indication from 3GPP server in the form of IM CN Subsystem Signalling Flag parameter. If the flag is not received, the WLAN AN shall consider the IP connectivity network bearer as a general-purpose IP connectivity network bearer.
(4) PDF is decided using DNS access, etc. by 3GPP AAA server as described in (2).  These parameters described in (3) and (4) are sent from 3GPP AAA server to Packet data GW to routing the IP tunnel to IM CN subsystem.
(5) WLAN AN establishes a IP tunnel set up (i.e. IP in IP, GRE, L2TP, etc) used for SIP signalling according to the APN. This IP tunnel shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration.
(6) The Packet data GW shall choose one of the following options when performing establishment of the IP Connectivity Network bearer as a result of step (3)-c). 

- A dedicated IP connectivity network bearer for SIP signalling:
- A general-purpose IP connectivity network bearer:
(7) When IP signalling bearer connection from UE to P-CSCF is established, registration procedure by SIP message can be proceed.
------------End of Change--------------------




















































































































































