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5.1 Presence Server

The Presence Server shall reside in the presentity's home network.

The Presence Server shall be able to receive and manage presence information that is published by the Presence User/Network/External agents, and shall be responsible for composing the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. The composing process to create the single presence document may involve complex transformations of presence information such as modifying the presence information from one presence source based on information from another presence source.

The mechanisms for combining the presence related information shall be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server shall be capable of receiving and composing the Presence information received in the standardized formats from authorized sources regardless of the source of the information or the ability to interpret the information contained in the presence tuples. The information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall be able to perform content indirection mechanism when the presentity indicates content indirection as per draft-ietf-sipping-content-indirect-01 [12a].  Thus, the Presence Server shall support the sufficient security and charging procedures for the IP connectivity network bearer connection service using for example, HTTP for publishing presence information.
The Presence Server shall also allow watchers to fetch and subscribe either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. 

The Presence Server shall support SIP-based communications for publishing presence information.

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. The Presence Server is a SIP Application Server as defined by 3GPP TS 23.228 [9], and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall provide Subscription Authorization Policy. The Subscription Authorization Policy determines which Watchers are allowed to subscribe to a Presentity’s Presence information. 

The Subscription Authorization Policy also determines which tuples of  the Presentity’s Presence information the watcher has access. It shall be possible for the Presentity’s Presence User Agent to provide the Subscription Authorization Policy or it may be configured by the operator as part of the service provisioning.
The Presence Server may provide a filtering function that is used to limit the information that is delivered to a watcher.  After subscription the authorized watchers get notified of the actual Presence Information based on the Subscription Authorization Policy and the filters set by the watcher in the subscription.

The Presence Server shall collect watcher information to enable presentity to obtain information of the watchers that are or have been requesting, fetching or subscribing presentity's presence information. Service provider shall be able to define the maximum time period over which information is collected and stored. The watcher information list shall include:

-
identity of the watcher (unless anonymity was requested);
In case of anonymous watcher, the identity of the watcher shall not be provided to the presentity. The presentity shall be able to determine that an anonymous watcher has requested, fetched or subscribed presence information of the presentity including related information as specified in this list without revealing the watchers identity.

-
time of the request, fetch or subscription;

-
length of the subscription; and

-
state of the request or subscription.

The Presence Server shall be able to support the presentity obtaining the above watcher information. The Presence Server shall be able to receive watcher information fetches and subscriptions from the presentity. These watcher information fetch and subscribe requests shall be able to contain filters which define

-
what watchers the presentity is interested in;
Possible categories are:
-
all watchers;
-
defined watchers;
-
new, unauthorised watchers; and
-
defined and new, unauthorised watchers.

-
what information the presentity is interested in; and

The information is all or part of the watcher information list as defined above. 

-
the length of the watcher information history collection period that the presentity is interested in.

In response to watcher information fetches, the presence server shall be able to provide requested watcher information to the presentity. In response to watcher information subscriptions, the presence server shall provide notification to the presentity of the current state of the subscribed watcher information. When there are subsequent changes in the subscribed watcher information, notifications of the changes in watcher information are sent to the presentity.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

When the presentity is associated with a UE that has subscribed to an IMS network, according to the home control model its Presence Server shall also be located within the presentity's home IMS network.
5.2 Presence Agent Elements

The Agent elements in the Presence Architecture are functionally distinct from the Presence Server functional element.  The generic function of the Agent elements is to make presence information available to the Presence Server element in standardized formats across standardized interfaces.

5.2.1 Presence User Agent

The Presence User Agent element shall provide the following functionality:

· The Presence User Agent shall collect Presence information associated with a Presentity representing a Principal.

· The Presence User Agent shall assemble the Presence information in the format defined for the Peu reference point.

· The Presence User Agent shall send the Presence information to the Presence Server element over the Peu reference point.
· The Presence User Agent shall have the capability to indicate the support of content indirection mechanism.
· The Presence User Agent shall be capable of managing the subscription authorisation policies.

· The Presence User Agent shall handle any necessary interworking required to support terminals that do not support the Peu reference point.

From a conceptual view, the Presence User Agent (PUA) element resides between the presence server and the user’s equipment as illustrated in the reference architecture in figure 4.2-1. In reality, a Presence User Agent may be located in the user’s terminal or within a network entity. 
Where the PUA is located in UE, the UE shall support the Peu reference point to the Presence Server as illustrated in Figure 5.2.1-1 below. 
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Figure 5.2.1-1. UE based Presence User Agent

Where the PUA is located within the network, the particular network entity shall support the Peu reference point to the presence server as illustrated in Figure 5.2.1-2. In such a case an additional functionality may be required to resolve the location of the presence server associated with the presentity. 

In this case, the interface between the terminal and the Presence User agent is outside of the scope of the present document.
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Figure 5.2.1-2. Network based Presence User Agent
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