3GPP TSG-SA2 Meeting #28 
S2-023666

Bangkok, Thailand, 11-15 November, 2002

Title:

Rel6 policy control: Approval of QoS commit

Source:
Nortel Networks
Agenda Item:
 9.5

1 Introduction

This paper proposes some more detailed flows for the release 6 work item “FS on Dynamic Policy control enhancements for end-to-end QoS”. Similar flows have been presented at SA2#27 and raised a need for clarification of the PDF and AF roles. This document proposes to clarify these roles and aligns the flows with the clarifications.

2 Information flows

2.1 Approval of QoS Commit

The PDF uses information received from the application function, in order to enable the authorised QoS resources.

The PDF controls the gate(s) but opens the gate(s) only if it gets an indication from the Application Function. Depending on operator configuration the Application Function may also enable the authorised QoS resources during the authorization procedure. 
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Figure 1:  Approval of QoS commit

1) A trigger is received at the AF e.g. a Session Control message is received by the Application Function, or an internal action at the AF triggers the need to enable the flow for the application.
2) The Application Function sends an open gate indication to the PDF.

3) The PDF enables use of authorised QoS resources.

4) The PDF reports the successful operation to the Application Function.

5) Session control continues.

2.2 Example of approval of QoS Commit, P-CSCF is Application Function


[image: image2.wmf] 

GGSN

 

PDF

 

(1)200

 

(6)200

 

(3) DEC

 

(4) RPT

 

P

-

CSCF

 

(2) Open gate

 

(5)Ack

 


Figure 2:  Example IMS flow of approval of QoS Commit

1) The P-CSCF receives the 200 OK response to the INVITE request. 

2) The P-CSCF sends a message to the PDF to indicate the opening of the gate.

3) The PDF shall send a COPS DEC message to the GGSN to open the ‘gate’ e.g., enable the use of the authorised QoS resources.

4) The GGSN receives the COPS DEC message and opens the ‘gate’ e.g., enables the use of the authorised QoS resources, and sends a COPS RPT message back to the PDF.

5) The PDF informs the P-CSCF that the gate was successfully open. 
6)
The P-CSCF forwards the 200 OK message to the UE for the originating side and for the terminating side, to the terminating S-CSCF.

3 Proposal

It is proposed to add make the changes to add the flows shown in 3 inside the “Information flows” section of the TR.
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