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************************* First set of changes ************************
4.2.3
Support of roaming users 

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming subscriber is in the Home network, e.g., the Serving-CSCF is located in the Home network. 
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Figure 4-1: Service Platform in Home Network
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Figure 4-2: External Service Platform

There are two possible scenarios to provide services:

- via the service platform in the Home Network

- via an external service platform (e.g. third party or visited network)

The box representing the external service platform could be located in either the visited network or in the 3rd party platform. The standardised way for secure 3rd party access to IMS services is the OSA framework, see section 4.2.4. 

The roles that the CSCF plays are described below. 

-
The Proxy-CSCF is located in the same network as the GGSN. The Proxy-CSCF shall enable the session control to be passed to the Serving-CSCF.

-
The Serving-CSCF is located in the home network. The Serving-CSCF shall provide the service control.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the Serving-CSCF is located in the same IM CN SS.

Reassigning the Proxy-CSCF assigned during CSCF discovery is not a requirement in this release. Procedures to allow registration time Proxy-CSCF reassignment may be considered in future releases.

Network initiated Proxy-CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating-CSCF(THIG)s, to be included in the SIP signalling path is optional. Such additional CSCFs may be used to shield the internal structure of a network from other networks. See also sub-clauses 4.4 and 4.6.2.1.

********************* Next set of changes *********************
4.4
Signalling concepts

A Single session control between the UE and CSCF. For Multi-Media type services delivered via the PS Domain within this architecture, a single session control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point). 

Protocols over the Gm reference point. The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture will be based on SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements required to support 3GPP’s needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk. A single session control protocol shall be used on the session control interfaces between: 

· MGCF and CSCF (Mg), 

· between CSCFs (Mw), and

· between a CSCF and external IP networks (Mm).

· Between CSCF and BGCF (Mi)

· Between BGCF and MGCF (Mj)

· Between BGCF and BGCF (Mk)

Protocols for the Mw, Mm, Mg, Mi, Mj, Mk. The single session control protocol applied to these interfaces will be based on SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements required to support 3GPP´s needs).

UNI vs. NNI session control. The SIP based signalling interactions between CN elements may be different then SIP based signalling between the UE and the CSCF.

Based on operator preference, network configuration hiding may be applied. If network configuration hiding is applied, then the I-CSCF(THIG) shall be used in order to fulfil the requirements as identified in TS 22.228 [8]. It is used to  restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. A more detailed motivation for such functionality is given in Annex C. 

Restrict access from external networks. The signalling solution shall allow the operator to restrict access from external networks (application level).

Access to HSS. A network operator can control access to the HSS.

********************* Next set of changes *********************
Annex C (informative):
Optional configuration independence between operator networks

The I-CSCF (THIG) functionality may be used to hide the network topology from other operators. It shall be possible to restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. 

The specific mechanism chosen needs to take into account the following separate aspects:

Network management. In the case that network details (i.e. S-CSCF addresses) are visible by other external network elements, any (temporary or permanent) changes to the network topology need to be propagated to network elements outside of the operator’s network. This is highly undesirable from a network management perspective. 

Network scalability. Establishing security associations on a pair-wise basis among all CSCFs is likely to be unscalable. The security associations shall be independent of the number of network elements.

Competitivity aspects. The operational details of an operator's network are sensitive business information that operators are reluctant to share with their competitors. While there may be situations (partnerships or other business relations) where the sharing of such information is appropriate, the possibility should exist for an operator to determine whether or not the internals of its network need to be hidden.

Security aspects. Network element hiding may help to reduce the vulnerability of the overall system to external attacks (e.g. denial of service attacks). Further work is needed in this area.

********************* End of all changes ********************* 
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