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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

1
Scope

Editor’s note : Identify and analyse possible system architectures for allowing WLAN based radio networks to Interwork with 3GPP based systems. 

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.002: "Network architecture".

3
Definitions, symbols and abbreviations

3.1
Definitions

3.2
Symbols

For the purposes of the present document the following symbols apply:

3.3
Abbreviations

PDA

Personal Digital Assistant

WLAN
Wireless Local Area Network

4
WLAN Radio networks 

Editor’s notes : Provides a high-level description of WLAN technologies/standards.  This section is identical to the one in the TS

4.1
WLAN Networks interworking with 3GPP

5
High-level Requirements and Principles

Editor’s note : Provides the high-level functional requirements for the Interworking between WLAN and 3GPP system from a Mobility Management perspective. Primarily this section would address scenario 4 and higher as defined in TR22.934.

5.1
Mobility Management Requirements

Editor’s note : Lays out the requirements for supporting scenarios 4 and above from the perspective of  functional requirements on the user equipment and the WLAN & 3GPP networks

· Mobility management within the WLAN is out of scope for 3GPP.

· Mobility management to handle scenario 4 is restricted to IP macro-mobility management.

· Macro-mobility should not trigger any perceived IP address change on crossing a 3G-WLAN boundary
· . For instance, applications should be able to use the same IP address(es) as the one(s) previously used across the boundary.

· Minimal impact on the 3GPP networks.

· Minimal impact on the WLAN networks.

· The architecture for mobility management should minimize as far as possible the dependence of entities external to the operator network.

· As much as possible existing standardized protocols and methods, for example IEEE, IETF and 3GPP protocols, should be used so as to minimize standardization time and lower costs of deployment, administration and maintenance.

5.2
Mobility Management Principles

Editor’s note : This section lists the major principles behind supporting scenarios 4 and above and lists key requirements of  these principles and recommends protocols and standards that the different network entities should support in order  to meet these principles.

5.3
Mobility Management Methods

Editor’s note:  The purpose of this section is to list proposed methods (to achieve Mobility Management for PS services) and to provide the corresponding  message flows.

5.3.1 
General Requirements

5.3.2 
Access and Mobility Management method 1

Mobile IP is a mobility mechanism that satisfies the requirements for providing scenario 4 interworking with WLAN networks.

On entering a WLAN network the UE would register its acquired address in the WLAN network with a Mobile IP Home Agent. This registration mechanism would associate the UE’s home IP address  with its acquired IP address in the WLAN network. The Home agent would then take on the responsibility of intercepting traffic destined to the UEs home IP address and redirecting it to the UE’s current point of attachment to the network. 

When Mobile IP is used to support mobility, the location of the Home Agent in relation to GPRS/UMTS network should consider the following requirements:

· Operators’ control over Traffic Diverting  (Mobile Tunnelling). It should be combined with  security and restrictions of network resource access  based on  policies.

· Maximise Control Efficiency:   The location of the Home Agent should allow for maximum use of the existing GPRS/UMTS network functions  including the  control and packet forwarding functions, GPRS/UMTS mobility and location management, GPRS/UMTS registration and integrated AAA function. One possible solution is to co-locate the Home Agent functions within GGSN.

· Minimum Impact of integrating Mobile IP function on existing and future  GPRS/UMTS Architecture: The location of Home Agent should lead to  a cost-effective and easy migration path to future  GPRS/UMTS architecture.

· Maximum Control simplicity and Scalability: integrating Mobile IP functions into GPRS/UMTS architecture should not cause unnecessary complexity or comprise the scalability of either GPRSW/UMTS network  or Wireless LAN.
· Maximum re-use of Mobile IP standards

6
Interworking Architecture 

6.1
Reference Model 

Editor’s note : This section contains the interworking reference model for support of scenarios 4 and above for both a  Roaming and a non Roaming case

Editor’s note : The term roaming is used here when referring to roaming between 3GPP networks. However, an intermediate aggregator or a chain of intermediate networks may possibly separate the user when accessing the WLAN from the 3GPP home network.

6.1.1
Non Roaming WLAN Inter-working Reference Model

6.1.2 
Roaming WLAN Inter-working Reference Model

6.2 
Network elements

Editor’s note: This section contains details of the different entities that make up the interworking architecture models for scenarios 4 and above. It lists the different entities, their locations, and the functions that they are responsible for.
6.3
Reference Points

Editor’s note: This section contains details of the various interfaces between the entities discussed in the section above. The details include details of the protocols that cross the reference points, where these protocols are standardised, what these protocols transport and the functionality of the reference points.
6.3.1
Ref Pt. 1

6.3.1.1 
General description

6.3.1.2 
Functionality

6.3.1.3 
Protocols

7
Procedures

Editor’s note: This section contains procedures and interactions between entities for achieving various aspects of scenario 4 interworking.
8
Conclusion

Editor’s note : Concludes on which architecture alternative(s) can be specified and how specific functionality can be realised.

Annex A (informative):
Possible Mobility Options

A.1 Case of Mobile IP

A.1.1 The possible locations of Mobile IP Home Agent

Taking into account of the functions of standard Mobile IP’s Home Agent and the standard architecture and the functions of GPRS/UMTS network elements, three possible locations have been identified for the Home Agent.

Option I: A Home Agent separate from  GPRS/UMTS

From the mobility management points of view, this is the most straightforward option where Mobile IP operations are completely separate from those in GPRS/UMTS. According to the standard specification of Mobile IP, the Home Agent is the router on a mobile node’s home link which is used by the mobile node to receive and send  packets when it is connected to the Home Network). This means that the Home Agent must be located within the subnet where the home link of the mobile is connected. The potential implications are:

· Distributed  control of “Home Network Resources : Wireless LAN, GPRS, UMTS”: security, service protection,  restricted resource access, … It may be more robust to network fault but  potentially be complicated  in managing the network resources.

· Full  HA Functions without exploiting existing GPRS/UMTS (e.g. GGSN) packet forwarding  function: essential use of  Proxy ARP/Proxy Neighbour Advertisement to intercept Packets to the mobile.

· Flexible but more complicated network architecture : it is especially suitable when mobiles belong to different subnets that are  operated by different operators/ISP. For the subnets that belong to the same opeator, it is necessary to decide if HA or GGSN needs to “intercept” packets for forwarding to the UE, depending who is the home network. 

· Dual Mobile IP and GPRS/UMTS Control Functions: e.g. GPRS/UMTS registration and authentication and secure  Mobile IP Registration and binding update are performed separately.
· A must for non-GPRS/UMTS operators or in areas where GPRS/UMTS is not available.
· Independent evolution of Mobile IP and GPRS/UMTS functions. A separate Home Agent from GPRS/UMTS allows for independent  evolution  and changes of both Mobile IP and GPSR/UMTS without affecting the other. This is particularly important when the two are studied by different standard bodies.

· Independent Scalability:   Separation of the Home Agent from the GGSN allows independent growth of support for mobile / Wireless LAN  traffic without necessitating changes to the GPRS/UMTS network. This is particularly important as  GPRS/UMTS and WLAN traffic is likely to grow ant different rates.
Finally, due to the special need for the Home Agent to be on the home link of the mobile so as to intercept the packet while the mobile is away from the home network, each subnet serving as the home network must have a Home Agent to support Mobile IP. 

Option II : A Home Agent “co-located” with GGSN 

Taking into account of the functions of GGSN, it is possible to co-locate Home Agent with GGSN. The co-located Home Agent is defined to be that the Home Agent functions are performed by the GGSN. 

 In comparison with Option I, this co-located Home Agent option is a cleaner approach in terms of the functional requirements for  both Mobile IP (agent discovery/advertisement/binding update/packet tunnelling)  and GPRS/UMTS  (authentication, packet forwarding, filtering, etc). 

The potential implications are :

· Centralised control of Operator’s “Home Network Resource”: security, service protection,  restricted resource access, ...

· Simplified HA Function: re-use GGSN-based Packet Forwarding function and  therefore no use of  Proxy ARP/Proxy Neighbour Advertisement to intercept Packets to UE.

· Improved Control Efficiency: e.g.  re-use or integrated GPRS/UMTS registration and authentication and secure  Mobile IP Registration and binding update.

· Easier migration to integrated UMTS R5 and Wireless LAN: supporting AAA and  Policy Management, 

· A natural extension of GGSN function: GGSN has built-in HA/FA function.

· Restricted Mobile IP functions for non-GPRS/UMTS operators.

· Potential performance impact  on the GGSN being the central location for both GPRS/UMTS and Mobile IP traffic forwarding and tunnelling.

More importantly, this implies that all mobiles that intend to use Mobile IP for macro-mobility across different access subnets will have to use  GPRS/UMTS network as the Home Network.

Option III : A Hybrid Approach with Hirarchical Home Agents

It can be seen from Option I and II that both configurations have pros and cons in terms of flexibility, control complexity and impact  of  integration of Mobile IP on existing and future 3GPP architecture evolutions. A generic approach is a hybrid model which combines the features of both Option I and II. In this hybrid model, the Home Agent functions are distributed across the subnets that use different subnet prefixes. 

To coordinate the operations of the distributed Home Agents, there can be  an  anchor Home Agent (AHA) entity that is reponsible for selecting the proper Home Agent for a mobile to use based on certain policies (load balanding, geographical locations, security, etc).  In the context of inter-working Wireless LAN and GPRS/UMTS, a hybrid model  is shown in the following diagram.
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Figure 1. A  Hiarchical Architure of Home Agent Functions

It should be noted that this hybrid model only applies to the network that consists of subnets operated by the same operator when the anchor Home Agent is used.  For the case where the subnets are operated by different operators,  the Home Agents in each subnets work  independently from each other.
It can be seen from the above three possible locations of Home Agent that each option has some specific features that other two options do not have and thus may be more applicable to meet the specific deployment requirements of Mobile IP based mobility.  But there are general requirements that should be considered when selecting the location of the Home Agent for inter-working mobile IP based mobility in Wireless LAN with GPRS/UMTS.  
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