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S2-023455 proposes text for sections 5.1, 5.1.1, 5.1.2 and 5.1.3.2 in the TR ue.8de on early UE handling.

This paper attempts to clarify some issues in the architecture 1 and add more exact descriptions.

5.1

Architecture 1: full IMEISV distribution

This architecture has much in common with Architecture 2 “Iu interface bitmap derived from IMEISV”. Note: Section 5.1.2, 5.1.3, 5.1.4 and 5.1.7 discuss all implications of UEVI (i.e. IMEISV or BMUEF) retrieval by MSC (to be able to transfer it to RAN) even though MSC itself may not need this information.
5.1.1
General description

When the mobile attaches to the MSC or to the SGSN, the IMEISV is retrieved using the MM or GMM Identity  Request message. The VLR and the database in the SGSN are used to store the IMEISV. At subsequent Iu interface connection establishments (both ‘initial’ and for ‘handover’), the MSC/SGSN sends the IMEISV to the SRNC as soon as the Iu signaling link between MSC/SGSN and SRNC has been established. The IMEISV can be carried e.g in the same message that currently carries the IMSI.
If UE state is changed from MM/PMM Connected to the MM/PMM Idle, all information derived from received IMEISV from IMEISV database is released together with all other UE dedicated information from UTRAN. Thus if UE state is changed afterwards back to MM/PMM Connected the delivery of the IMEISV from MSC/SGSN to SRNC must be repeated.
The SRNC then uses the IMEISV to derive the capabilities of the UE.

The following subsections deal with specific points.

 (* add a couple of signaling flow diagrams *)

5.1.2
Gs interface/Network Mode of Operation = 1
When using NMO=1, current MSCs are unlikely to request the IMEISV/BMUEF from the SGSN during the establishment of the Gs interface association. Hence MSC software would need to be upgraded to send the Gs interface MS Information Request message to the SGSN as part of the Gs interface’s association establishment procedures. 

 (*** add a signalling flow diagram ? ***)

5.1.3
Emergency Call Handling

5.1.3.1

Attached Mobile with (U)SIM

This poses no problems provided that the IMEISV is stored in the VLR.

5.1.3.2
 (U)SIMless mobile

In this case the mobile puts the IMEI into the CM Service Request. This is not the IMEISV, so the MSC could be mandated to assume that the mobile is at revision level zero, and signal this to the RNC. However, a mobile at Software Version = 1 might have different faults to those of a SV=0 mobile. This means that the MSC should send the IMEI (and not the IMEISV) to the RNC, and the RNC uses the IMEI to derive the union of the sets of faults for each SV of that TAC. 

(For architecture 2, the MSC would use the IMEI to obtain the BMUEF corresponding to the union of the sets of faults for each SV of that TAC.)

A simpler alternative is that the MSC could request the full IMEISV from the mobile. Typically this would add a couple of hundred ms of delay.

5.1.3.3
Non-attached Mobile with (U)SIM

The MSC interrogates the mobile for the IMEISV. Such a pair of messages (Identity Request, Identity Response) is anticipated to take about 200ms. 

Alternatively information on the superset of all faults for all mobiles could be sent to the RNC.  
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