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1 Introduction

At 3GPP SA2#27, a new reference point D’/Gr’ has been agreed upon to provide backward compatibility between R6 interworking WLAN and pre-R6 3GPP HLR/HSS. The purpose of the protocol crossing this reference point is to enable the retrieval of authentication vectors and subscriber profile from pre release 6 HLR/HSS to 3GPP AAA server. 

Authentication vectors are needed by the 3GPP AAA Server to perform SIM or USIM authentication and subscriber profile is need for indicating the existence of WLAN subscription. This information is needed by 3GPP AAA server for authorising WLAN access service for the accessing user.

D reference point in 3GPP architecture is between VLR and HLR.  It is based on MAP and can be used for this kind of retrieval of authentication vectors and subscriber data towards 3GPP AAA server without disturbing potentially existing simultaneous CS or PS connections for the same subscriber.

This contribution proposes signaling for D' reference point, closely following signaling across D reference point with the exception that instead of being between VLR and HLR, D’ is located between 3GPP AAA Server and HLR. 

2 Signalling Sequence Examples for D’ Reference Point

2.1 Authentication Information Retrieval
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1. 3GPP AAA server detects that it requires new authentication vectors for a given 3GPP subscriber. This can happen for example, when a new 3GPP subscriber has accessed 3GPP AAA Server for authentication or when a new set of authentication information is required for one of the 3GPP subscribers already registered in the 3GPP AAA server.  

 3GPP AAA server sends "MAP_SEND_AUTHENTICATION_INFO Request" message to the HSS/HLR requesting a set of authentication vectors. In the message, the subscriber is identified by a unique identifier, IMSI. 

2. HSS/HLR replies by a " MAP_SEND_AUTHENTICATION_INFO Response" message containing the requested authentication vectors. 


In case of UMTS AKA authentication, each authentication vector consists of RAND, XRES, AUTN, CK, and IK.

2.2 Subscriber Profile Retrieval
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1. 3GPP AAA server detects that it requires the subscription profile for a given 3GPP subscriber. For example, this can happen when a new subscriber has accessed the 3GPP AAA Server for authentication. 

3GPP AAA server sends "MAP_RESTORE_DATA" message to the HSS/HLR requesting the subscriber's profile to be downloaded to the 3GPP AAA server. In the message the subscriber is identified by IMSI. 


2. At reception of "MAP_RESTORE_DATA" message, the HSS/HLR initiates a MAP_INSERT_SUBSCRIBER_DATA procedure towards the 3GPP AAA Server. 
Since pre-R6 Subscriber Data records in HLR do not have any standardized information related to WLAN subscription, the choice and interpretation of the retrieved data is left up to the operator.

3 Proposal

It is proposed that the contents of Section 2 are included in the WLAN TS 23.234.


















































































