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4.2.4
IP multimedia Subsystem Service Control Interface (ISC)

The ISC interface is between the Serving CSCF and the service platform(s).

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

The Serving-CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

- Serving-CSCF to an AS in Home Network.

- Serving-CSCF to an AS in External Network (e.g., Third Party or Visited)

Regarding the general provision of services in the IMS, the following statements shall guide the further development. 

1. Besides the Cx interface the S-CSCF supports only one standardised protocol for service control, which delegates service execution to an “Application Server”.

2. The depicted functional architecture does not propose a specific physical implementation.

3. Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses the ISC interface to communicate with the S-CSCF. 

4.  The S-CSCF shall decide whether an Application Server is required to receive information related to an incoming SIP session request to ensure appropriate service handling.. The decision at the S-CSCF is based on (filter) information received from the HSS. This filter information is stored and conveyed on a per application server basis for each user. The name(s)/address(es) information of the application server(s) are received from the HSS.

5. The purpose of the IM SSF is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Finite State Machine, etc) and to interface to CAP.

6. The IM SSF and the CAP interface support legacy services only.

7. Once the IM SSF, OSA SCS or SIP Application Server has been informed of a SIP session request by the S-CSCF, the IM SSF, OSA SCS or SIP Application Server shall ensure that the S-CSCF is made aware of any resulting activity by sending messages to the S-CSCF.

8. From the perspective of the S-CSCF, The “SIP Application server”, “OSA service capability server” and “IM-SSF” shall exhibit the same interface behaviour.

9. The application server may contain “service capability interaction manager” (SCIM) functionality and other application servers. The SCIM functionality is an application which performs the role of interaction management. The internal components are represented by the “dotted boxes” inside the SIP application server. The internal structure of the application server is outside the standards.
The Sh interface shall have sufficient functionality to enable this scenario.

10. When the name/address of more than one “application server” is transferred from the HSS, the S-CSCF shall contact the “application servers” in the order supplied by the HSS. The response from the first “application server” shall be used as the input to the second “application server”. Note that these multiple “application servers” may be any combination of the SIP Application server, OSA service capability server, or IM-SSF types.

11. The S-CSCF does not handle service interaction issues.. 

12. The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

12a.     If a S-CSCF receives a SIP request on the ISC interface that was originated by an Application Server destined to a user served by that S-CSCF, then the S-CSCF shall treat the request as a terminating request to that user and provide the terminating request functionality as described in items 4 and 10 above.  Both registered and unregistered terminating requests shall be supported. 

More specifically the following requirements apply to the IMS Service control interface:

1.
The ISC interface shall be able to convey charging information.

2.
The protocol on the ISC interface shall allow the S-CSCF to differentiate between SIP requests on Mw, Mm and Mg interfaces and SIP Requests on the ISC interface.

The figure below depicts an overall view of how services can be provided. 
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Figure 4.3: Functional architecture for the provision of service in the IMS

The protocol to be used on the ISC interface shall be SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements introduced to support 3GPP´s needs on the Mw, Mm, Mg interfaces). On the ISC interface, extensions to SIP shall be avoided but are not expressly prohibited.














4.2.4a
HSS to service platform Interface

The “application server” (SIP Application Server and/or the OSA service capability server and/or IM-SSF) may communicate to the HSS. The Sh and Si interfaces are used for this purpose. The Sh and Si interfaces are shown in Figure 4.3.

For the Sh interface, the following shall apply:

1
The Sh interface is an intra-operator interface.

2.
The Sh interface is between the HSS and the “SIP application server” and between the HSS and the “OSA service capability server”. The HSS is responsible for policing what information will be provided to each individual application server.

3
The Sh interface transports transparent data for e.g. service related data , user related information, …
In this case, the term transparent implies that the exact representation of the information is not understood by the HSS or the protocol.

4
The Sh interface also supports mechanisms for transfer of user related data stored in the HSS (e.g. user service related data, MSISDN, visited network capabilities, user location (cell global ID/SAI or the address of the serving network element, etc))

Note: 
before providing information relating to the location of the user to a SIP Application Server, detailed privacy checks frequently need to be performed in order to meet the requirements in TS22.071 [27]. The SIP Application Server can ensure that these privacy requirements are met by using the Le interface to the GMLC (see TS 23.271) instead of using the Sh interface.

The Si interface is between the HSS and the IM-SSF. It transports CAMEL subscription information including triggers for use by CAMEL based application services.

4.2.4b
S-CSCF Service Control Model
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Figure 4.3f: Service Control Model with Incoming Leg Control and Outgoing Leg Control

Figure 4.3f illustrates the relationship between the S-CSCF and AS. It includes a first-level of modelling inside the S-CSCF and inside the AS. To keep the model simple only one incoming leg and one outgoing leg are shown. In practice a session may consist of more than one incoming leg and/or more than one outgoing leg(s), when using User Agents. An AS may create one or more outgoing legs independent of incoming legs. An AS may create one or more outgoing legs even when there are no incoming legs. The notion of a "SIP leg" used throughout this specification is identical to the notion of a call leg which is the same as a SIP dialog defined by RFC 3261 [12]. 
The service control model can be applied to session related transactions and to other SIP transactions such as registration. Incoming or outgoing leg information e.g. state information, may be passed between the S-CSCF and AS implicitly or explicitly. Implicitly means that SIP information in transit carries information about the state of the session (e.g. an INVITE message received at the S-CSCF on an incoming leg may be sent to the AS with no changes or with some additional information). Explicitly means that SIP information is generated, e.g. to transfer state change information from an S-CSCF to an AS in circumstances where there is no ongoing SIP transaction that can be used. It is a matter for Stage 3 design to determine when to use implicit or explicit mechanisms and to determine what extensions to SIP are necessary. 

The internal model of the S-CSCF(shown in Figure 4.3f) may sometimes exhibit proxy server like behaviour either by passing the requests to the Application Server or by passing the requests out of the system. A Proxy server may maintain session state or not. The S-CSCF may sometimes exhibit User Agent like behaviour. Some Applications require state to be maintained in the S-CSCF. Their exact behaviour depends on the SIP messages being handled, on their context, and on S-CSCF capabilities needed to support the services. It is a matter for Stage 3 design to determine the more detailed modelling in the S-CSCF.

The internal model of the AS (shown in Figure 4.3f) may exhibit User Agent like behaviour. The exact behaviour depends on the SIP messages being handled and on their context. Detailed Stage 3 modelling for the AS is not required.

The definitions used in the model are:

Combined ILSM OLSM – Incoming/outgoing Leg State Model: Models the behaviour of an S-CSCF for handling SIP messages on incoming and outgoing session legs. The Combined I/OLSM shall be able to store session state information. It may act on each leg independently, acting as a SIP Proxy, Redirect Server or User Agent dependant on the information received in the SIP request, the filter conditions specified or the state of the session.

It shall be possible to split the application handling on each leg and treat each endpoint differently.

ILCM - Incoming Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information sent to and received from an AS for an incoming session leg. The ILCM shall store transaction state information

OLCM - Outgoing Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information received from and sent to an AS for an outgoing session leg. The OLCM shall store transaction state information.

AS-ILCM - Application Server Incoming Leg Control Model: Models AS behaviour for handling SIP information for an incoming leg. The AS-ILCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.

AS-OLCM - Application Server Outgoing Leg Control Model: Models AS behaviour for handling SIP information for an outgoing leg. The AS-OLCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.
Additional details on the handling of call legs may be found in [30].
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