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7.4 Functions with Policy Control

[Editor’s Note: This section identifies the individual functions that are provided for policy control. Under each individual function, a description of the function and the distribution over the functional elements can be made. It can also indicate open questions for each function.]

7.4.1 Authorise bearer service

To be described.

The following questions on the function distribution are open:

1) Is the authorisation decision able to be made at the PDF without involvement of the AF for the specific set of flows? 
For example, where multiple flows are multiplexed on the one bearer, does the PDF have sufficient information to decide what aggregate QoS is permitted for the specified set of flows, or are there cases where the PDF needs further information from the AF for the aggregate (e.g. do flows only sum together or is there a multiplexing gain factor to be applied)?
If the AF decides what flows can/can’t be aggregated, does this get communicated to the PDF and influence the authorisation of the bearer service?
Does the authorise decision need to relate some flows to decide whether they are authorised (eg they are mutually exclusive), regardless of whether they are in one or more PDP contexts?

2) Can the authorisation decision be time dependent (e.g. a different authorisation is applicable at a different time)? If so, is the authorisation decision for the flow required from the AF at the time the flow is identified, or at the time the bearer is established?

7.4.2 Exchange of information for charging correlation

To be described.

7.4.3 Enable flow

To be described.

7.4.4 Disable flow

To be described.

7.4.5 Revoke authorisation

To be described.

This function should describe how the authorisation is revoked, including the granularity of the revoke authorisation (eg revoke the token and all related authorisations, revoke the authorisation for one media component, etc).

7.4.6 Indicate bearer release/failure

To be described.

7.4.7 Confirm bearer reservation

To be described.

It should be considered whether the AF or only the PDF needs to know when the bearer is established.

7.5 Description of interfaces

The Rel6 policy control makes usage of:

· The interface between the GGSN and the PDF (Go interface) for service based local policy control.

The Go interface ensures that the PDF policy decisions are applied at the GGSN over the UMTS PS domain/GPRS and over the Gi interface.

· The interface between the Application Function (e.g. P-CSCF for the IM Subsystem) and the PDF (Gq interface) for service-based policy control.

The Gq interface ensures that the PDF policy decisions are applied for the service requesting access to IP bearer resources.

7.6 Binding mechanism handling
This refers to the binding between any authorisation that may be provided by the Application Function, and the authorisation of QoS resources usage for that application, by the PDF. The binding mechanism in IMS uses an authorisation token. Binding mechanism or other correlation mechanisms for the Gq interface for other cases than IMS are FFS.
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