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1. Introduction

Contribution S2-022862 and S2-022863 in SA2#27 discussed how rel6 policy control can be used for MBMS (Multimedia Broadcast Multicast Service).

While the MBMS work has not decided that rel6 policy control is necessary for the service to be provided in UMTS release 6, it is proposed that it is documented in 23.917, because this is a well known 3GPP service other than IMS that can illustrate how other applications may use the rel6 policy control framework.

2. Illustrating rel6 policy control for MBMS usage

Note that this is shown to illustrate how other services than the IM Subsystem may benefit from a generic rel6 policy control that can be applied to other applications. It has not been decided at this stage that MBMS (Multimedia Broadcast Multicast Service) requires rel6 policy control.

In this example the PDF receives information from an MBMS application function, the BM-SC. This is shown below.
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Figure 1 PDF connected to MBMS service

In this case the BM-SC will communicate all of the necessary information regarding the MBMS sessions to the PDF. The BM-SC can provide this information to the PDF in advance or alternatively the PDF can obtain it based on the GGSN request message. Furthermore, simple BM-SCs could be accommodated by configuring the service information on the PDF. Consequently, the PDF can provide to the GGSN the authorized QoS, packet filtering, service area, etc. information for the MBMS session.  These MBMS service parameters are needed in the GGSN for setting up the MBMS bearer.

The procedures regarding the MBMS authorization are similar to the already standardized PDF-GGSN signaling flows for Rel-5. The GGSN requests authorization information from PDF for the MBMS media flows carried by a MBMS PDP context. Per user authorization can be performed when the UE joins the MBMS multicast session and/or when the first packet of an MBMS media flow arrives in the GGSN from the BM-SC.
2.1 Authorization

Different authorization scenarios are possible and are explained below.

1) no per-user authorisation. BM-SC 'pushes' service information to the PDF on first service activation, but subsequent activations from other users do not require reference to BM-SC. In this scenario the BM-SC needs to know the PDF(s) that applies policy decisions for MBMS access to IP bearer resources.

Figure 2 PDF authorization for MBMS service with no per-user authorization

2) Per-user authorisation. GGSN gets service information from the PDF which interacts with the BM-SC for every service activation. A reference or “token” is required to identify the UE to the BM-SC, in order for the BM-SC to check that it has authorised this user to receive the service or not.

This scenario enables the BM-SC to identify the particular PDF that is involved in this session establishment.
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Figure 3 PDF authorization for MBMS service with per-user authorization

1) A COPS-PR REQ is received over the Go interface at the PDF, containing a token (generated by the Application Function and not by the PDF).

2) The PDF uses the token to find out the Application Function to contact, and sends an authorisation message to the BM-SC.

3) The BM-SC checks that it has authorised this user to receive the MBMS service, and sends the session parameters (e.g. QoS, filter information) to the PDF. 

4) The PDF authorizes the required QoS resources for the session and installs the IP bearer level policy in its internal database based on information from the BM-SC.

5) The PDF sends further Go messaging.

An alternative mode of operation in which the Application Function initially contacts the PDF, and the PDF generates the token is also possible.

As usual with COPS-PR, the policy provided by the PDF to the GGSN may apply also to subsequent activations for other users (Scenario 1) or may only apply to a single activation (Scenario 2).

2.2 Arrival of data

When the first MBMS packet is ready to be sent to the GGSN, the BM-SC interacts with the PDF to ensure that the packet can be sent to the UE. The authorization flow may also provide the opening of the gate at the GGSN in which case no further action needs to be taken at the PDF for the packet to reach the UE. Alternatively, the opening of the gate may be a separate PDF decision from the authorisation. In this case the opening of the gate is done when the BM-SC wants to send MBMS data, just before the first MBMS packet arrives at the GGSN. These 2 cases are shown below (the dotted arrows represent the case where the PDF needs an extra action to allow the MBMS data to flow to the UE).

The opening of the gate would correspond to ‘MBMS Service Activation’. It causes the MBMS Service Information to be propagated through the PS Domain and down to the RAN and for the user plane to be established.
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1) The BM-SC needs to send data to the PDF(s) that it previously interacted with for this service.  

2) The BM-SC sends an open gate indication to the PDF.

3) If this was not done previously, the PDF enables use of authorised QoS resources. If it had not opened the gate previously, the PDF only opens the gate if it gets an indication from the BM-SC.

4) The PDF reports the successful operation to the BM-SC.

5) BM-SC data can be sent to the GGSN which will further send to the UE.

3. Proposal

It is proposed to include the contents of chapter 2 to the TR 23.917 inside a section called: “Example of rel6 policy control usage with an MBMS application”.
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