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1.
Discussion

Discussions have taken place within CN1 regarding authentication and authorisation of external watchers (such as a watcher in the internet). The problem is that a watcher without an authenticated public user identity cannot be authorized to subscribe to the presentity’s presence information unless the presentity allows anonymous subscriptions.

The issue is does the Presence Server need to authenticate external watchers itself or are external entities authenticated at the edge of the IMS and then have a trusted public user identity added (using the P-Asserted Identity header). 

It would seem that the authentication architecture for external clients is a general IMS issues for release 6 and not a problem restricted to the presence service and that a general solution may be applicable. 

It would seem that for other purposes P-Asserted-Identity headers will be required for requests that originate outside of IMS.

It would seem that this is an open issue and that SA2 and SA3 should investigate this issue before too much work on this is completed in CN1.

The opinions of other delegates on which approach to take are requested.

