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 NUMLGLAUTO  Introduction

With the split between PCF and the P-CSCF proposed for R6 in TR 23.917, consideration must be made in SA2 on how these entities interrelate. This paper discusses several cases that need to be considered. 

 NUMLGLAUTO  Discussion

As stated in TR 23.917, the split between the PCF and P-CSCF enables the application of policy control in the UMTS core network for other services than IMS services. To enable this split, the architectural relationship between the P-CSCF, PCF and GGSN needs to be considered and the type of QoS information exchanged between these entities needs to be defined.

2.1 One PCF per non-overlapping area of policy on a single GGSN 

For the relation between PCF and GGSN several arguments should be taken into consideration:

· In TR 23.917 COPS is chosen for the GGSN-PCF interface. IETF RFC 3084 “COPS Usage for Policy Provisioning (COPS-PR)”states that COPS supports a model that includes multiple PDPs controlling non-overlapping areas of policy on a single PEP. 

· Maintaining one PCF(PDP) per non-overlapping area of policy on a single GGSN has the following advantages:

· Prevents that GGSN gets conflicting “Authorized QoS” decisions from different PCFs (e.g. in terms of resource availability on the interface between GGSN and BG) for both the UMTS PS domain/GPRSs and the Gi interface.

· Enables the use of "per user" transport policies (e.g. all inbound roamers get maximum x kbit, all home users get max y kbit)

2.2 One PCF shall be able to serve more than one Application entity 

Motivation:

· Same PCF (including all associated mechanisms for policy control and binding) as defined for IMS shall be reusable for other services, e.g. streaming servers. 

2.3 Interface between PCF and Application entities shall not be application dependent

Motivations: 

· Same PCF (including all associated mechanisms for policy control and binding) as defined for IMS shall be reusable for other services, e.g. streaming servers

· In case of application dependent interface:

· either the PCF becomes very complex (supporting different application protocols) 

· or all application entities have to support one and the same application protocol (impossible because of backward compatibility with existing application servers) 

Note that usage of SIP, but not necessarily SDP (as SDP is supported by many application protocols such as RTSP or SIP), is therefore excluded on PCF-PCSCF interface. 

2.3 QoS information available in SDP is not sufficient for Gq interface

Motivation: 

The QoS information (bandwidth and media type) currently available in SDP is not sufficient for PCF to take accurate policy decisions in all cases.

Issues:

· From the information “audio” with “12 kbit”, the PCF can not derive whether the request is for a conversational (voice call) or streaming service. Therefore PCF can not derive the correct Diffserv Class (DSCP) to be sent to GGSN on Go as part of the “Authorized QoS”.

· According to 29.208, table 7.1.1.1, currently the PCF allocates per default Best Effort QoS to unknown media types. This slows down the introduction of new services. A new service (e.g. gaming), whose media type is not known by the PCF, can not get better than “Best Effort” QoS. 

· According to the UE translation table defined in 29.208, table 7.2.2.1, it is possible that calling and called UE do not setup the same type of PDP context (the table only specifies the maximum UMTS QoS class the UE can chose). It is possible that the calling sets up a “conversational” PDP context for “audio” while the called UE translates it into “streaming” or vice versa. In that case we end up with calling UE paying for conversational but having in reality a streaming service or a calling UE paying for less than what has been reserved on the called side.
The above analysis shows that there are important issues with R5 policy mechanisms both for IMS and non-IMS services. In order to make the policy control mechanisms a powerful tool for operators, this problem needs to be tackled in R6!!! 

Conclusion: Extensions are needed at application level to carry additional QoS information. This extra QoS information also needs to be passed on Gq from P-CSCF to PCF. The format and protocol (e.g. SIP or SDP) to carry the additional QoS information is ffs.

 NUMLGLAUTO  Decision

It is proposed that SA2 takes decisions on the four issues discussed in section 2 and accepts the following conclusions as working assumptions:

· Policy control is provided by one PCF per non-overlapping area of policy on a single GGSN 

· One PCF shall be able to serve more than one Application entity

· Interface between PCF and Application entities (Gq) shall not be application dependent

· Extensions are needed at application level to carry additional QoS information allowing a proper policy decision to be made considering that the Application entities may not know the media type / codec and that different users may have different QoS requirement even though they use the same media type / codec. This extra QoS information also needs to be passed on Gq from P-CSCF to PCF. The format and protocol to carry the additional QoS information is ffs.

It is further proposed to catch these working assumptions in section 7.3 of  23.917 in the following manner:

7.3 Relationship between functional entities

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:

There are multiple instances of the Application Functions, GGSNs and PDFs.

The GGSN, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the GGSN and the PDF.

Further, the following rules apply:

· One GGSN may get policy information from multiple PDFs, but Policy control is provided by one PCF per non-overlapping area of policy on a single GGSN

· A given PDF may give policy information to a number of GGSNs

· One PCF shall be able to serve more than one Application entity

· Interface between PCF and Application entities (Gq) shall not be application dependent

· For IMS services which PDF the GGSN needs to go to is identified by the authorization token

· The GGSN knows which PDFs are part of its network. This is for security reasons. The GGSN must have a list of valid PDFs to prevent a UE from tampering with the token in order to redirect the GGSN to a fake PDF.

· Extensions are needed at application level to carry additional QoS information allowing a proper policy decision to be made considering that the Application entities may not know the media type / codec and that different users may have different QoS requirement even though they use the same media type / codec. This extra QoS information also needs to be passed on Gq from P-CSCF to PCF. The format and protocol to carry the additional QoS information is ffs.

For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

A given PDF may interact with a number of P-CSCFs
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