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1. Introduction

It is possible that the subscriber is using home GGSN this implies that P-CSCF is also in the home network. This would cause problems for emergency sessions because session control is in the home network. For example a Swedish subscriber is roaming in Finland and his/her GGSN and session control functions are located in Sweden. The subscriber initiates an emergency session from local network. This session is routed to Sweden where CSCF needs to route the session to the right emergency center in Finland.

This contribution discusses alternatives, which could be used to overcome this problem.

2. Discussion

2.1 Using GGSN in the visited network

Although home GGSN is used there is possibility to direct UE to use GGSN in the visited network. This could be achieved with a following way: 

i) UE detects an emergency session attempt and do not send SIP message via home network. The UE performs GPRS attach and request GGSN from the visited network. Finally, the UE sends the emergency session request using PDP context in the visited network. 

ii) If the UE do not recognize the dialed number is an emergency number then the home IMS network could reject the session attempt with appropriate reason code, which would cause the UE to perform GPRS attach to the visited network.

2.1.1.1  Evaluation of the architecture

Benefits:

· No SIP messages via home network

Drawbacks:

· Requires IMS in the visited network

· A notable delay is added

· A new error indication in SIP level

2.2 Emergency center selection in the home network

In this alternative CSCF in the home network selects an emergency center in the visited network. In order to select an appropriate emergency center the home network should be able derive the address of right emergency center from the location information send by the UE. In principle this means that the home network has a table of all CGI values and corresponding emergency center addresses of its roaming partners. 
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2.2.1.1 Evaluation of the architecture

Benefits:

· Only one IMS entity is involved

Drawbacks:

· The radio network configuration is revealed.

· The size of database is huge 

· O&M work is extensive because radio network configuration changes triggers need to update all roaming partner’s P-CSCFs

· Accessing EC from a foreign network should be avoided.

2.3 Routing the session back to the visited network

In this alternative P-CSCF in the home network realizes that an incoming session request is an emergency session request and a subscriber is currently located in a different network. Then the CSCF routes the session back to the network where the subscriber is. The S-CSCF in the visited network then selects the emergency center. The key architectural issue is how to do the routing and which entities are involved. 

2.3.1 S-CSCF makes re-routing decision

In this alternative the S-CSCF in the home network is responsible for doing the re-routing decision.
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1. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF. UE includes the Cell Global ID (CGI) information in the INVITE message.

2. P-CSCF detects that the session is an emergency session using the information in the INVITE message e.g. by analysing the number or name requested together with information in CGI (MCC+MNC). 

3. The P-CSCF sends the INVITE message to S-CSCF. This message should contain an emergency session indication.

4. S-CSCF uses the location information to route the INVITE message back to the visited network (e.g. MCC+MNC part of CGI can be used). 

5. S-CSCF forwards the message to the I-CSCF.

6. The I-CSCF selects S-CSCF to handle the emergency session.

7. S-CSCF uses the location information (whole CGI) to select an appropriate EC. 
8. S-CSCF forwards the request to EC.
9. Normal emergency session progress. 
Example of the databases :

	Database in P-CSCF
	Database in S-CSCF

	MCC+MNC
	Emergency number
	MCC+MNC
	Contact point 

	355 xyx
	19
	355 xyx
	Icscf.nn@ec.albania.org

	81 abc
	110,118,119
	81 abc
	ec.icscf@operator.jp

	358 040
	112, 10022
	358 040
	Ec.icscf@ims.sonera.com


Note: Most propable only MCC is needed.

2.3.1.1 Evaluation of the architecture

Benefits:

· S-CSCF is natural place for doing routing decisions.

Drawbacks:

· Two databases and two database queries.

· More delay is added compared to the model where P-CSCF makes re-routing decision

· Functionality of P-CSCF is different for IMS roamers (P-CSCF selects the S-CSCF in the visited network) and GPRS roamers (session is routed to the S-CSCF).
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P-CSCF makes re-routing decision

In this alternative the P-CSCF is responsible for doing re-routing decision. 

1. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF. UE includes the Cell Global ID (CGI) information in the INVITE message.

2. P-CSCF detects that the session is an emergency session using the information in the INVITE message e.g. by analysing the number or name requested together with information in CGI (MCC+MNC). P-CSCF uses the location information to resolve entry point of visited network. Note, if there is no IMS in the visited network then the P-CSCF forwards the session to the S-CSCF which routes the session with help of BGCF and MGCF.

3. P-CSCF forwards the message to the I-CSCF.

4. The I-CSCF selects S-CSCF to handle the emergency session.

5. S-CSCF uses the location information (whole CGI) to select an appropriate EC. 
6. S-CSCF forwards the request to EC.

7. Normal emergency session progress. 

Example of the databases:

	Database in P-CSCF

	MCC+MNC
	Emergency number
	Co Contact point 

	355 xyx
	19
	0 Icscf.nn@ec.albania.org

	81 abc
	110,118,119
	1 ec.icscf@operator.jp

	358 040
	112, 10022
	Ec.icscf@ims.sonera.com


Note: Most propable only MCC is needed.

2.3.2.1 Evaluation of the architecture

Benefits:

· One database query

· Less delay is added compared to the S-CSCF solution

· P-CSCF functionality is same for IMS roamers and GPRS roamers. I.e. P-CSCF always selects the next hop.

Drawbacks:

· The S-CSCF (in the home network) is contacted for routing the session via CS if the visited network does not have IMS (i.e. there is no entry in the contact point column).

3. Proposal

It is proposed to discuss on the issue and select a working assumption for further work.































