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*************First Modified section*********************

4.2.1
Virtual Home Environment (VHE)

4.2.1.1 
Support of CAMEL

It shall be possible for an operator to offer access to services based on the CSE for its IM CN subsystem subscribers. It should be noted that there is no requirement for any operator to support CAMEL services for their IM CN subsystem subscribers or for inbound roamers.

For more information refer to section 4.2.4.

4.2.1.2
Support of OSA

It shall be possible for an operator to offer access to services based on OSA for its IM CN subsystem subscribers. This shall be supported by an OSA API between the Application Server (AS) and the network.
For more information refer to section 4.2.4.
*************Second Modified section*********************
4.3.3.4
Relationship of private and public user identities

The home network operator is responsible for the assignment of the private user identifier, and public user identifiers; other identities that are not defined by the operator may also exist. 
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Figure 4.5: Relationship of the private user identity and public user identities

Each Public user identity is associated with one and only one Service Profile. Each service profile is associated with one or more Public user identities. The Service Profile is a collection of service and user related data. The Service Profile is independent from the Implicit Registration Set, e.g. IMPUs with different Service Profiles may belong to the same Implicit Registration Set. 
All Service Profiles that share the same Private user identity are associated to the same S-CSCF. Later releases may allow different Service Profiles that share the same Private user identity to be associated with different S-CSCFs. 

An ISIM application shall securely store the home domain name of the subscriber. It shall not be possible for the UE to modify the information from which the home domain name is derived. 

If the UICC does not have an ISIM application, then, the home domain name shall be derived from the Mobile Country Code and Mobile Network Code fields of the USIM’s IMSI. The format of the home domain name is specified in 3GPP TS 23.003 [24].


It is not a requirement for a user to be able to register on behalf of another user or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.

*************Third Modified section*********************
5.4.4
Requirements for IP multi-media session control

In order for operators to be able to offer a “carrier-grade” IP multimedia service, and considering that the network cannot trust the UE to give correct references to be put in the CDR or to require bearers whose features (e.g. Bandwidth) are coherent with the media components negotiated through CSCFs, the following features shall be offered: 

1.
Both end points of the session shall be able to negotiate (according to service /UE settings,) which resources (i.e. which media components) need to be established before the destination party is alerted. The session signalling shall ensure that these resources (including 3GPP IP-Connectivity Network resources and IP multimedia backbone resources) are made available or reserved before the destination UE rings. 


This should nevertheless not prevent the UE from offering to the end-user the choice of accepting or rejecting the components of the session before establishing the bearers.

2.
Depending on regulatory requirements, the IP multimedia service shall be able to charge the originating party for the Access IP-connectivity service of both originating and destination side or when reverse charging applies to charge the terminating party for the Access IP-connectivity service of both originating and terminating side. This implies that it should be easy to correlate CDR held by Access IP-connectivity service (e.g. GPRS) with a session.

3.
The session control function of IP multimedia network of an operator (CSCF) shall be able (according to operator choice) to have a strict control (e.g. on source /destination IP address, QoS) on the flows associated with session established through SIP entering the IP multimedia bearer network from Access IP-connectivity service. This does not mean that CSCF is the enforcement point (which actually is the Gateway between the Access IP-connectivity service and the IP multimedia network, i.e. the GGSN in 3GPP case) but that the CSCF may be the final decision point for this control. 

4.
The session control and bearer control mechanisms shall allow the session control to decide when user plane traffic between end-points of a SIP session may start/shall stop. This allows this traffic to start/stop in synchronisation with the start/stop of charging for a session.

5.
The Access IP-connectivity service shall be able to notify the IP multimedia session control when Access IP-connectivity service has either modified or suspended or released the bearer(s) of an user associated with a session (because e.g. the user is no longer reachable).

6.
The solution shall comply with the architectural rules relating to separation of bearer level, session control level, and service level expressed in 23.221[7].

*************Fourth Modified section*********************
5.4.8
QoS-Assured Preconditions 

This section contains concepts for the relation between the resource reservation procedure and the procedure for end-to-end sessions.  
A precondition  is a set of constraints about the session, which are introduced during the session initiation. The recipient of the session generates an answer, but does not alert the user or otherwise proceed with session establishment until the preconditions are met. This can be known through a local event (such as a confirmation of a resource reservation), or through a new set of constraints sent by the caller.

A “QoS-Assured” session will not complete until required resources have been allocated to the session. In a QoS-Assured session, the UE must succeed in establishing the QoS bearer for the media stream according to the QoS preconditions defined at the session level before it may indicate a successful response to complete the session and alert the other end point. The principles for when a UE shall regard QoS preconditions to be met are: 

-
A minimum requirement to meet the QoS preconditions defined for a media stream in a certain direction, is that an appropriate PDP context is established at the local access for that direction.

-
Segmented resource reservation is performed since the end points are responsible to make access network resource reservations via local mechanisms.

-
The end points shall offer the resources it may want to support for the session and negotiate to an agreed set.   Multiple negotiation steps may be needed in order to agree on a set of media for the session.  The final agreed set is then updated between the end points.

· The action to take in case a UE fails to fulfil the pre-conditions (e.g. failure in establishment of an RSVP session) depends on the reason for failure. If the reason is lack of resources in the network (e.g. an admission control function in the network rejects the request for resources), the UE shall fail to complete the session. For other reasons (e.g. lack of RSVP host or proxy along the path) the action to take is local decision within the UE. It may for example 1) choose to fail to complete the session, 2) attempt to complete the session by no longer requiring some of the additional actions (e.g. fall back to  establishment of PDP context only).

*************Fifth Modified section*********************
5.4.9
Event and information distribution

The S-CSCF and Application Servers (SIP-AS, IM-SSF, OSA-SCS) shall be able to send service information messages to endpoints. This shall be done based on a SIP Request/Response information exchange containing the service information and/or a list of URI(s) pointing to the location of information represented in other media formats. The stimulus for initiating the service event related information message may come from e.g. a service logic residing in an application server. 

In addition, the end points shall also be able to send information to each other. This information shall be delivered using SIP based messages. The corresponding SIP messages shall be forwarded along the IMS SIP signalling path. This includes the S-CSCF but may also include SIP application servers. The information may be related or unrelated to any ongoing session and/or may be independent of any session. Applicable mechanisms (for e.g. routing, security, charging, etc) defined for IMS SIP sessions shall also be applied for the SIP based messages delivering the end-point information. The length of the information transferred is restricted by the message size (e.g. the MTU), so fragmentation and re-assembly of the information is not required to be supported in the UE. This information may include e.g. text message, http url, etc.

This mechanism considers the following issues:

-
The IMS has the capability to handle different kinds of media. That is, it is possible to provide information contained within several different media formats e.g. text, pictures or video.

-
The UE's level of supporting service event related information and its exchange may depend on the UE's capabilities and configuration. 

-
A UE not participating in the service related information exchange shall not be effected by a service related information exchange possibly being performed with another UE of the session. 

Note: The service event related information exchange may either take place in the context of a session, or independently outside the context of any existing session. 
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Figure 5.8: Providing service event related information to related endpoint

1.
When a service event occurs that the S-CSCF or the Application Server wishes to inform an endpoint about, the S-CSCF or the Application Server generates a message request containing information to be presented to the user. The contents may include text describing the service event, a list of URI(s) or other service modification information.

2.
P-CSCF forwards the message request.

3.
UE presents the service-related information, to the extent that it conforms to its capabilities and configuration, to the user.

4.
Possibly after interaction with the user, the UE will be able to include information in the response to the S-CSCF.

5.
P-CSCF forwards the response.

Note 1: The UE may retrieve service event related information using  PS Domain or IMS procedures.

Note 2: transport aspects of the information transfer described above may require further considerations.

*************Sixth Modified section*********************
5.10.3.1
Network initiated session release - P-CSCF initiated

The following flows show a Network initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases). 

A bearer is removed e.g. triggered by a mobile power down, due to a previous loss of coverage, or accidental/malicious removal, etc. In this case the 'Indication of PDP Context Release' procedure will be performed (see 3GPP TS 23.207). The flow for this case is shown in Figure 5.26.

In the event of loss of coverage, 3G TS 23.060 defines the Iu or RAB Release procedures. In case of PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s. This is indicated to the P-CSCF / PCF by performing the 'PDP Context Modification' procedure (see 3GPP TS 23.207) as shown in Figure 5.25. For loss of coverage in case of other PDP contexts (background or interactive traffic class), the PDP context is preserved with no modifications.

Other network initiated session release scenarios are of course possible. In particular such scenarios initiated in the home network for administrative reasons might begin with an S-CSCF.

*************End Modified sections*********************
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