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1. Introduction

In 3GPP WLAN inter-working, some policy information must be exchanged between the 3GPP network and the WLAN to provision services to a 3G user in the WLAN. For example, when a 3G user tries to access the 3G IMS service from the WLAN, 3GPP network must negotiate control policies containing required QoS support information, tunnelling information, etc, to the WLAN. Therefore, a policy control interface is necessary between the 3GPP network and the WLAN for inter-working. These policies should be decided by 3GPP network based on the subscription of the user, since they would be charged according to the service enjoyed.  [3GPP TR22.934 section 6.4]

Generally, there are two types of policies that are related to WLAN inter-working:

1. Service Provider Policy: policy related to the relationship between the SPN (3GPP) and the AN (WLAN) e.g. should the traffic be tunnelled, does my roaming agreement with this SPN state that the service being requested should be supported.

2. User Service Policy: information about the services and QoS level the user is allowed to access based on their subscription, and the resources to be reserved for the service provisioning

Service Provider policy is comaprativly static, and should be provided to the AN before any roaming terminal enters the AN.  This kind of policy configuration can be done manually, or through the policy interface if required, e.g. using COPS-PR for the tunnelling information. 

The User Service Policy needs to be managed dynamicly. The information only needs to be passed to the AN when the user presents at the WLAN, and certain service is requeted. For example, it is improper for the 3GPP network to send a user’s information to the WLAN that is not serving the user. Sometimes, the service control information becomes available only after the service is initiated, e.g. a filter rule can only be set after the session initiation, since the other end’s address is required.

The AN (WLAN) could also have certain local policies that would apply to the services. This kind of local policy control would not cross the inter-working interface, and thus is out of scope of 3GPP’s study.

2. Policy Interface

As required by [3GPP TR22.934], the provisioning of the service in WLAN should be based on the user’s subscription. For example, a higher priority user of 3GPP network should not experience worse service in WLAN than a lower priority user.  The 3GPP network has to pass policy decisions/enforcement messages, as necessary, to the interworked WLAN as means of controlling the service to the authorised user.  These messages could be access rules, resource specifications and other session control related information. Therefore, in inter-working a policy control interface is required to convey the required information from the 3GPP networks to the WLAN for the provision of the QoS.Following figure shows a general architecture for the 3GPP WLAN inter-working. In the architecture, a policy interface Wp, is introduced. This interface connects the 3GPP’s policy control function (Policy Server) to the WLAN. The policy control function of the 3GPP makes decisions on the service control, and informs the WLAN using the Wp interface. WLAN would interprete the decisions, and enforce it accordingly using WLAN specific bearer services. For example, the 3GPP Policy Server decided to grant 512Kbps bandwidth to this user for its access of IMS in WLAN, it would send corresponding information to the WLAN through the Wp interface, and WLAN would configure its gateway, routers, etc., with certain resources, proper DiffServ DSCP codes so that the service could be provisioned with such QoS in the WLAN. 
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The Wp interface is similar and based on the Go interface defined in [3GPP TS 23.207]. It is based on IETF Common Open Policy Service (COPS) protocol. Policy Server of the 3GPP network acts as the decision point, and WLAN would act as the enforcement point. The Policy Server (Policy control function) could physically located outside of any domain, but it must have access to the user’s subsciption information, so that it can make decisions based on that.

In case of IMS service, the Policy Server (Policy control function) of 3GPP functions similar as the PDF/P-CSCF defined in [3GPP TR 23.917]. A Gq interface would be used between the Policy Server (PDF) and the Application Function (P-CSCF).

Since the COPS protocol is used, the static policy configuration is possible using the COPS-PR. 

3. Proposed text
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Figure 6.1. Non Roaming Reference Model


[image: image2.wmf]WLAN

UE

WLAN Access

(With or without an

intermediate Nw)

Intranet/Internet

Border

GW

(Opt)

Packet

Data

GW

Packet

Data

GW

3GPP

AAA

Proxy

CGw

CCF

Policy

Server

3GPP

AAA

Server

OCS

CGw

CCF

HLR

HSS

Application

Function

Wr/Wb

Wn

Wp

Wn

Wi

Wf

Wi

Gq

Wo

Wf

D'/Gr'

Wx

Wr/Wb

3GPP Visited Network

3GPP Home Network


Figure 6.3 Roaming Reference Model

6.2 Network Elements

· The Policy Server is a node acts as a Policy Decision Point for service based policy control. This server makes policy decisions on the enquiries from the WLAN based on the user’s subscription profile and information from the Applicatiron Function regarding the services. 

· The Application Function is an element controlling applications that require the use of IP bearer resources (e.g. UMTS PS domain/GPRS domain resources). One example of an application function is the P-CSCF. The Application Function represents the application level intelligence for any service running over the IP bearer, which needs service based policy control.    [Ed: Taken from TR23.917]
6.3.9 Wp 

6.3.9.1 General description

The reference point Wp connects the WLAN access network, possibly via intermediate networks, to the 3GPP Policy Server.  The prime purpose of the protocols crossing this reference point is to transport policy enquires and decisions for the provision of end-to-end QoS for the 3G terminals in WLANs.  The reference point is based on COPS, and thus could reuse any policy control mechanisms developed in the 3GPP, e.g. Go interface. 

6.3.9.2 Functionality

The functionality of the reference point is to transport COPS enquire/decision message:

· Policy configurations to the WLAN regarding service provider policies

· Policy enquiries from WLAN regarding service provisioning, e.g. end-to-end QoS policy

· Policy decisions to WLAN based on user subscriptions

· Provisioning status report from WLAN to update the Policy Server 

6.3.9.3 Protocols

Wr reference shall be based on IETF COPS Base protocol. COPS-PR or out-sroucing mode could be utilized depends on implementation requirements.

To support legacy logical nodes outside of 3GPP scope, a proxy for conversion between COPS and RADIUS/Diameter is possible. This kind of conversion need not be specified by 3GPP.
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