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1. Introduction

Incoming liaison statements S2-022790 and S2-022811 relate to concerns raised in the IETF with some 3GPP IMS solutions.

This document discusses one of the issues, namely network configuration hiding. 

2. Discussion

IETF is concerned that the I-CSCF(THIG) may encrypt Via and Route information when acting in topology-hiding mode. 

The requirement for network hiding comes from SA1 specification TS 22.228, and SA2 has introduced the THIG functionality to satisfy the requirement. Though encrypting the Via and Route headers is a solution chosen by CN1, which is not mandated by SA2 or SA1 specifications, it is the agreeable technical solution to satisfy the requirement of SA1 and the architecture chosen by SA2. Moreover, it can be anticipated that any solution for topology hiding will violate the IETF principle of transparency. Therefore the conclusion by CN1 is correct: if at all, there is a need to re-visit the requirement, not the solution. 

Revisiting the requirement is a task for SA1.

From an SA2 perspective, the following should be considered. CN1 did not identify any interoperability issues with their solution. On one hand this implies that the issue may be of minor importance, on the other it shows that network hiding probably can be viewed as a local issue based on operator policy, which does not affect inter-operability between networks. This implies that the architecture chosen does not prevent operators to implement configuration hiding. From that perspective, it seems acceptable to move all network hiding specific text to an informative annex in 23.228 (and in CN1 specifications). This would 

· satisfy SA1's requirement
· clearly indicate that 3GPP aims at IETF compliant solutions, 
· provide operators and vendors with a single solution to implement network configuration hiding. 
The responsibility for deviations from IETF standards, however, would lie with the operator, not with 3GPP. 

3. Conclusion

If SA1 removes the requirement for configuration hiding, then SA2 and CN1 will be able to solve the issue identified by the IETF.

Otherwise SA2 and CN1 should evaluate whether moving the text on configuration hiding to an informative annex is a way forward to satisfy both the SA1 requirement and the IETF concerns. 














































































































































































































































