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1. Introduction

SIP forking is not supported in the IMS core network entities in 3GPP release 5: "3GPP CSCFs and ASes that behave according to this version of the specification shall not fork any request." [23.228, subclause 4.2.7]. 

However support of forking has been identified as part of a work task for IMS Phase 2 [SP-020544].

2. Forking according to SIP - RFC 3261

(2.1) SIP and SIP forking are defined in RFC 3261. The following aspects seem important for our considerations.

1) A proxy may fork a request (e.g. an INVITE) to multiple locations at the same time.

2) As soon as the proxy receives a 200 OK to one of these requests, it must send a CANCEL for the other requests. 

3) However a CANCEL may fail to cancel the dialog, if the requests have already been answered in the meantime. This is considered an exceptional case.

4) Thus a UAC (User Agent Client) may receive multiple 200 OKs for the same INVITE.

5) There is no recommendation or obligation for the UAC. The UAC may terminate all but one of the established dialogs with a BYE, but in theory it may also continue all dialogs. Note that a 3GPP Release 5 compliant UE will terminate all but the first established dialog [23.228, 4.2.7]. This is a very common behaviour for other UA implementations.

(2.2) What is intended?

· It is the task of the SIP proxy to support the establishment of a session as requested by the UAC. Once the proxy has succeeded with this task, it shall cancel any unnecessary attempts to fulfil the task. This is the requirement mentioned in 2).

· However, if in exceptional cases multiple dialogs are established, it is up to the User Agents to decide whether they wish to continue. Why should dialogs/sessions be terminated, if the user agents wish to continue? The control is at the endpoints. Item 5) above reflect this.

 (2.3) What does this mean?

· Forking is not intended as the means to establish multiple dialogs from one request. E.g. it is not intended to serve the following purposes: 

· establish sessions with multiple parties at the same time ("Call to a buddy list") 

· split of media, i.e. a voice call to one SIP endpoint and a chat to a different SIP endpoint at the same time (even if both endpoints are used by the same person). For example the REFER method should be used here.

· "Nothing without my lawyer" application. Again, REFER would be the preferred way.

· Forking is intended to support parallel or sequential search (or a combination of both).

· Nevertheless it can happen in exceptional cases that e.g. multiple 200 OKs are received for the same INVITE.

The intended use should guide the IMS design with respect to forking, even though some existing or future implementations may violate these principles.

3. Motivation

The purpose of the IMS is to support the provisioning of IP Multimedia Services. Forking may be a means in that respect. The services provided by SIP application servers are not standardised. Thus they should not be restricted unnecessarily by protocol restrictions.

4. Forking in the IMS

(4.1) Forking on the terminating side

As indicated in section 2 above, the purpose of forking is to increase the probability to find the called party by parallel or sequential search. Also forking is applicable only for proxies within the domain of the Request-URI, as can be seen from section 16.5 of RFC 3216.

We conclude that forking is only applicable in the terminating IMS. No reasons have been identified to support forking in the originating IMS. 

Indeed, forking on the originating side would create issues with respect to the uniqueness of the ICID and others. Thus it should be prohibited.

At the moment multiple contacts for the same private user ID cannot be registered in the S-CSCF. Thus a transparent standardised support for forking in the S-CSCF does not seem justified. The right point to fork requests is the application server.

Proposal: Application Servers (AS) in the terminating IMS should be allowed to fork: The S-CSCF should be able to handle and support forking from application servers. 

(4.2) UE Behaviour

Unless good reasons are identified, the behaviour in the UE should remain unchanged for Release 6. This means that no changes to Release 5 specifications are necessary.

(4.3) Forking and IMS Charging ID (ICID)

The intent of forking is to establish one session. As such only one ICID should be used for all legs of a forked session. This also ensures that forked legs, which are terminated immediately after their establishment, can be handled appropriately for charging. Using multiple ICIDs raises rather complicated issues. For example if multiple ICIDs are used, then at least one of them would be different from the initial one. This would violate the idea of an end-to-end identifier.

(4.4) Forking and IMS Charging

There are other issues to be solved with respect to charging. Examples:

· Error Handling (e.g. UE does not terminate "the other legs")

· It should be possible that the user does not pay for legs, which are terminated immediately after 200 OK.

· Charging for the Forking "service" on the terminating side

· …

Some of these issues (e.g. the first two bullet items above) need to be solved already for interworking with external networks, which may fork.

(4.5) Forking and Service Based Local Policy (Media Authorisation via Go and Authorisation Token)

Already in Release 5, the necessary mechanisms for Service Based Local Policy (SBLP) in case of forking on the terminating side have been defined. There is only one authorisation token, which allows establishing the bearer(s) for each of the early dialogs, but not as separate bearer(s). This means only the establishment of bearer(s) for one session is supported in consideration of the forking response with the highest QoS demands. After the establishment of one session and termination of the other legs, the authorisation may need adjustment.

On the terminating side, each leg should be handled individually.

In summary: No need for a change in release 6 has been identified.

5. Conclusion

It is proposed to support SIP Forking in Application Servers on the terminating side in 3GPP Release 6. A companion contribution contains the necessary CR.














































































































































































































































