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1.
Introduction

At the last SA2 meeting there were discussions on partial publication and notification of Presence information and some questioning of the need for the current requirements as currently stated TS 23.141. The current text in TS 23.141 regarding partial publication and notification was agreed quite a long while ago and has been incorporated into the 3GPP Presence requirements draft which was discussed at IETF#54 held in July. However at IETF#54 there were a number of questions and concern regarding these particular requirements and also a general questioning of the necessity for this functionality. These questions and concerns were not adequately addressed at IETF#54 or on the SIMPLE mailing list since. This contribution discusses the need for these requirements, the impact of them and alternative solutions.

2.
Discussion

2.1 Current 23.141 Text

The following text highlighted in TS 23.141 is relevant:

4.3.1
Reference point Presence User Agent – Presence Server (Peu)

This reference point shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this reference point shall not impose any limitations on the size of the presence information.

Peu shall provide mechanisms for the Presence User Agent to manage access rules. 

Peu shall provide mechanisms for the Presence User Agent to supply only a certain subset of the presentity's presence information to the Presence Server. It shall also be possible for the Presence User Agent to supply the complete presence document over Peu.In order to provide all the functionalities required on this reference point, a combination of multiple protocols may be used.

IPv6 shall be supported for all functionalities required from a Presence User Agent that supports the Peu reference point. An IPv6 capable 3GPP UE shall use IPv6 when accessing Peu.
4.3.2
Reference point Network Agent – Presence Server (Pen)

This reference point shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this reference point shall not impose any limitations to the size of the presence information.

Pen shall provide mechanisms for the Network Agent to manage access rules.  

Pen shall provide mechanisms for the Network Agent to supply only a certain subset of the presentity's presence information to the Presence Server.
In order to provide the all the functionalities required on this reference point, a combination of multiple protocols may be used.

4.3.3
Reference point Presence External Agent – Presence Server (Pex)

This reference point shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this reference point shall not impose any limitations on the size of the presence information. 

Pex shall provide mechanisms for the Presence External Agent to supply only a certain subset of the presentity's presence information to the Presence Server.
In order to provide all the functionalities required on this reference point, a combination of multiple protocols may be used.  Presence information obtained from an external network by the Presence External Agent is transferred across the Pex reference point to the Presence Server.

4.3.4
Reference point Watcher applications – Presence Server (Pw)

This reference point shall allow a Watcher application to request and obtain presence information. [3] provides guidelines for such an interface. 

The transport shall not impose any limitations to the size of the presence information.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.

This reference point shall support both presence monitoring and fetching modes. In the fetching mode, it shall be possible for the watcher to once request all or only a subset of a presentity’s presence information (i.e. one or more tuples) pertaining to certain communication means and/or contact addresses. 

In the monitoring mode, it shall be possible for the watcher to request monitoring of all or a subset of a presentity’s presence information (i.e. one or more tuples) pertaining to certain communication means and/or contact addresses and to explicitly request full or partial updates.
It shall be possible for the notifications containing the presentity's presence information to contain only the modified tuples, i.e. only those tuples which have changed since the last notification.
IPv6 shall be supported for all functionalities required from a Watcher application that supports the Pw reference point. An IPv6 capable 3GPP UE shall use IPv6 when accessing Pw.
5 Functional Entities To Support Presence Service

5.1 Presence Server

The Presence Server shall reside in the presentity's home network.

The Presence Server shall be able to receive and manage presence information that is published by the Presence User/Network/External agents, and shall be responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. The composing process to create the single presence document may involve complex transformations of presence information such as modifying the presence information from one presence source based on information from another presence source.
The mechanisms for combining the presence related information shall be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server shall be capable of receiving and composing the Presence information received in the standardized formats from authorized sources regardless of the source of the information or the ability to interpret the information contained in the presence tuples. The information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow watchers to fetch and subscribe either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. 

The Presence Server shall support SIP-based communications for publishing presence information.

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. The Presence Server is a SIP Application Server as defined by 3GPP TS 23.228 [9], and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall provide Subscription Authorization Policy. The Subscription Authorization Policy determines which Watchers are allowed to subscribe to a Presentity’s Presence information. 

The Subscription Authorization Policy also determines which tuples of  the Presentity’s Presence information the watcher has access. It shall be possible for the Presentity’s Presence User Agent to provide the Subscription Authorization Policy or it may be configured by the operator as part of the service provisioning.

The Presence Server may provide a filtering function that is used to limit the information that is delivered to a watcher.  After subscription the authorized watchers get notified of the actual Presence Information based on the Subscription Authorization Policy and the filters set by the watcher in the subscription.

The Presence Server shall collect watcher information to enable presentity to obtain information of the watchers that are or have been requesting, fetching or subscribing presentity's presence information. Service provider shall be able to define the maximum time period over which information is collected and stored. The watcher information list shall include:

-
identity of the watcher (unless anonymity was requested);
In case of anonymous watcher, the identity of the watcher shall not be provided to the presentity. The presentity shall be able to determine that an anonymous watcher has requested, fetched or subscribed presence information of the presentity including related information as specified in this list without revealing the watchers identity.

-
time of the request, fetch or subscription;

-
length of the subscription; and

-
state of the request or subscription.

The Presence Server shall be able to support the presentity obtaining the above watcher information. The Presence Server shall be able to receive watcher information fetches and subscriptions from the presentity. These watcher information fetch and subscribe requests shall be able to contain filters which define

-
what watchers the presentity is interested in;
Possible categories are:
-
all watchers;
-
defined watchers;
-
new, unauthorised watchers; and
-
defined and new, unauthorised watchers.

-
what information the presentity is interested in; and

The information is all or part of the watcher information list as defined above. 

-
the length of the watcher information history collection period that the presentity is interested in.

In response to watcher information fetches, the presence server shall be able to provide requested watcher information to the presentity. In response to watcher information subscriptions, the presence server shall provide notification to the presentity of the current state of the subscribed watcher information. When there are subsequent changes in the subscribed watcher information, notifications of the changes in watcher information are sent to the presentity.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

When the presentity is associated with a UE that has subscribed to an IMS network, according to the home control model its Presence Server shall also be located within the presentity's home IMS network.

2.2 Analysis

There are several issues that are covered by the text in this area:

1. Watcher should be able to subscribe to and be notified of only a subset of the presentities presence information.

2. Presentity should be able to restrict access to the watcher to only a subset of the presentities presence information.

3. Multiple Presence Sources do not have to publish the full set of Presence information. The Presence document is composed by combination of partial Presence information from potentially multiple sources.

4. The Presentity should not have to publish all the Presence information all the time but should be able to provide just the delta – this we call here Delta Publication

5. The Watcher should not have to receive all the Presence information all the time but should be able to receive just the delta- this we call here Delta Notification.

Issues 1 and 2 are useful enhancements to SIMPLE that should be supported.

Issue 3 is also clearly a function of the Presence Service and this concept is already incorporated in draft-olson-publish.

However issues 4 and 5 need some further analysis.

Behind issues 4 and 5 is the concern that the Presence document may become quite large because it may contain multimedia content such as pictures and sound files etc. The thinking here is that similar to the capabilities to those provided by some Internet Presence and Messaging today that multimedia profiles of the presentity should be part of the Presence Service. 

However the requirement to have the ability for the Presence Service to support the Presentity having a modifiable multimedia profile associated with Presence Information and directly inserting such content into the Presence document are not necessarily one and the same. 

Current ongoing work in IETF on SIP content indirection enables SIP messages to contain links to additional information not directly contained in the message body and is ideal for transporting indirectly by reference large multimedia content. These mechanisms could be used for publishing and notifying associated multimedia content, especially since the a picture of the presentity or his current favorite song is not likely to change any where near as often as his communication status.

The remaining concerns regarding the size of the Presence document for basic Presence tuples should be adequately handled by SIP compression between the Proxy CSCF and the UE.

The problem with having Delta Publication and Delta Notification is that it requires standardization of the Presence Service Presence Composition function as the Presence Server now needs to understand how to put the Presence document together based on what it just received and what it previously received. This amounts to the standardization of the Presence Service not just the communication mechanisms needed to build interoperable Presence Services. This is therefore unlikely to be accepted within IETF and also seems to be outside the scope of 3GPP where primitives for building an interoperable Presence Service are within scope but the nature of the service (the nature and relationship between the Presence tuples for instance) is outside the scope of 3GPP standardization. It is in the interests of both vendors and operators that while the Presence Solutions provided should interoperate that does not mean that they should exhibit exactly the same behavior but that there should be differentiation between the solutions deployed by different operators and supplied by different vendors. Delta Publication and Delta Notification are significant obstacles to such product differentiation.

In addition Delta Publication and Delta Notification makes the Presence service significantly more complex with additional state having to be stored and managed both within the terminals and within the Presence Server. It also significantly impacts the reliability of the service as now state has to be communicated between Presence Servers in order to recover from failures and also there is always the possibility of the UE and Presence Server getting out of sync.

Implementation of a Delta Publication and Delta Notification mechanism will require the cooperation of IETF. As already indicated such mechanisms are likely to be quite controversial in IETF. Without IETF agreement 3GPP risks having to go its own way with all the loss of interoperability that this would cause with other SIMPLE based systems.

The current text in TS 23.141 mandates too specific a protocol implementation solution to the basic requirements for the service for CN1 where the expertise in protocol matters resides and also where the technical interface to IETF takes place.

 3.
Proposal
1. That SA2 agrees to modify the current text regarding partial publication and notification in TS 23.141 to enable content indirection mechanisms to fulfill the requirements for association of multimedia content with presence information and to allow the protocol specific optimizations to be handled by CN1. 

