3GPP TSG-SA2 Meeting #27 
S2-023094
Beijing, China, 14-18 October, 2002

Title:

Rel6 policy control: Authorisation of QoS resources

Source:
Nortel Networks
Agenda Item:
 9

1 Introduction

This paper proposes some more detailed flows for the release 6 work item “FS on Dynamic Policy control enhancements for end-to-end QoS”.

2 Information flows

2.1 Authorisation of QoS resources, IMS case

The PCF uses information received from the application function, at the session control level, in order to decide whether the necessary QoS resources are authorised or not. This step may contain the enabling of the QoS resources. If not then this is done separately with an approval of QoS commit procedure.
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Figure 1:  Authorize QoS Resources, IMS case

1) Session Control message containing media information is received by the Application Function.  

2) The Application Function forwards the media information to the PCF.

3) The PCF shall authorize the required QoS resources for the session and install the IP bearer level policy in its internal database based on information from the Application Function.

4) The PCF reports successful authorisation of the session, to the Application Function. 
5) Upon successful authorization of the session, session control messaging continues, with the supplied Authorisation Token being passed on the UE.  

2.2 Example of authorisation of QoS resources, P-CSCF is Application Function

One example of usage of the authorisation flow above is at IMS session setup. This scenario is shown below:
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Figure 2: Example Information flow for IMS session set-up

The P-CSCF sends an authorisation request message to the PCF. The message includes SDP information. All possible interactions between P-CSCF and PCF at this stage are not shown in this call flow. 
.

An authorisation token is generated by the PCF. The authorisation token is a globally unique value. This authorisation token includes the PCF identifier. The PCF identifier ensures that the GGSN knows which PCF to contact for Go interface flows.

The PCF sends a decision message to the P-CSCF.

3 Proposal

It is proposed to add chapter 2 to the draft TR on policy control enhancements in release 6. This would fit into the “Information flows” section of the TR.
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