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1. Introduction

The purpose of this contribution is to identify requirements for TS 23.240 Chapter 4.1
2. Proposal

We propose to add the following contents to 3GPP Generic User Profile - Architecture Stage 2 TS 23.240 

· Privacy

· Security

· Charging

4.1 GUP Functionalities

Editor’s Note: 

[This clause is to highlight the initial functionalities to be included in the specification. This also provides a logical architecture of GUP whereby physical architectures are expected for further study.]

4.1.1 Harmonised access interface

The GUP harmonized access interface is the interface which can be used by the GUP suppliers and GUP consumers to access, manage and transfer the profile data. This application layer interface is independent of the profile structure. 

4.1.2 Single Point of Access

There exists for each Profile a single point of access, which knows the location of the various components of the Profile. 

4.1.3 Authentication of profile access

A GUP functionality exists that is responsible to authenticate applications. Authentication is a vital function to be passed before any kind of access to GUP data is granted. GUP shall adopt a generic mechanisms such as used for the OSA framework approach.
4.1.4 Authorisation of profile access
A GUP functiontionality exists that is responsible to authorise applications to access GUP data based on User specific privacy rules. All attempts to access the GUP data are to be authorised according to the defined policies.
The GUP data structures need to satisfy the requirement to provide the authorisation information on the different levels: profile, component or data element. In addition to the generic authorisation data, additional service specific data may be defined (e.g. for LCS). The same applies for the authorisation decision logic. How the generic decision logic is defined and provided is FFS.

4.1.5 Privacy Control 
The tight connection of Authentication, Authorisation and subscriber specific privacy requirements results in Privacy control. Privacy control implies a centralized management for access rights including the subscriber’s privacy requirements.
Editors note: results are expected from the investigation on the feasibility study considering “Generalised privacy capability” (WI agreed at SA#17).

4.1.6 Synchronisation of data storage
Editors note: this issue is under further investigations. Either an application is notified and requests the modified GUP data or the data modification is pushed to the application.
4.1.7 Access of profile from visited network
Access to GUP from a visited network shall follow the single point of access principle.
4.1.8 Location of Profile Components
A GUP functionality exists that keeps information where GUP data are located.
Editors note: Further details are expected.
4.2 GUP Functional Entities

4.2.1 GUP Profile Server

The GUP Profile Server is a  functional entity providing a single point of access to the Generic User Profile data of a particular subscriber. The Reference Architecture does not specify or limit the physical location of the GUP Profile Server enabling flexibility in the implementations.

The GUP Profile Server includes the following functionalities:

· To provide a single point of access for reading and managing generic user profile data of a particular subscriber.

Editor's note: Whether the GUP Profile Server is implemented as a Proxy and/or Redirect Server must be defined later, see the two figures below.


























































