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1 Introduction

Currently the TR 23.917 notes that:

“The architectural relationship between multiple PCFs, GGSNs and Application Functions are for further study.”

It is proposed to study and agree what this relationship should be. The proposed relationship is based on the release 5 principles.

2 Discussion

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:
There are multiple instances of the Application Functions, GGSNs and PDFs.

Policy decisions, including media authorization, are made by the same PDF for both Application Function and the GGSN. However, the PDF may change on a per-transaction basis, i.e. on a per policy request basis linked to a particular session.

The GGSN, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the Application Function and the PDF and between the GGSN and the PDF.

Further, the following rules apply:

· One GGSN may get policy information from multiple PDFs

· A given PDF may give policy information to a number of GGSNs

· Which PDF the GGSN needs to go to is identified by the authorization token

· The GGSN knows which PDFs are part of its network. This is for security reasons. The GGSN must have a list of valid PDFs to prevent a UE from tampering with the token in order to redirect the GGSN to a fake PDF.

· If the PDF identifier in the authorization token is not recognized then the GGSN shall use a default PDF

For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

· A given PDF may give policy information to a number of P-CSCFs

· A given P-CSCF interact with one PDF only, with which it has a trust relationship

For other Application Functions (from non-IMS service providers):

· The service authorization token is generated by the Application Function and contains its identifier (FQDN)

· A given Application Function may speak to a number of PDFs, although on a per-session basis, it must interact with the same PDF.

· Which Application Function the PDF needs to interact with is identified by the service authorization token

3 Proposal

Remove the statement that “The architectural relationship between multiple PCFs, GGSNs and Application Functions are for further study.” Include the above principles into the TR 23.917.

The new text would fit into a new chapter inside the Architecture section e.g. called “Relationship between functional entities”.

