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Introduction

In SA2#26 an LS was sent to CN4, S2-022601 “LS Response on persistent dialogs for unregistered users” in reaction to one received from CN1, S2-022227 (=N1-021851). CN1 asked SA2 whether the current assumption in CN4 of considering the first S-CSCF assigned for a user (even as a consequence of a session initiation to unregistered user) as the one valid to give service to the user when this one registers was valid. SA2 asked CN4 whether their specifications support the possibility to assign a S-CSCF different from the one currently known in the HSS (e.g. as a result of a previous assignment for unregistered services), confirming that the S-CSCF is assigned by the I-CSCF at initial registration.

In S2-02xxxx (=N4-021320) CN4 confirmed that SA2 requirement was not fulfilled. CN4 described a mechanism that was introduced in the specifications for Cx interface to allow the re-assignment of an S-CSCF that is down. As such, it is a procedure initiated by the I-CSCF and does not cover SA2 requirement.

Discussion

It is logical that a procedure for the re-assignment of the S-CSCF exists. One valid reason to request a re-assignment of S-CSCF is a change in the capabilities that the I-CSCF gets from the HSS and uses for the selection of the S-CSCF.

The agreed principle that the S-CSCF is assigned by the I-CSCF at initial registration seems to indicate that two different sets of capabilities are needed, one to assign a “default” S-CSCF (e.g. selected as a consequence of session initiation to unregistered user) and one to assign a “definitive” S-CSCF (e.g. during a registration). An operator may decide to configure both sets to be identical.

There are different cases that need consideration:

1. S-CSCF assignment during a first registration. There is no S-CSCF assigned for the user. Irrespective of whether there were changes or not in the list of capabilities the HSS must return to the I-CSCF the list of capabilities for the selection of the S-CSCF.

2. Re-registration. If there have been no changes in the capabilities since the last registration, the HSS must return only the S-CSCF name to the I-CSCF.

3. First registration after a S-CSCF assignment due to a terminating call to unregistered user. One option is that the HSS returns to the I-CSCF both the S-CSCF name and the list of capabilities, to allow a potential change of the S-CSCF that was selected in the first place. Another option is to return only the list of capabilities, which may force an unnecessary change of S-CSCF.

4. Re-assignment of S-CSCF after change in capabilities. One option is that the HSS returns to the I-CSCF both the S-CSCF name and the list of capabilities, to allow a potential change of the S-CSCF that was selected in the first place. Another option is to return only the list of capabilities, which may force an unnecessary change of S-CSCF.

5. Registration due to a session termination to unregistered user. The HSS shall return to the I-CSCF the capabilities for the selection of a “default” S-CSCF.

6. Location query for a user that is properly registered (i.e. after a REGISTER). The HSS returns to the I-CSCF S-CSCF name.

7. Location query for a user that was registered due to a session termination to unregistered user. If the “default” capabilities didn’t change since last location query, the HSS returns to the I-CSCF only S-CSCF name.

8. Location query for a user that was registered due to a session termination to unregistered user. If the “default” capabilities changed since last location query, one option is that the HSS returns to the I-CSCF both S-CSCF name and capabilities, to allow a potential change of the assigned S-CSCF. Another option is to return only the list of capabilities, which may force an unnecessary change of S-CSCF.

Current TS 23.228 only covers cases: 1, 2, 5, 6 and 7. Cases 3, 4 and 8 require additions to TS 23.228. 

CN4 have implemented 3 identical to 2. CN4 have not considered 4 and 8.

An I-CSCF receiving both capabilities and S-CSCF name would assess wether the S-CSCF already assigned fulfils the necessary capabilities, before assigning a new one.

There are consequences that need consideration when an S-CSCF is re-assigned (this is irrespective of what triggered the original assignment, e.g. a user registration or a terminating session to an unregistered user). These considerations impact the S-CSCF – HSS part of the Cx interface:

· There may be dialogs established in the old S-CSCF when a new one is assigned. To complete the S-CSCF re-assignment requires that the user re-sends the SIP method that triggered the assignment of the S-CSCF, so that the routes are established towards the new S-CSCF. CN1 have defined a procedure to ask a user to re-register. But there isn’t a similar procedure that can be applied to the case of an S-CSCF that was assigned as a consequence of an INVITE or a SUBSCRIBE. For INVITEs it can be considered unnecessary. For SUBSCRIBEs, that are long-term something must be done, e.g. S-CSCF don’t add themselves to the record-route of SUBSCRIBEs.

· A re-assignment is triggered by some SIP method invoked for a determined public identity. The need to re-assign the other public identities that may be registered must also be considered.

With respect to the S-CSCF – HSS part of the Cx interface current CN4 restriction of allowing to overwrite an S-CSCF name in the HSS only as a consequence of a registration (if different from the one already stored) may be unnecessary. The introduction of the possibility to do a re-assignment of S-CSCF after a change in capabilities or after a S-CSCF failure (see below) had not been considered by CN4 and may impact CN4 working assumption.

Other impacts on the S-CSCF – HSS part of the Cx interface:

· If there are changes in the capabilities and the S-CSCF was selected as a consequence of a session to unregistered user, one possibility is that the HSS sends a network initiated de-registration, that the S-CSCF shall interpret as a need to delete user information as soon as the session is over. The HSS shall not delete the S-CSCF name. There is not an immediate re-assignment in this case. A subsequent SIP method will trigger the assignment of the S-CSCF with the new capabilities.

· If there are changes in the capabilities and the user is registered, one possibility is that the HSS sends a network initiated de-registration, that the S-CSCF shall interpret as a need to ask the user to re-register and to delete user information as soon as the existing sessions are over. The HSS shall not delete the S-CSCF name. In this case (due to the existing procedure defined by CN1 to ask the user to re-register) there is an immediate re-assignment of the S-CSCF.

Note: this doesn’t mean there is more than one S-CSCF assigned to a user. The HSS will store only one S-CSCF per user. 

Recovery procedures

An assigned S-CSCF could be down when contacted by an I-CSCF. Further requests from the I-CSCF to the HSS (Cx-Query or Cx-Location-Query) would result in the same S-CSCF name. The I-CSCF should have the possibility to ask explicitly for the capabilities for the selection of a new S-CSCF.

CN4 have specified such possibility in the Cx-Query operation to allow the re-assignment of a S-CSCF that is down during a re-registration.

Such mechanism has not been added to Cx-Location-Query. It has been the working assumption in CN4 that the HSS mustn’t overwrite the S-CSCF name that is stored in the HSS under any circumstance. Only re-registrations (with the corresponding request for authentication information to the HSS) are allowed to overwrite the S-CSCF name stored in the HSS. In practice, this means that, if there is a failure in the old S-CSCF, the S-CSCF can only be re-assigned during re-registrations. This has the negative effect that if a S-CSCF is assigned to a user due to a terminating session, and the S-CSCF goes down, subsequent terminating sessions cannot receive service.

Support for this kind of recovery procedures need additions to TS 23.228.

Proposal

To agree on the following principles:

1. It shall be possible to re-assign a S-CSCF when there are changes in the capabilities used to select it.

2. There may be different sets of capabilities for the selection of a default S-CSCF or a definitive S-CSCF. If an operator defines that both sets of capabilities are identical for a certain user, no re-assignment is required unless the capabilities used for the assignment have changed.

3. Re-assignments of S-CSCF due to failures in S-CSCFs shall take place both during re-registrations and session initiations to unregistered users. The HSS may need to overwrite the S-CSCF name stored upon request from a different S-CSCF.

Amendments to TS 23.228 will be prepared for next SA2 meeting depending on the outcome of this discussion. SA2#28 and next CN4 meeting are co-located and CN4 can prepare the appropriate solution at that time.

