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1. Status Attributes

Section 6.1.1 in TS 23.241 currently distinguishes between generic information attributes, which relate to the 3GPP subscriber, and communication means and contact address specific information attributes.

Two status attributes are defined:

· Subscriber’s status (willing, willing with limitations, not willing, not disclosed) – part of generic information

· Network status (open, closed) – part of communication means and contact address specific information

The current names seem to imply that the 3GPP subscriber publishes the first attribute, while the latter represents the actual reachability of the user through the network.

In real life, a 3GPP subscriber may wish to provide watchers with status attributes, which do not necessarily tell if they are reachable or willing to be reached. For instance the user may wish to provide a “closed” status value associated to a particular contact means, without the watcher being able to know the real reason for this value (lack of willingness to communicate or impossibility to communicate).

Moreover, in an immediate messaging system, an open or closed status value may also be related to the messaging client application in the device. This value is not necessarily obtained through the network.

Consequently, it is desirable to adopt a more neutral name for the status attribute specific to communication means and contact addresses. “Status” is proposed.

2. Location Attributes

Similarly, the current specification distinguishes between two location attributes:

· Subscriber provided location (free format text) – part of generic information

· Network provided location (Last known CGI/SAI and/or geographic co-ordinates and age of location information) – part of communication means and contact address specific information

Originally, one of the reasons for permitting the provision of location information by both the user and the network was to permit the user to lie about his/her real location.

The definition of two separate attributes seems to imply that there is one that can be trusted (the network provided location) while the other might need be considered with caution (the subscriber provided location).

The apparent possibility to provide to a watcher both network and subscriber provided locations is likely to lead to two potential situations: either they are consistent and one of them is superfluous, or they are not and there is an undesirable inconsistency.

The limitation of network provided location values to “last known CGI/SAI and/or geographic co-ordinates” seems to forbid these information to be translated into corresponding location names before being sent to the watcher.

Finally, the apparent possibility to add a different network location to each contact address seems to finally achieve the universal desire for ubiquity. It might be more realistic to define a single generic location attribute associated to the subscriber (even if the network actually locates his device(s)).

3 Proposed Modifications

The following modifications are proposed to section 6.1.1.

********************************** Changes *********************************************
A 3GPP subscriber is described by attributes: subscriber's status, network status, one or more communication address(es) (containing communication means and contact address), subscriber provided location, network provided location, priority, text. The attributes can be categorised as communication means and contact address specific information or generic information. Generic information attributes shall be: subscriber's status, subscriber provided location and text. Communication means and contact address specific information attributes shall be: network status, communication means, contact address, network provided location, priority and text. 

· Generic information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability: 

· Subscriber's status (willing, willing with limitations, not willing, not disclosed),

NOTE: Attribute name subscriber's status has been defined in stage 1 and it does not imply any mapping to the IETF defined presence model e.g. IETF RFC 2778 [16], IETF RFC 2779 [17]. 

The subscriber's status attribute is not intended to be used when interworking with IM clients. Subscribers are able to provide more detailed willingness information as well as other information through the generic Text attribute, and the communication means and contact address specific Text attribute.

· Location ( Last known CGI/SAI and/or geographic co-ordinates and/or string and age of location information),

· Text (free format text).

· Communication means and contact address specific information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability: 

· status (online, offline),

· communication means (Service type (e.g. telephony, SMS, email, multimedia messaging service, instant messaging service)),

· contact address (E.164 (e.g. MSISDN), SIP URL, Email, Instant message address e.g. IM:name@domain name),

· 
· Priority (Priority order for each of the defined communication means and contact address),

· Text (free format text). 

NOTE: The mapping of these attributes and values to the IETF defined presence model IETF RFC 2778[16], IETF RFC 2779 [17] may result one or several of the following:

· using existing IETF defined attributes and values (or subset of them)

· using existing IETF defined attributes but extending the value set

· Creating new attributes to the tuples.

The mapping of these values for tuples and different fields of the tuple is defined in stage 3. Furthermore, mechanisms to allow extensibility of the presence information in order to ensure interoperability are defined in stage 3.

 All these attributes shall be able to contain value NULL to enable polite blocking.
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