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1 Introduction and background

SA2 has documented a number of access control requirements in the WLAN TR and hence also in the WLAN subsystem TS. The requirements have been useful in the feasibility study as they have guided the architecture for access control but it seems like some requirements are mutually exclusive i.e. they can not all be fulfilled with a single solution. It is there for proposed that SA2 removes the less important requirement when they are mutually exclusive.

Other groups e.g. SA3 have also started to document requirements in other specifications and it is proposed that SA2 removes requirements outside the SA2 area of expertise when they are e.g. documented in other specifications.

2 Analysis

The requirement: “Legacy WLAN terminals should be supported” Is basically mutually exclusive with the requirement: “The WLAN technology specific connection between the WLAN UE and WLAN AN shall be able to utilise the generated keying material for protecting the integrity of an authenticated connect” As there are in principle no legacy WLAN terminals that are able to use EAP-SIM/AKA keying material. It is proposed to remove the requirement to support Legacy WLAN terminals.

In addition to these comments there are also a number of requirements, which are placed in the SA3 WLAN security TS and that, does not need to be duplicated in the SA2 TS.

3 Proposal

Based on the analysis it’s proposed that chapter 5.1 of TS 23.xxx v 0.1.0 WLAN Subsystem; System Description is updated as follows:

5.1
Access Control Requirements

· 
· Minimal impact on the user equipment, i.e. client software.

· Minimal impact on existing WLAN networks.

· The need for operators to administer and maintain end user SW shall be minimized

· Existing UICC cards should be supported. The solution as such should not require any new changes to the UICC cards.

· Changes in the HSS/HLR/AuC shall be minimized.

· 
· 
· 
· The selected Authentication solution shall also allow for Authorisation

· Methods for key distribution to the WLAN access NW shall be supported

· 
· 
· 
· 
· 





































