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1. Introduction

Filtering has been incorporated to the current version of the specification. This contribution proposes some enhancements and restrictions to improve the usability and operation of the filtering. These features are: application identification, summary information, storage of filter information and restriction to use of tuple ID. This contribution describes the issues and corresponding CR proposes to implement them to the specification. 

2. Multiple values and tuple ID

The current specification allows showing different attribute values to different watchers. The mechanism to provide that is to create two (or more) tuples containing same attributes but different values for them. The mechanism work well if the filtering in watcher side is not in use. However, it has not been described in detail to what information filtering may be based on. The example below presents the problem if the filtering is based on the tuple ID.

Let's assume presentity has only one presence document containing tuples T1, T2, T3 and T4. There are four watchers, which are all allowed to subscribe the whole document. One of the watchers W2 is only interested in tuples T2 and T3 and he has set the filter to allow only tuples T2 and T3 to be notified to him.

The presentity decides for some reason to start showing different values to the presentity W2 concerning all tuples. Therefore he creates new tuples T5, T6, T7 and T8. The attributes in T5, T6, T7 and T8 correspond to the attributes in T1, T2, T3 and T4, respectively. The values of the attributes may be different between these two 'tuple groups'. The presentity will create a new access list, which allows W2 to see tuples T5 - T8 but not the tuples T1 - T4. From now on the watcher W2 should be able to see the new values for the attributes. However, in the assumption the watcher had set the filtering on which means that no tuples/presence information is provided to him. 

The example above is problematic in two sense: The intention of presentity was to show still the same attributes to the watcher but he does not receive any and the watcher received 'unintended information' from the presentity that something has happened in the access right for reason or another. Therefore, as a solution it is proposed that tuple ID shall not be used as a filtering criteria.
3. Application identification

Due to limitation in the usage of the tuple ID as presented above it would be necessary for application to have some information which tuples are intended for them. There can be e.g. two independent presence clients, which both provide and use presence information. Because the presence format enables extensions to the presence information it is important that these applications would be able to identify the presence information that is intended for them. It cannot be done based on the contact address. Therefore, it is proposed that each tuple would carry information that enables applications to recognise the tuples intended for them. Same information can be used as one criteria for filtering. An example of the usage of application identification can be two tuples which both have same SIP URI as a contact address. One of the tuples is indented to the MMS client and the other one to the IM client. There should be a mechanism to route the correct tuple within a terminal to the correct application. The application identification would serve that purpose.

4. Presence summary

As the presence service supports extensibility and filtering it would be important for the watchers to obtain information what presence information is available for them before making the actual subscription. Currently the only way of doing that is to subscribe all the authorised information and after that set the filter to avoid unnecessary presence information updates. It would be more efficient from the radio perspective if the watchers would be able to obtain the summary of the presence information i.e. tuples and attributes but not their values before making the actual subscription with filtering information. Therefore it is proposed that watcher would be able to indicate in the presence information fetch that it wants to receive only summary of the available presence information.

5.  Storing filter information

The presence list server enables the watcher to carry out multiple subscriptions with one transaction (between terminal-network). In such case, the watcher sends a single SUBSCRIBE to the server and server makes a separate SUBSCRIBE towards each presentity. The solution enables efficient use of radio but at the same time it restricts the possibility to use filtering. Therefore, it is necessary that the presence list server stores the filtering information corresponding each presentity in the list. When the watcher subscribes to the list the presence server shall add the filters to each separate SUBSCRIBEs if such exist.
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