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In order to provide subscriber identity based packet services in the mobile network for scenario 3, subscriber identity needs to be conveyed to the mobile network and that identity needs to be associated with subscriber traffic.  This contribution proposes Mobile IP as the mechanism for communicating subscriber identity and creating a tunnel for delivering traffic associated with that subscriber identity to the mobile network.

For purposes of PS services delivery in GPRS, subscriber identity is communicated to the network through the GTP setup sequence.  It is communicated through a couple of mechanisms.  The simplest is the delivery of the IMSI or MSISDN in the GTP context request messages.  Through this mechanism the index can be used to provide access to information about per subscriber policy information for use in service selection.  The GTP context request message may also provide information such as username/password derived from PPP context setup on an attached device using the PCOIE field.  This information can also be used to identify per subscriber policy information through attached AAA databases.

Mobile IP can be used also to carry per subscriber identity through an NAI field in the Mobile IP registration request message in order to determine information about per subscriber services in the PS domain when the mobile is accessing those services via WLAN.  The identity used in this field may match the identity used in PPP context setup provided through the GTP PCOIE field, or may match an identity used for HLR/HSS authentication in the WLAN.  The identity communicated in the Mobile IP registration request is validated through a cryptographic signature on a secret shared between the mobile client and the home agent or the mobile client and a AAA server.

Once the registration is validated an address is assigned to the mobile.  This address will identify all future traffic originating from the mobile subscriber in the same way the IP address assigned to the PDP context.  Packets will be delivered from the mobile node to the operator network PS domain using the same tunnelling mechanism in the opposite direction.

We recommend that Mobile IP be the preferred tunnelling establishment protocol for scenario 3 and that the following updates be made in TS to reflect that.

Annex 1

The following sections and text should be inserted in 22.934.

6.3 Access to 3GPP Packet Services

6.3.1 Reference Model
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Figure 6.4: Interworking provided at GGSN
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In this case a Mobile IP home agent function is provided at the GGSN.  The W1 interface provides an IP interface across which the Mobile IP control function (as specified in RFC 3344) delivers subscriber identity for access to PS services (scenario 3) and is used to establish tunnels (as specified in RFC 3344) for delivery of PS services to the mobile client.
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