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1
Introduction

SA2#25 agreed to propose a new work item on IMS Access Independence. In order to begin this work a number of decisions need to be made as to which aspects of the Release 5 system will be considered applicable for all access types and which are considered as specific to GPRS access.

This contribution attempts to identify the decisions that need to be taken, and the options available.

The intention is that, following discussion, the questions in this contribution could be used to structure discussion on these decisions.

2
Problem Statement

2.1
Functional split issues

The release 5 IMS architecture is illustrated in Figure 6/23.002, which is reproduced below.
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There is one interaction between the IMS and systems outside the IMS which is not shown in the diagram above: The UE, as well as interacting with the P-CSCF over the Gm interface, interacts with the GPRS system itself, in order to obtain IP connectivity.

In considering Access Independence, it is necessary to examine each interaction between the existing Release 5 IM Subsystem entities and the GPRS network. For each of these there are two possibilities:

1. The interface is already ‘access independent’ – i.e. there is no reason to expect that a different interface would be required to connect to an alternative access system, or

2. The interface is specific to GPRS

In case (1) there is no further work on the IMS side. It may be that certain access systems require some extension in order to support the interface expected by IMS.

In case (2), then it will be necessary to consider a functional split within the IMS. This would involve splitting the IMS into a ‘Access specific’ function which terminates the interface, and an ‘Access independent’ function which interacts with it. The  ‘Access specific’ function can be thought of as an ‘adaptor’ which converts between a new generic IMS interface and a specific access technology. One such ‘adaptor’ would be defined for each access technology.

Note that these functions may remain co-located within a single physical device, or may be physically separated. In both cases it would be necessary to define the interface between them in detail. In the former case this could be an abstract ‘primitive’ interface, in the latter case a protocol would be required.

As a result of these decisions, it will become possible to detail the requirements which IMS places on the access system. ‘Access Independence’ does not mean that IMS can operator over absolutely any system – the system must have certain properties (for example support of IP). In order to understand whether IMS can be supported over any given new access system, then it is essential to document the properties/capabilities/interfaces required for an access to support IMS.

2.2
Adaptions of IMS

As well as considering how the Release 5 IMS functionality is split between access-specific and access-independent parts, we should also consider whether any adaptions are required to the IMS itself in order to extend its applicability to other access types.

3
Decisions

3.1
Mb interface

The Mb interface is used for media flows. The media is assumed to be carried over IP.

It seems safe to assume that support of IP is one of the capabilities required of any access system which is to support IMS. This interface is therefore of Type 1 above.

3.2
Go interface

The Go interface is used for Service Based Local Policy – essentially to provide control of QoS authorisation within the access network by the application layer.

The first decision to be made is whether Service Based Local Policy itself is applicable to other access types than GPRS ?

If the answer to this is no, then we must consider the Go interface as GPRS-specific.

If the answer is yes, then two options are possible:

1. Go is considered access independent

The Go interface is based on control of IP flows. Although it has been designed with GPRS in mind, there is nothing fundamentally preventing other access systems supporting exactly the same interface (in particular the protocol makes no reference to GPRS concepts such as PDP Contexts).

If this option were chosen, then support of Go would be added to the access system capabilities required to support IMS.

2. Go is considered GPRS-specific

In this case, it would be necessary to split the P-CSCF/PCF into ‘Access Independent’ and ‘GPRS-specific’ parts. In Release 6, there is a work item to study splitting of the PCF into a separate element. Depending on the functional split decided between P-CSCF and PCF, it may be appropriate to place the Access Independent/Access Specific split within the PCF.

This would result in the PCF presenting an access-independent interface to the P-CSCF. Within the PCF there would be access-independent functions, which operate in the same manner for all access types, and access-specific ‘adaptors’ for each supported access type. The GPRS Adaptor would support the Go interface.
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3.3
UE Interface to GPRS

The IMS client in the UE is part of the IMS. As noted above, it is essential to understand the capabilities that are required to be provided by the access system in order to support IMS. In order to understand this, we must look at the GPRS capabilities that an IMS Client on the UE uses, and decide which of these are essential to be supported by other access systems.

As identified in S2-021694, presented at SA2#25, the access network capabilities that are used by IMS in Release 5 are:

1. Delivery of IP datagrams to/from the application

2. Request and confirmation of particular QoS for a flow of IP datagrams over the access link

3. Association of an RSVP Policy Element (containing the Authorisation Token) with a QoS request for a group of IP flows

4. Association of a list of Flow Ids with a QoS request for a group of IP flows

5. Indication that a particular IP flow contains SIP signalling for IMS

6. Discovery of the P-CSCF address
For each of these 6 items, a decision must be made as to whether this is a capability which MUST be supported by an access system before it can be used to access IMS. This information is needed both to decide whether a given access is suitable for IMS, and to determine what adaptions might be needed to make it suitable for IMS.

It should be noted that 3 and 4 are obviously only required if Service Based Local Policy is required (see 3.2), and 5 is only required if it is necessary to provide special policy for SIP signalling.

Following the above six decisions, there are several options with respect to the functional split within the UE between ‘access independent’ and ‘access specific’ parts.

1. Leave this split undefined

In this case, the IMS client is a monolithic entity, which interacts with the access system in some undefined access-system specific way. The IMS client is therefore itself access-specific.

2. Define the functional split within the UE

This would require an abstract interface to be defined for access to each of the capabilities listed above which are agreed to be applicable to all access-types. This interface could be entirely defined anew by 3GPP, or could be based on existing abstract interfaces, for example the standard interface to an IP stack.

3.4
Use of ISIM

The ISIM is part of the IMS. There is nothing GPRS-specific about UICC cards. However, whilst some PCs are beginning to be packaged with a UICC reader, there may be devices which have the connectivity to access IMS, but which do not have a UICC reader.

A decision is therefore required as to whether it is necessary to introduce other security mechanisms for IMS that do not require a UICC reader. There are three options:

1. IMS access always requires a UICC based ISIM

2. IMS access requires an ISIM, but this may be emulated in software in some cases

3. New security mechanisms, not based on ISIM, are required

Note that in case 2, ‘emulation’ of an ISIM may or may not involve use of secret keying material which is securely stored, for example on a 3GPP2 UIM.

Note that if new security mechanisms are defined which are somehow specific to a given access signalling system, and if an interface within the UE is defined for ‘access specific’ functions as discussed in 3.3, then this interface needs to address access to these access-specific security functions as well.

4
Summary

This contribution identifies questions which need to be answered in order to progress the work on IMS Access Independence. These questions were:

Q1: Is Service Based Local Policy required for other access types than GPRS ?

Q2: If the answer to Q1 is ‘yes’, will the R6 version of the Go interface be considered ‘access independent’ or ‘GPRS-specific’

Q3: If the answer to Q2 is ‘GPRS specific’, where is the functional split between Access Independent and Access Specific functions within the PCF ?

Q4: Which of the following capabilities are required to be provided by any/all access system(s) to the IMS client on a UE:

4.1

Delivery of IP datagrams to/from the application

4.2

Request and confirmation of particular QoS for a flow of IP datagrams over the access link

4.3

Association of an RSVP Policy Element (containing the Authorisation Token) with a QoS request for a group of IP flows

4.4

Association of a list of Flow Ids with a QoS request for a group of IP flows

4.5

Indication that a particular IP flow contains SIP signalling for IMS

4.6

Discovery of the P-CSCF address

Q5: Should the IMS client in the UE be access-specific ?

Q6: Are security mechanisms other than UICC/ISIM required for other access systems ?

Q7: If the answer to Q6 is ‘yes’, then are security mechanism not based on ISIM required, or can an ISIM always be ‘emulated’

5
Proposal

It is proposed to being work on IMS Access Independence by answering the 7 questions above.

* Contact: Mark Watson, � HYPERLINK "mailto:mwatson@nortelnetworks.com" ��mwatson@nortelnetworks.com�, +44 1628 434456
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