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Introduction

SA2#25 agreed an initial version of a work item on "Interoperability and Commonality between IP Multimedia Systems using different 'IP-connectivity Networks'”. The work item states in the objectives part 

· to improve the commonality between the IMS systems used by 3GPP, 3GPP2 and that needed for W-LAN and 

· to ensure that users of the different IMS systems can inter-operate.

This contribution has the intention to list some problems / open questions, which arise in the context of IMS access independence. 

Proposal

The following problems / questions should be recognised and discussed by SA2 when investigating the access independence topic.

Security: The access system should provide a level of security on bearer level comparable to that of the GPRS system, esp. with respect to authentication and authorisation. A security association between the P-CSCF and a gateway entity in the access system should exist to provide a trust relationship for the exchange of signalling information (e.g. at the Go interface or for SIP signalling).

Charging: It should be possible to correlate the charging information from the IMS and that from the access system (i.e. on bearer level) to fulfil requirements for one account and one bill. The already used charging correlation mechanism between GPRS and IMS can be easily extended to other access systems, if these access systems will provide a charging identifier at all.

IMS user profile: There should be a single user profile in the HSS independent of the used access system. 

IMS services: There should be no restrictions in using IMS services, e.g. with respect to bandwidth, voice codecs, quality of service for real-time and non real-time services or session continuity. The access system should be transparent for the IMS services as much as possible. Clearly, the concrete requirements on bandwidth or QoS depend on the description of the single service.

QoS and Policy Control: The access system should provide a minimal set of QoS classes so that a basic set of IMS services can be used with similar convenience as used by GPRS users. The P-CSCF/PCF should be able to control the media streams of IMS users in the access system (e.g. policy control). The access system should be able to notify the P-CSCF/PCF about modifications of the media stream (e.g. connection lost). This could especially be a problem if an IMS user is roaming (international and national roaming as well), the P-CSCF is located in the home network and the access control is located in the access system itself. As a result there may exist an entity in the access system supporting the Go interface.
