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1 Introduction

This contribution discusses PLMN selection procedures for 3GPP WLAN Interworking. Also basic principles of PLMN selection are proposed to be included in the S2 WLAN TR.

WLAN radio network selection is not discussed in this contribution except to observe that the radio network is selected prior to visited PLMN selection. In other words, this contribution discusses how one of the available visited PLMNs could be selected once the radio network has already been selected.

2 PLMN Selection 
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Figure 1. Example roaming situation.

Figure 1 shows a case where Home PLMN of country B has roaming agreement with PLMNs 1 and 2 in another country A.  The user accesses WLAN in country A and identifies himself with identifier "user@homePLMN". 

In the shared WLAN case, the accessed WLAN in country A has interworking agreements with two local PLMNs; PLMN1 and PLMN2. When a subscriber of home PLMN accesses the WLAN, WLAN must route the received identity further. In this case the indicated home PLMN is not however directly connected to the WLAN, i.e. there is no direct business agreement  between WLAN and home PLMN. The WLAN has to decide whether to forward the request to PLMN1 or to PLMN2.  

In this example both of  the local PLMNs have roaming agreement with home PLMN.  It could be that e.g. the roaming tariff or set of available services for the end user would be different via these two local PLMNs. It could be also that the interworking agreement with one PLMN is more favourable for the WLAN provider than the other.   

In the WLAN national roaming case for a given WLAN in country A the problem is similar. PLMN1, having exclusive interworking agreement with WLAN, should know whether the authentication should be proxied to visited PLMN2 or PLMN3, in a case where there is no roaming agreement between PLMN 1 and home PLMN.  

To avoid conflicts between interests of subscribers, WLAN providers, visited PLMN operators and home PLMN operator it is very crucial that clear mechanisms for the PLMN selection exist. It is seen that such a mechanism should fulfil the following basic requirements:

· WLAN should know only about the interworking agreements between itself and connected local PLMNs (i.e. PLMNs with whom there is a business agreement)

· WLAN should not need to know about roaming agreement or roaming preferences between PLMNs. WLAN should not select the roaming PLMN on behalf of the user

· One PLMN should not need to know about the interworking agreements between any other PLMN and WLANs 

· User should be able to select roaming PLMN manually

· It should be possible to utilise PLMN preferences stored within UE for automated PLMN selection   

· Roaming between PLMNs should be transparent to WLAN. I.e. implementing roaming agreement between two PLMNs should not require any reconfiguration of the WLANs in either of the PLMNs

To meet the above basic requirements, following functional requirements emerge:

· The UE should facilitate visited PLMN selection automatically and manually by the user

· WLAN should utilise the standard WLAN mechanisms to forward EAP authentication signalling to external network (i.e. to the selected visited PLMN) by RADIUS/Diameter

· Visited PLMN should be able to recognise the home network of the 3GPP subscriber from the provided WLAN user identity

Within WLAN, only the realm part of the NAI user identity is used to forward the authentication signalling to external networks. The information of the selected visited network has thus to be included in the realm part of the NAI user identity. Utilised user identity would then be of type username@visited_PLMN1.

When the visited PLMN receives this kind of NAI user identity the home PLMN of the accessed subscriber has to be recognised.  The username part of the NAI should therefore include this information. Thus username part should contain the PLMN-ID of the home PLMN.

According to the selected access control architecture alternative the PLMN-ID would then be used by visited network to:

1) 
in alternative 1 to identify the correct HSS/HLR to be contacted over the Wx reference point

2)
in alternative 2 to find the realm of the home PLMN AAA server and to forward the auth signalling  to that server

3 Proposal

It is proposed that following subsection about PLMN Selection is included in the chapter 5 of S2 WLAN TR. 

5.x  PLMN Selection

· Automatic and manual PLMN selection should be facilitated by the UE. The PLMN selection within UE should result into selection of a realm to be used in the user identity complying to NAI format. When no specific network selection is done, the realm of the home PLMN shall be used.

Note 1: Whether predefined realm names to identify each PLMN (e.g. mcc.mnc.3gppWLAN.org)
should be used is ffs. 

Note 2: Whether a list of available local PLMNs should be dynamically provided to UE by WLAN is ffs. 

· WLAN shall route the received EAP signalling by Diameter (/RADIUS) according to the realm part of the provided NAI user identity.

· Visited PLMN shall contact the correct home PLMN based on the PLMN ID included in the username part of the provided NAI user identity. 


























































