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1 Introduction

TS 23.141 specifies that:

· The granularity of presence information on the Pw is the tuple

· A watcher may fetch or subscribe to only a subset of presence information, related to a communication means or a communication address

· Presence update notifications may only contain the modified tuples.

This contribution discusses and tries to refine these requirements.

2 Discussion

Refinement of the partial update requirement

Partial updates imply that the watcher initially receives the full set of presence tuples, and subsequently the tuples which have been modified. This could be clarified.

When should the two mechanisms be used? Should they be combined together?

By definition, partial updates are applicable when the watcher monitors presence information, not when it only fetches it.

In the current text, the possibility to request a subset of tuples is required for both the monitoring and fetching models.

This means that in theory a watcher may subscribe to a subset of presence information, and then receive partial updates only on this subset. 

Does this combination bring any benefit? Yes, not necessarily because of its impact on the size of presence documents passed on Pw, but rather because it permits to limit the number of notifications to be sent to the watcher. This is, notifications will be sent to the watcher only when presence updates impact the tuples the watcher is interested in.

Which entity(ies) should control if partial updates are performed or not?

Should the Presence Server be able to decide when partial updates should be used?  The current text seems to let the Presence Server decide whether partial updates shall be used or not. This may be a way for the operator to control the traffic generated by the Presence Server, but how does the Presence Server take the decision and does the Presence Server know that the watcher has the capability to receive partial updates? 

Partial updates require specific support in the watcher application. Such support can hardly be mandated and it is only the watcher that knows if it is supported. It is therefore necessary that the watcher in some way can indicate that it wants partial updates.

3 Proposal

Based on the discussion above it is proposed that the following additions are made to TS 23.141 v0.1.0:

**** FIRST CHANGE ****

4.2.4 Reference point Watcher applications – Presence Server (Pw)

This interface shall allow a Watcher application to request and obtain presence information. [3] provides guidelines for such an interface. 

The transport shall not impose any limitations to the size of the presence information.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.

This interface shall support both presence monitoring and fetching modes.

In the fetching mode, it shall be possible for the watcher to once request all or only a subset of a presentity’s presence information pertaining to certain communication means and/or contact addresses. 
In the monitoring mode, it shall be possible for the watcher to request monitoring of all or a subset of a presentity’s presence information pertaining to certain communication means and/or contact addresses and to explicitly request full or partial updates.
Partial updates imply that the Presence Server initially provides all the tuples requested by the watcher, and in subsequent notifications only the subset of tuples that have been modified since the previous notification. Partial updates may be required by the watcher, or initiated by the Presence Server when the watcher has expressed its capability to support them and has not explicitly requested full updates.
4.2.5
Reference point HSS/HLR – Network agent (Ph)

**** SECOND CHANGE ****

5.1 Presence Server

The Presence Server resides in the presentity's home network.

The Presence Server shall manage presence information that is uploaded by the Presence User/Network/External agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.

The Presence Server shall also allow users to fetch and subscribe for receiving either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. The decision to send only the modified tuples in subsequent notifications is based on an explicit request in the subscription from the watcher.
The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

The Presence Server may also support authorization and security mechanisms that is based on asking permission from the Presence User agent on a case-by-case basis.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.

5.2 Presence Agent Elements

**** Third CHANGE ****

A.1.2
Flows demonstrating how watchers subscribe to presence event notification  

The section covers the flows that show how watchers can request presence information about a presentity. 

A.1.2.1

IMS Watcher and IMS Presentity in the same or different IM-CN  
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Figure 10. IMS Watcher registering for event notification 

Figure 10 shows an IMS watcher subscribing to presence event notification about an IMS based presentity. The presentity may either be in the same IM-CN subsystem as the watcher or may be in a different IM-CN subsystem. The flows for both these cases are the same. The details of the flows as follows:

1. A watcher agent in a UE wishes to watch a presentity, or certain tuples of the presentity (pertaining to a certain communication means or communication address). To initiate a subscription, the UE sends a SubscribePres message request containing the presence related events that it wishes to be notified of, together with an indication of the length of time this periodic subscription should last. The UE sends the SubscribePres information flow to the proxy (subscriber identity, home networks domain name). The watcher agent may request to get only the tuples containing attribute values not previously sent to the watcher or to always get all requested tuples.
2. The P-CSCF remembers (from the registration process) the next hop CSCF for this UE. In this case the SubscribePres is forwarded to the S-CSCF in the home network. In this case, the P-CSCF and the S-CSCF act as a Watcher Presence Proxy.

3. The S-CSCF is unable to resolve the presence server address of the presentity that the UE is requesting to watch, and as a result forwards the SubscribePres message to the an I-CSCF offering part of the Presentity Presence Proxy functionality. The S-CSCF shall examine the home domain of the presentity associated with the request and if the request is for a presentitiy outside the operator’s domain, it determines the external I-CSCF. If the request is for a presentity in the same domain, the S-CSCF forwards the request to the local I-CSCF. 

4. The I-CSCF examines the presentity identity and the home domain identity and employs the services of a name-address resolution mechanism to determine the HSS address to contact. The I-CSCF shall query the HSS to obtain the address of the S-CSCF associated with the Presentity. It shall query the HSS via a Query message. 

5. The Query Resp message from the HSS provides the name of the S-CSCF associated with the presentity.

6. The I-CSCF, using name of the Presence Server shall determine the address of the S-CSCF through a name-address resolution mechanism. The SubscribePres message is forwarded to the S-CSCF.

7. The S-CSCF using any necessary filtering criteria forwards the SubscribePres message to the appropriate Presence Server. 

8. At this stage the presence server performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. Once all privacy conditions are met, the presence server issues a MsgAck to the S-CSCF . (In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher).

9. The S-CSCF forwards the to the I-CSCF.

10. The I-CSCF forwards the MsgAck to the originating S-CSCF.

11. The S-CSCF forwards the MsgAck message to the P-CSCF.

12. The P-CSCF forwards the MsgAck to the watcher agent in the UE.

13. As soon as the Presence Server sends a MsgAck to accept the subscription, it sends a NotifyPresUp message with the current state of the presentity's tuples that the watcher has subscribed and been authorised to. The NotifyPresUp is sent to the S-CSCF. Further notification sent by the Presence server may either contain the complete set of presence information, or only those tuples that have changed since the last notification, depending on what the watcher agent has requested..

14. The S-CSCF forwards the MsgAck to the I-CSCF.

15. The I-CSCF forwards the NotifyPresUp to the originating S-CSCF.

16. The S-CSCF forwards the NotifyPresUp message to the P-CSCF.

17. The P-CSCF forwards the NotifyPresUp to the watcher agent in the UE.

18. The UE acknowledges the receipt of the NotifyPresUp message with a MsgAck sending this to the P-CSCF.

19. The P-CSCF forwards the MsgAck message to the S-CSCF.

20. The S-CSCF forwards the MsgAck to the I-CSCF.

21. The I-CSCF forwards the MsgAck message to the S-CSCF.

22. The S-SCSF forwards the MsgAck to the Presence Server.

A.1.3
Flows demonstrating how presentities update Presence Information 

_1075454299.doc


Presence 



Server







14. NotifyPresUp







Watcher Presence Proxy







4. Query











HSS







5. Resp







7. SubscribePres







S-CSCF







10.  MsgAck







8. MsgAck







1. SubscribePres







P-CSCF







S-CSCF







3. SubscribePres







11. MsgAck







12. MsgSck







16. NotifyPresUp







17. NotifyPresUp











13. NotifyPresUp







UE







Home Network of presentity







Home Network of watcher







6. SubscribePres











2. SubscribePres







18. MsgAck







Presentity Presence Proxy







19. MsgAck







20. MsgAck







21. MsgAck







9. MsgAck







15. NotifyPresUp







22. MsgAck







I-CSCF












