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Reasons for change:

· The reference point descriptions in draft TS 23.141 are still written in the style of a TR, and they are not well aligned between each other.

· There is a reference to CPIM. However CPIM does not provide the full functionality, it just provides the format for the reference point, which is more a stage 3 issue. It is proposed to move the recommendation for CPIM to clause 7 on attributes.

Proposal

Change the reference point descriptions in 23.141 as follows.

4.2

Reference points

4.2.1
Reference point Presence User Agent – Presence Server (Peu)

This interface allows a presentity’s presence information to be supplied to the Presence Server.  The transport on this interface shall not impose any limitations on the size of the presence information.

Peu provides mechanisms for the Presence User Agent to manage access rules.  

Peu  provides mechanisms for the Presence User Agent to supply only a certain subset of the presentity's presence information to the Presence Server. It is  also possible for the Presence User Agent to supply the complete presence document over Peu.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used. 
4.2.2
Reference point Network Agent – Presence Server (Pen)

This interface allows a presentity’s presence information to be supplied to the Presence Server. The transport on this interface shall not impose any limitations to the size of the presence information.

Pen provides mechanisms for the Network Agent to manage access rules.  

Pen  provides mechanisms for the Network Agent to supply only a certain subset of the presentity's presence information to the Presence Server.

In order to provide the all the functionalities required on this interface, a combination of multiple protocols may be used.

This interface allows the Presence Server to request and cancel the request for presence information and associated updates from the Network Agent.

4.2.3
Reference point External Agent – Presence Server (Pex)

This interface allows a presentity’s presence information to be supplied to the Presence Server. The transport on this interface shall not impose any limitations on the size of the presence information.  

Pex provides mechanisms for the External Agent to supply only a certain subset of the presentity's presence information to the Presence Server.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.  Presence information obtained from an external network by the External Agent is transferred across the Pex reference point to the Presence Server.

4.2.4
Reference point Watcher applications – Presence Server (Pw)

This interface allows a Watcher application to request and obtain presence information. 
The transport shall not impose any limitations to the size of the presence information.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.

This interface supports both presence subscription and fetching operations. It is  possible to subscribe to or fetch either the full set of a presentity's presence information, or only certain tuples within (pertaining to a certain communication means or communication address). 

It is possible for the notifications containing the presentity's presence information to contain only the modified tuples, i.e. only those tuples which have changed since the last notification.

4.2.5
Reference point HSS/HLR – Network agent (Ph)

This interface allows the Network agent to query HSS/HLR about the state and status of a subscriber (associated with a presentity) from the Circuit Switched, GPRS and IMS perspective. This interface may also allow the enabling of receiving updates of presence information. This reference point uses existing MAP and Diameter protocol mechanisms towards the HSS, which have been defined for the C, D, gsmSCF - HLR, Cx, Dx, and Sh reference points.
4.2.6 Reference point S-CSCF – Network agent (Pi)

The S-CSCF may provide IMS-specific presence information (e.g. about ongoing IMS sessions). This interface uses mechanisms defined for the ISC interface. 

4.2.7 Reference point Presentity Presence Proxy – HSS (Px)

This interface assists locating the Presence Server of the presentity. 
4.2.8 Reference point Network Agent – GMLC (Pl)

This reference point shall be used to retrieve location information related to a subscriber (associated with the presentity). This reference point is based on the Le interface as defined in TS 23.071.  

4.2.9 Reference point Network Agent – SGSN (Pg)

This reference point shall allow the SGSN to report mobility management related events to the Network Agent (such as attach/detach/routing area update). This capability is realised via a MAP interface, where the mechanisms for reporting mobility management events are already defined.

4.2.10 Reference point Network Agent – MSC/MSC Server (Pc)

This reference point shall allow the MSC/MSC Server to report the mobility management related events to the Network Agent (such as attach/detach/location area update). This capability uses the existing mechanisms for reporting mobility management events.

4.2.11 Reference point Network Agent – GGSN (Pk)

This reference point shall allow the GGSN to report presence relevant events to the Network Agent (such as PDP context activation/de-activation). This capability is realised as a RADIUS interface. The mechanism for reporting of access requests is defined in TS 29.061 [13].
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Presence attributes 

7.1
Presence Attributes

Presence attributes describe the presentity. As the type of the presentity can vary significantly the definition of generic attributes is practically impossible. In 3GPP, the only attributes that are defined describe the 3GPP subscriber type of presentity. Other attributes can be defined by the service providers and manufacturers as part of the other presence markup as specified in IETF (e.g. RFC 2778, RFC 2779). The values (and process of generating them) and value ranges for all attributes shall be kept relatively simple. It is necessary for the 3GPP subscriber to understand how the values are set/modified as it may have direct impact to whom the access to presence data is given (as defined by the admission rules). To allow interworking and interoperability with presence services based on IETF protocols, use of IETF protocols (e.g. CPIM) is recommended. The presence data format of CPIM [3] enables the exchange of presence attributes over operator and technology boarders.

